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1
Introduction
This contributions proposes the SI on Context Aware Service Delivery shall follow some basic LTE principles.
2
Detailed discussion
RAN plenary agreed the SI ([1]) on Context Service Aware Delivery. The objective of this SID contains following  major aspects:
---

-
Study and if possible identify the use cases and requirements for Context Aware Service Delivery
-
For more efficient use of resources and better user experience (e.g., saving battery life, shorter E2E delay, and etc);

-
Study and analyse the potential impact to architecture, protocol, and signalling to support Context Aware Service Delivery in E-UTRA 
-
How E-UTRAN could acquire service specific information;
-
How E-UTRAN could support RAN based local cached delivery, local breakout;

-
How E-UTRAN could support RAN optimizations based on context awareness.
 ---

There may be many different interpretations on Context Aware Service Delivery. The different interpretations may cause many possible solutions. Considering the limited time and same topic is also proposed for 5G-NR, it is necessary to follow some basic LTE principles in order to have the right scope, and minimize the impact to LTE. We consider following basic LTE principles shall continuously be followed for this SI:
· Security: current LTE security mechanism ([1]) shall not be jeopardized, for example, it shall be able to meet the requirements on User identity and device confidentiality, and the eNB shall not be able to know the UE’s identity, e.g. MSIN, the IMEI, and the IMEISV. 
· Policy control: The Policy and Charging Enforcement Function shall remain in the PGW ([4]). For example, the functions for service data flow detection, user plane traffic handling, triggering control plane session management (where the IP-CAN permits), QoS handling, and service data flow measurement as well as online and offline charging interactions, shall reside in the PGW.
· Charging: it shall remain unchanged that the SGW/PGW is responsible for interfacing with the charging system, and CDR generation ([4]). 
· SGW: UL and DL charging per UE, PDN, and QCI.
· PGW: UL and DL service level charging, gating and rate enforcement.

· QoS: it shall follow current QoS control mechanism ([2]) ([4]). For example

· The GBR bearer is either accepted or rejected during the admission control. 

· It is the MME to validate the bearer modification request

· The QoS control at APN level shall be remain unchanged. 
· Mobility anchor: SGW is the local Mobility Anchor point for inter-eNodeB handover ([2])([4]).
· UE IP address allocation: The UE’s IP address is assigned by PGW (or L-GW for local breakout) during the default bearer activation, or after default bearer activation. The IP address allocated for the default bearer is also used for the dedicated bearers within the same PDN connection. The UE IP address allocation mechanism shall not be changed. ([4]) 
· Lawful Interception: Lawful interception is the action, performed by a network operator / access provider / service provider, of making available certain information and providing that information to a law enforcement monitoring facility. This is already supported in current LTE system. The SI shall not compromise the support for Lawful interception. ([4])
Proposal 1: agree above principles, and capture them in the TR.
3
Conclusions and Proposals

This contribution propose some basic LTE principles need to be followed for the Context Aware Service Deliver SI. Our proposal is 
Proposal 1: agree above principles, and capture them in the TR.
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