Page 1



3GPP TSG-RAN WG3 #91bis
R3-160730
Bangalore, India, 11th – 15th April 2016
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	36.413
	CR
	1414
	rev
	-
	Current version:
	13.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	X
	Core Network
	X


	

	Title:

	Indication of Bearer Type for cIOT WB EUTRAN

	
	

	Source to WG:
	Nokia, Alcatel-Lucent Shanghai Bell

	Source to TSG:
	R3

	
	

	Work item code:
	TEI13 
	
	Date:
	2016-04-11

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-13

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)

	
	

	Reason for change:
	 As per the LS received in R3-160181 (S2-160906) the cIOT optimizations defined by SA2 in release 13 shall be supported by NB-IOT and WB-EUTRAN devices. Among them the feature “support of non IP PDN connections” newly require the eNB to be aware at bearer setup of the bearer type (IP, non-IP) in order to determine if header compression shall be applied or not.

This feature may be used independently of the use of the other cIOT optimization called UP cIOT (solution 18) and independently of the type of UE (NB-IOT or WB-EUTRAN).



	
	

	Summary of change:
	1) The Bearer Type IE has been added to the Handover Request message.


	
	

	Consequences if not approved:
	The cIOT optimization of non IP PDN connection is not supported. 

	
	

	Clauses affected:
	8.4.2.2, 9.1.5.4, 9.3.3

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


8.4.2
Handover Resource Allocation

8.4.2.1
General

The purpose of the Handover Resource Allocation procedure is to reserve resources at the target eNB for the handover of a UE.

8.4.2.2
Successful Operation
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Figure 8.4.2.2-1: Handover resource allocation: successful operation

The MME initiates the procedure by sending the HANDOVER REQUEST message to the target eNB. The HANDOVER REQUEST message may contain the Handover Restriction List IE, which contains roaming or access restrictions.

If the Handover Restriction List IE is contained in the HANDOVER REQUEST message, the target eNB shall store this information in the UE context. This information shall however not be considered whenever one of the handed over E-RABs has a particular ARP value (TS 23.401 [11]).

The target eNB shall use the information in Handover Restriction List IE if present in the HANDOVER REQUEST message to

-
determine a target for subsequent mobility action for which the eNB provides information about the target of the mobility action towards the UE;

-
select a proper SCG during dual connectivity operation.

If the Handover Restriction List IE is not contained in the HANDOVER REQUEST message, the target eNB shall consider that no roaming and no access restriction apply to the UE.

Upon reception of the HANDOVER REQUEST message the eNB shall store the received UE Security Capabilities IE in the UE context and use it to prepare the configuration of the AS security relation with the UE.

If the SRVCC Operation Possible IE is included in the HANDOVER REQUEST message, the target eNB shall store the content of the received SRVCC Operation Possible IE in the UE context and, if supported, use it as defined in TS 23.216 [9].
Upon reception of the HANDOVER REQUEST message the eNB shall store the received Security Context IE in the UE context and the eNB shall use it to derive the security configuration as specified in TS 33.401 [15].

If the Trace Activation IE is included in the HANDOVER REQUEST message, the target eNB shall if supported, initiate the requested trace function as described in TS 32.422 [10]. In particular, the eNB shall, if supported:

-
if the Trace Activation IE does not include the MDT Configuration IE, initiate the requested trace session as described in TS 32.422 [10];

-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT and Trace”, initiate the requested trace session and MDT session as described in TS 32.422 [10];

-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT Only”, “Logged MDT only” or “Logged MBSFN MDT”, initiate the requested MDT session as described in TS 32.422 [10] and the target eNB shall ignore Interfaces To Trace IE, and Trace Depth IE.

-
if the Trace Activation IE includes the MDT Location Information IE, within the MDT Configuration IE, store this information and take it into account in the requested MDT session.

-
if the Trace Activation IE includes the Signalling based MDT PLMN List IE, within the MDT Configuration IE, the eNB may use it to propagate the MDT Configuration as described in TS 37.320 [31].

-
if the Trace Activation IE includes the MBSFN-ResultToLog IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].

-
if the Trace Activation IE includes the MBSFN-AreaId IE in the MBSFN-ResultToLog IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].

If the CSG Id IE is received in the HANDOVER REQUEST message, the eNB shall compare the received value with the CSG Id broadcast by the target cell.

If the CSG Membership Status IE is received in the HANDOVER REQUEST message and the CSG Membership Status is set to “member”, the eNB may provide the QoS to the UE as for member provided that the CSG Id received in the HANDOVER REQUEST messages corresponds to the CSG Id broadcast by the target cell.

If the CSG Membership Status IE and the CSG Id IE are received in the HANDOVER REQUEST message and the CSG Id does not correspond to the CSG Id broadcast by the target cell, the eNB may provide the QoS to the UE as for a non member and shall send back in the HANDOVER REQUEST ACKNOWLEDGE message the actual CSG Id broadcast by the target cell.

If the target cell is CSG cell or hybrid cell, the target eNB shall include the CSG ID IE in the HANDOVER REQUEST ACKNOWLEDGE message.

If the target eNB receives the CSG Id IE and the CSG Membership Status IE is set to “non member” in the HANDOVER REQUEST message and the target cell is a closed cell and at least one of the E-RABs has a particular ARP value (see TS 23.401 [11]), the eNB shall send back the HANDOVER REQUEST ACKNOWLEDGE message to the MME accepting those E-RABs and failing the other E-RABs.

If the Subscriber Profile ID for RAT/Frequency priority IE is contained in the Source eNB to Target eNB Transparent Container IE, the target eNB shall store the content of the received Subscriber Profile ID for RAT/Frequency priority IE in the UE context and use it as defined in TS 36.300 [14].

Upon reception of the UE History Information IE, which is included within the Source eNB to Target eNB Transparent Container IE in the HANDOVER REQUEST message, the target eNB shall collect the information defined as mandatory in the UE History Information IE and shall, if supported, collect the information defined as optional in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.

Upon reception of the UE History Information from the UE IE, which is included within the Source eNB to Target eNB Transparent Container IE in the HANDOVER REQUEST message, the target eNB shall, if supported, store the collected information, to be used for future handover preparations.

If the Mobility Information IE is included within the Source eNB to Target eNB Transparent Container IE in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information and use it as defined in TS 36.300 [14].

If the Expected UE Behaviour IE is included in the HANDOVER REQUEST message, the eNB shall, if supported, store this information and may use it to determine the RRC connection time.
If the Bearer Type IE is included in the E-RAB SETUP REQUEST message and is set to “non IP”, then the eNB shall not perform header compression for the concerned E-RAB.
After all necessary resources for the admitted E-RABs have been allocated, the target eNB shall generate the HANDOVER REQUEST ACKNOWLEDGE message. The target eNB shall include in the E-RABs Admitted List IE the E-RABs for which resources have been prepared at the target cell. The E-RABs that have not been admitted in the target cell, if any, shall be included in the E-RABs Failed to Setup List IE.

If the HANDOVER REQUEST message contains the Data Forwarding Not Possible IE associated with a given E-RAB within the E-RABs To Be Setup List IE set to “Data forwarding not possible”, then the target eNB may decide not to include the DL Transport Layer Address IE and the DL GTP-TEID IE and for intra LTE handover the UL Transport Layer Address IE and the UL GTP-TEID IE within the E-RABs Admitted List IE of the HANDOVER REQUEST ACKNOWLEDGE message for that E-RAB.

For each bearer that target eNB has decided to admit and for which DL forwarding IE is set to “DL forwarding proposed”, the target eNB may include the DL GTP-TEID IE and the DL Transport Layer Address IE within the E-RABs Admitted List IE of the HANDOVER REQUEST ACKNOWLEDGE message indicating that it accepts the proposed forwarding of downlink data for this bearer.

If the HANDOVER REQUEST ACKNOWLEDGE message contains the UL GTP-TEID IE and the UL Transport Layer Address IE for a given bearer in the E-RABs Admitted List IE, then it means the target eNB has requested the forwarding of uplink data for this given bearer.

If the Request Type IE is included in the HANDOVER REQUEST message, then the target eNB should perform the requested location reporting functionality for the UE as described in subclause 8.11.

If the UE Security Capabilities IE included in the HANDOVER REQUEST message only contains the EIA0 algorithm as defined in TS 33.401 [15] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB (TS 33.401 [15]), the eNB shall take it into use and ignore the keys received in the Security Context IE.

The GUMMEI IE shall only be contained in the HANDOVER REQUEST message according to subclauses 4.6.2 and 4.7.6.6 of TS 36.300 [14]. If the GUMMEI IE is present, the target eNB shall store this information in the UE context and use it for subsequent X2 handovers.

The MME UE S1AP ID 2 IE shall only be contained in the HANDOVER REQUEST message according to subclause 4.6.2 of TS 36.300 [14].If the MME UE S1AP ID 2 IE is present, the target eNB shall store this information in the UE context and use it for subsequent X2 handovers.

If the Management Based MDT Allowed IE only or the Management Based MDT Allowed IE and the Management Based MDT PLMN List IE is contained in the HANDOVER REQUEST message, the target eNB shall, if supported, store the received information in the UE context, and use this information to allow subsequent selections of the UE for management based MDT defined in TS 32.422 [10].

If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target eNB shall, if supported, use it to determine the characteristics of the UE for subsequent handling. 

If the HANDOVER REQUEST contains a Target Cell ID IE, as part of the Source eNB to Target eNB Transparent Container IE, for a cell which is no longer active, the eNB may respond with an HANDOVER REQUEST ACKNOWLEDGE in case the PCI of the deactivated cell is in use by another active cell.

If the ProSe Authorized IE is contained in the HANDOVER REQUEST message and it contains one or more IEs set to “authorized”, the eNB shall, if supported, consider that the UE is authorized for the relevant ProSe service(s).

9.1.5.4
HANDOVER REQUEST

This message is sent by the MME to the target eNB to request the preparation of resources.

Direction: MME ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	Handover Type
	M
	
	9.2.1.13
	
	YES
	reject

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	M
	
	9.2.1.20
	
	YES
	reject

	E-RABs To Be Setup List
	
	1
	
	
	YES
	reject

	>E-RABs To Be Setup Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID 
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	To deliver UL PDUs.
	-
	

	>>E-RAB Level QoS Parameters
	M
	
	9.2.1.15
	Includes necessary QoS parameters.
	-
	

	>>Data Forwarding Not Possible
	O
	
	9.2.1.76
	
	YES
	ignore

	>>Bearer Type
	O
	
	9.2.1.X
	
	YES
	reject

	Source to Target Transparent Container
	M
	
	9.2.1.56
	
	YES
	reject

	UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	reject

	Handover Restriction List
	O
	
	9.2.1.22
	
	YES
	ignore

	Trace Activation
	O
	
	9.2.1.4
	
	YES
	ignore

	Request Type
	O
	
	9.2.1.34
	
	YES
	ignore

	SRVCC Operation Possible
	O
	
	9.2.1.58
	
	YES
	ignore

	Security Context
	M
	
	9.2.1.26
	
	YES
	reject

	NAS Security Parameters to E-UTRAN
	C-iffromUTRANGERAN
	
	9.2.3.31
	The eNB shall use this IE as specified in TS 33.401 [15].
	YES
	reject

	CSG Id
	O
	
	9.2.1.62
	
	YES
	reject

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore

	GUMMEI
	O
	
	9.2.3.9
	This IE indicates the  MME serving the UE.
	YES
	ignore

	MME UE S1AP ID 2
	O
	
	9.2.3.3
	This IE indicates the MME UE S1AP ID assigned by the MME.
	YES
	ignore

	Management Based MDT Allowed
	O
	
	9.2.1.83
	
	YES
	ignore

	Management Based MDT PLMN List
	O
	
	MDT PLMN List

9.2.1.89
	
	YES
	ignore

	Masked IMEISV
	O
	
	9.2.3.38
	
	YES
	ignore

	Expected UE Behaviour
	O
	
	9.2.1.96
	
	YES
	ignore

	ProSe Authorized
	O
	
	9.2.1.99
	
	YES
	ignore


	Condition
	Explanation

	C-iffromUTRANGERAN
	This IE shall be present if the Handover Type IE is set to the value “UTRANtoLTE” or “GERANtoLTE”.


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RABs for one UE. Value is 256.


9.3.3
PDU Definitions

-- **************************************************************

--

-- PDU definitions for S1AP.

--

-- **************************************************************

S1AP-PDU-Contents { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (21) modules (3) s1ap (1) version1 (1) s1ap-PDU-Contents (1) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

-- **************************************************************

--

-- IE parameter types from other modules.

--

-- **************************************************************

IMPORTS


UEAggregateMaximumBitrate,


Cause,


CellAccessMode,


Cdma2000HORequiredIndication,


Cdma2000HOStatus,


Cdma2000OneXSRVCCInfo,


Cdma2000OneXRAND,

Cdma2000PDU,


Cdma2000RATType,


Cdma2000SectorID,


EUTRANRoundTripDelayEstimationInfo,


CNDomain,


ConcurrentWarningMessageIndicator,


CriticalityDiagnostics,


CSFallbackIndicator,


CSG-Id,


CSG-IdList, 


CSGMembershipStatus,


Data-Forwarding-Not-Possible,

Direct-Forwarding-Path-Availability,


Global-ENB-ID,


EUTRAN-CGI,


ENBname,


ENB-StatusTransfer-TransparentContainer,

ENB-UE-S1AP-ID,


ExtendedRepetitionPeriod,


GTP-TEID,


GUMMEI,


GUMMEIType,


HandoverRestrictionList,


HandoverType,


Masked-IMEISV,


LAI,


LPPa-PDU,


ManagementBasedMDTAllowed,


MDTPLMNList,


MMEname,


MMERelaySupportIndicator,


MME-UE-S1AP-ID,

MSClassmark2,


MSClassmark3,


NAS-PDU,


NASSecurityParametersfromE-UTRAN,


NASSecurityParameterstoE-UTRAN,

OverloadResponse,


PagingDRX,


PagingPriority,


PLMNidentity,


ProSeAuthorized,


RIMTransfer,


RelativeMMECapacity,


RequestType,


E-RAB-ID,


E-RABLevelQoSParameters,


E-RABList,


RelayNode-Indicator,


Routing-ID,

SecurityKey,


SecurityContext,


ServedGUMMEIs,


SONConfigurationTransfer,


Source-ToTarget-TransparentContainer,


SourceBSS-ToTargetBSS-TransparentContainer,


SourceeNB-ToTargeteNB-TransparentContainer,


SourceRNC-ToTargetRNC-TransparentContainer,


SubscriberProfileIDforRFP,


SRVCCOperationPossible,

SRVCCHOIndication,


SupportedTAs,


TAI,


Target-ToSource-TransparentContainer,


TargetBSS-ToSourceBSS-TransparentContainer,



TargeteNB-ToSourceeNB-TransparentContainer,


TargetID,


TargetRNC-ToSourceRNC-TransparentContainer,


TimeToWait,


TraceActivation,


TrafficLoadReductionIndication,


E-UTRAN-Trace-ID,


TransportLayerAddress,


UEIdentityIndexValue,


UEPagingID,


UERadioCapability,


UERadioCapabilityForPaging,


UE-RetentionInformation,


UE-S1AP-IDs,


UE-associatedLogicalS1-ConnectionItem,


UESecurityCapabilities,


S-TMSI,


MessageIdentifier,


SerialNumber,


WarningAreaList,


RepetitionPeriod,


NumberofBroadcastRequest,


WarningType,


WarningSecurityInfo,


DataCodingScheme,


WarningMessageContents,


BroadcastCompletedAreaList,


RRC-Establishment-Cause,


BroadcastCancelledAreaList,


PS-ServiceNotAvailable,


GUMMEIList,


Correlation-ID,


GWContextReleaseIndication,


PrivacyIndicator,


VoiceSupportMatchIndicator,


TunnelInformation,


KillAllWarningMessages,


TransportInformation,


LHN-ID,


UserLocationInformation,


AdditionalCSFallbackIndicator,


ECGIListForRestart,


TAIListForRestart,


EmergencyAreaIDListForRestart,


ExpectedUEBehaviour,


Paging-eDRXInformation,


Extended-UEIdentityIndexValue,


MME-Group-ID,


Additional-GUTI,


PWSfailedECGIList,


CellIdentifierAndCELevelForCECapableUEs,


AssistanceDataForPaging,


InformationOnRecommendedCellsAndENBsForPaging,


UE-Usage-Type
FROM S1AP-IEs


PrivateIE-Container{},


ProtocolExtensionContainer{},


ProtocolIE-Container{},


ProtocolIE-ContainerList{},


ProtocolIE-ContainerPair{},


ProtocolIE-ContainerPairList{},


ProtocolIE-SingleContainer{},


S1AP-PRIVATE-IES,


S1AP-PROTOCOL-EXTENSION,


S1AP-PROTOCOL-IES,


S1AP-PROTOCOL-IES-PAIR

FROM S1AP-Containers


id-AssistanceDataForPaging,


id-uEaggregateMaximumBitrate,


id-Cause,


id-CellAccessMode,


id-CellIdentifierAndCELevelForCECapableUEs,


id-cdma2000HORequiredIndication,


id-cdma2000HOStatus,


id-cdma2000OneXSRVCCInfo,


id-cdma2000OneXRAND,


id-cdma2000PDU,


id-cdma2000RATType,


id-cdma2000SectorID,


id-EUTRANRoundTripDelayEstimationInfo,


id-CNDomain,


id-ConcurrentWarningMessageIndicator,


id-CriticalityDiagnostics,


id-CSFallbackIndicator,


id-CSG-Id,


id-CSG-IdList,


id-CSGMembershipStatus,


id-Data-Forwarding-Not-Possible,

id-DefaultPagingDRX,


id-Direct-Forwarding-Path-Availability,


id-Global-ENB-ID,


id-EUTRAN-CGI,


id-eNBname,


id-eNB-StatusTransfer-TransparentContainer,


id-eNB-UE-S1AP-ID, 


id-GERANtoLTEHOInformationRes,


id-GUMMEI-ID,


id-GUMMEIType,


id-HandoverRestrictionList,


id-HandoverType,


id-Masked-IMEISV,


id-InformationOnRecommendedCellsAndENBsForPaging,


id-InitialContextSetup,


id-Inter-SystemInformationTransferTypeEDT,


id-Inter-SystemInformationTransferTypeMDT,

id-LPPa-PDU,


id-NAS-DownlinkCount,

id-ManagementBasedMDTAllowed,


id-ManagementBasedMDTPLMNList,


id-MMEname,


id-MME-UE-S1AP-ID,


id-MSClassmark2,


id-MSClassmark3,


id-NAS-PDU,


id-NASSecurityParametersfromE-UTRAN,


id-NASSecurityParameterstoE-UTRAN,


id-OverloadResponse,


id-pagingDRX,


id-PagingPriority,


id-RelativeMMECapacity,


id-RequestType,


id-Routing-ID,

id-E-RABAdmittedItem,


id-E-RABAdmittedList,


id-E-RABDataForwardingItem,


id-E-RABFailedToModifyList,


id-E-RABFailedToReleaseList,


id-E-RABFailedtoSetupItemHOReqAck,


id-E-RABFailedToSetupListBearerSURes,


id-E-RABFailedToSetupListCtxtSURes,


id-E-RABFailedToSetupListHOReqAck,


id-E-RABFailedToBeReleasedList,


id-E-RABModify,


id-E-RABModifyItemBearerModRes,


id-E-RABModifyListBearerModRes,


id-E-RABRelease,


id-E-RABReleaseItemBearerRelComp,


id-E-RABReleaseItemHOCmd,


id-E-RABReleaseListBearerRelComp,


id-E-RABReleaseIndication,


id-E-RABSetup,


id-E-RABSetupItemBearerSURes,


id-E-RABSetupItemCtxtSURes,


id-E-RABSetupListBearerSURes,


id-E-RABSetupListCtxtSURes,


id-E-RABSubjecttoDataForwardingList,

id-E-RABToBeModifiedItemBearerModReq,


id-E-RABToBeModifiedListBearerModReq,


id-E-RABToBeModifiedListBearerModInd,


id-E-RABToBeModifiedItemBearerModInd,


id-E-RABNotToBeModifiedListBearerModInd,


id-E-RABNotToBeModifiedItemBearerModInd,


id-E-RABModifyListBearerModConf,


id-E-RABModifyItemBearerModConf,


id-E-RABFailedToModifyListBearerModConf, 

id-E-RABToBeReleasedListBearerModConf,


id-E-RABToBeReleasedList,


id-E-RABReleasedList,


id-E-RABToBeSetupItemBearerSUReq,


id-E-RABToBeSetupItemCtxtSUReq,


id-E-RABToBeSetupItemHOReq,


id-E-RABToBeSetupListBearerSUReq,


id-E-RABToBeSetupListCtxtSUReq,


id-E-RABToBeSetupListHOReq,


id-E-RABToBeSwitchedDLItem,


id-E-RABToBeSwitchedDLList,


id-E-RABToBeSwitchedULList,


id-E-RABToBeSwitchedULItem,


id-E-RABtoReleaseListHOCmd,


id-ProSeAuthorized,


id-SecurityKey,


id-SecurityContext,


id-ServedGUMMEIs,


id-SONConfigurationTransferECT,


id-SONConfigurationTransferMCT,


id-Source-ToTarget-TransparentContainer,


id-Source-ToTarget-TransparentContainer-Secondary,


id-SourceMME-UE-S1AP-ID,


id-SRVCCOperationPossible,

id-SRVCCHOIndication,


id-SubscriberProfileIDforRFP,


id-SupportedTAs,


id-S-TMSI,


id-TAI,


id-TAIItem,


id-TAIList,


id-Target-ToSource-TransparentContainer,

id-Target-ToSource-TransparentContainer-Secondary,

id-TargetID,


id-TimeToWait,


id-TraceActivation,


id-TrafficLoadReductionIndication,


id-E-UTRAN-Trace-ID,


id-UEIdentityIndexValue,


id-UEPagingID,


id-UERadioCapability,


id-UERadioCapabilityForPaging,


id-UTRANtoLTEHOInformationRes,


id-UE-associatedLogicalS1-ConnectionListResAck,

id-UE-associatedLogicalS1-ConnectionItem,


id-UE-RetentionInformation,


id-UESecurityCapabilities,


id-UE-S1AP-IDs,

id-ResetType,


id-MessageIdentifier,


id-SerialNumber,


id-WarningAreaList,


id-RepetitionPeriod,


id-NumberofBroadcastRequest,


id-WarningType,


id-WarningSecurityInfo,


id-DataCodingScheme,


id-WarningMessageContents,


id-BroadcastCompletedAreaList,


id-BroadcastCancelledAreaList,


id-RRC-Establishment-Cause,


id-TraceCollectionEntityIPAddress,


maxnoofTAIs,


maxnoofErrors,


maxnoofE-RABs,


maxnoofIndividualS1ConnectionsToReset,


maxnoofEmergencyAreaID,


maxnoofCellID,


maxnoofTAIforWarning,


maxnoofCellinTAI,


maxnoofCellinEAI,


id-ExtendedRepetitionPeriod,


id-PS-ServiceNotAvailable,


id-RegisteredLAI,


id-GUMMEIList,


id-SourceMME-GUMMEI,


id-MME-UE-S1AP-ID-2,


id-GW-TransportLayerAddress,


id-RelayNode-Indicator,


id-Correlation-ID,


id-MMERelaySupportIndicator,


id-GWContextReleaseIndication,


id-PrivacyIndicator,


id-VoiceSupportMatchIndicator,


id-Tunnel-Information-for-BBF,


id-SIPTO-Correlation-ID,


id-SIPTO-L-GW-TransportLayerAddress,


id-KillAllWarningMessages,


id-TransportInformation,


id-LHN-ID,


id-UserLocationInformation,


id-AdditionalCSFallbackIndicator,


id-ECGIListForRestart,


id-TAIListForRestart,


id-EmergencyAreaIDListForRestart,


id-ExpectedUEBehaviour,


id-Paging-eDRXInformation,


id-extended-UEIdentityIndexValue,


id-CSGMembershipInfo,


id-MME-Group-ID,


id-Additional-GUTI,


id-S1-Message,


id-PWSfailedECGIList,


id-PWSFailureIndication,


id-UE-Usage-Type

FROM S1AP-Constants;

Asn1 not modified
-- **************************************************************

--

-- Handover Request

--

-- **************************************************************

HandoverRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container

{ {HandoverRequestIEs} },


...

}

HandoverRequestIEs S1AP-PROTOCOL-IES ::= {


{ ID id-MME-UE-S1AP-ID






CRITICALITY reject
TYPE MME-UE-S1AP-ID





PRESENCE mandatory}|


{ ID id-HandoverType






CRITICALITY reject
TYPE HandoverType





PRESENCE mandatory}|


{ ID id-Cause








CRITICALITY ignore
TYPE Cause







PRESENCE mandatory}|


{ ID id-uEaggregateMaximumBitrate



CRITICALITY reject
TYPE UEAggregateMaximumBitrate


PRESENCE mandatory}|


{ ID id-E-RABToBeSetupListHOReq




CRITICALITY reject
TYPE E-RABToBeSetupListHOReq


PRESENCE mandatory}|


{ ID id-Source-ToTarget-TransparentContainer
CRITICALITY reject
TYPE Source-ToTarget-TransparentContainer
PRESENCE mandatory}|


{ ID id-UESecurityCapabilities




CRITICALITY reject
TYPE UESecurityCapabilities


PRESENCE mandatory}|


{ ID id-HandoverRestrictionList




CRITICALITY ignore
TYPE HandoverRestrictionList


PRESENCE optional}|

{ ID id-TraceActivation






CRITICALITY ignore
TYPE TraceActivation




PRESENCE optional}|


{ ID id-RequestType







CRITICALITY ignore
TYPE RequestType





PRESENCE optional}|


{ ID id-SRVCCOperationPossible




CRITICALITY ignore
TYPE SRVCCOperationPossible


PRESENCE optional}|


{ ID id-SecurityContext






CRITICALITY reject
TYPE SecurityContext




PRESENCE mandatory}|


{ ID id-NASSecurityParameterstoE-UTRAN


CRITICALITY reject
TYPE NASSecurityParameterstoE-UTRAN

PRESENCE conditional


-- This IE shall be present if the Handover Type IE is set to the value "UTRANtoLTE" or "GERANtoLTE" --



}|


{ ID id-CSG-Id








CRITICALITY reject
TYPE CSG-Id







PRESENCE optional}|


{ ID id-CSGMembershipStatus





CRITICALITY ignore
TYPE CSGMembershipStatus



PRESENCE optional}|


{ ID id-GUMMEI-ID







CRITICALITY ignore
TYPE GUMMEI







PRESENCE optional}|


{ ID id-MME-UE-S1AP-ID-2





CRITICALITY ignore
TYPE MME-UE-S1AP-ID





PRESENCE optional}|


{ ID id-ManagementBasedMDTAllowed



CRITICALITY ignore
TYPE ManagementBasedMDTAllowed


PRESENCE optional}|


{ ID id-ManagementBasedMDTPLMNList



CRITICALITY ignore
TYPE MDTPLMNList





PRESENCE optional}|


{ ID id-Masked-IMEISV






CRITICALITY ignore
TYPE Masked-IMEISV





PRESENCE optional}|


{ ID id-ExpectedUEBehaviour





CRITICALITY ignore
TYPE ExpectedUEBehaviour



PRESENCE optional}|


{ ID id-ProSeAuthorized






CRITICALITY ignore
TYPE ProSeAuthorized




PRESENCE optional},


...

}

E-RABToBeSetupListHOReq 




::= E-RAB-IE-ContainerList { {E-RABToBeSetupItemHOReqIEs} }

E-RABToBeSetupItemHOReqIEs S1AP-PROTOCOL-IES ::= {


{ ID id-E-RABToBeSetupItemHOReq



CRITICALITY reject
TYPE E-RABToBeSetupItemHOReq


PRESENCE mandatory
},


...

}

E-RABToBeSetupItemHOReq ::= SEQUENCE {


e-RAB-ID






E-RAB-ID,


transportLayerAddress



TransportLayerAddress,


gTP-TEID






GTP-TEID,


e-RABlevelQosParameters



E-RABLevelQoSParameters,


iE-Extensions





ProtocolExtensionContainer { {E-RABToBeSetupItemHOReq-ExtIEs} }

OPTIONAL,


...

}

E-RABToBeSetupItemHOReq-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


{ ID id-Data-Forwarding-Not-Possible
CRITICALITY ignore
EXTENSION  Data-Forwarding-Not-Possible

PRESENCE optional}|


{ ID id-BearerType
CRITICALITY reject
EXTENSION  BearerType

PRESENCE optional},


...

}
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