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1
Introduction

The current version of TS 36.463 contains some relatively straightforward FFSs which should be resolved before completion of the TS. This document provides proposals for their resolution.
2
FFSs and Text Proposals
2.1
Procedures in relation to RCLWI

Section 5.1 contains the following statement:

Our understanding is that all UE related procedures that have been defined support LWA only. Therefore the default would be to simply remove the FFS, unless there are further proposals or agreements in RAN2/3.
Proposal 1: Remove FFS in section 5.1 (if no relevant proposals are agreed during this meeting).

2.2
Possible filtering of WLAN identifiers

Section 8.2.2 has the below text (very similar text in 8.3.2):
The question is whether the specification should mandate sending “the complete list of its WLAN identifiers”. As has been discussed in the past, such a mandate may be cumbersome in cases where the WLAN access points are distributed over an area which is much larger than the eNB coverage area. In order not to needlessly create inefficient signalling, it makes sense to replace this by a more flexible text. A proposal is shown below:
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Note that the text does not describe how this is obtained. Although there are a number of ways to achieve this, as a baseline this can be done via configuration means. Other means are not precluded.
Proposal 2: Remove FFS on WLAN identifier filtering in sections 8.2.2 and 8.3.2, and modify text as per above.
2.3
Interaction between modification requests (WT and eNB initiated)
Section 8.9.4 contains the following text:

During the previous meeting, the reverse interaction was removed (i.e. that after initiating a WT Initiated WT Modification procedure, the WT may receive a WT MODIFICATION REQUEST). This supported the nested operation which is no longer required. However this FFS is for an abnormal condition, and seems to stand on its own. It is preferable not to have concurrent modification procedures related to the same bearers, even though one procedure no longer triggers the other. If needed, the WT can trigger the procedure again.
Proposal 3: Remove the FFS and Editor’s Note in section 8.9.4. 

2.4
Cause values
Under the Cause IE, the following are marked FFS:
	Radio Network Layer cause
	Meaning

	Cell not Available [FFS]
	The concerned cell is not available.

	No Radio Resources Available in Target [FFS]
	The target doesn’t have sufficient radio resources available

	Switch Off Ongoing [FFS]
	The reason for the action is an ongoing switch off i.e. the concerned cell will be switched off after offloading and not be available. It aides the receiving eNB in taking subsequent actions, e.g. selecting the target cell for subsequent handovers. 

	Encryption Algorithms Not Supported [FFS]
	The requested eNB is unable to support any of the encryption algorithms supported by the UE.

	Procedure cancelled [FFS]
	The sending node cancelled the procedure due to other urgent actions to be performed.


Considering each in turn:

Cell Not Available: It is not clear which use case would apply here, taking into account that the WT Addition will point at best towards a mobility set. This should be deleted.

No Radio Resources Available in Target: It should be noted that we already have “No Radio Resources Available” which is more generic, and can be used both for rejection of addition as well as when the WT requests bearer release. This should be deleted.

Switch off ongoing: Although we are not explicitly supporting energy savings procedures, nor are we targetting individual WLAN APs, it is possible that e.g. all BSSIDs in the mobility set are being taken down (e.g. for a small mobility set). This could be kept with some rewrite of the meaning.
Encryption algorithms not supported: Currently the only security information provided towards the WT is the security key S-Kwt. Although security failures could occur, it seems highly unlikely that it would be described by this cause value. A possible way forward would be to replace this by “Security failure”. 

Procedure cancelled: This cause is linked to “other urgent actions to be performed”. This may be generally useful as it describes a potentially large number of situations including procedure conflict and interactions with internal triggers or procedures towards the core network. It is safer to keep this cause.
Proposal 4: For causes, adopt the changes in the table to the concerned rows

	Radio Network Layer cause
	Meaning

	Switch Off Ongoing
	The reason for the action is an ongoing switch off i.e. either the sending node, or nodes whose actions the sending node triggers or monitors, will be switched off and not be available. It aids the receiving node in taking subsequent actions. 

	Security Failure
	The action is requested (or a previous request by the receiving node failed) due to a failure in security procedures.

	Procedure cancelled
	The sending node cancelled the procedure due to other urgent actions to be performed.


3
Summary of Proposals

Proposal 1: Remove FFS in section 5.1 (if no relevant proposals are agreed during this meeting).

Proposal 2: Remove FFS on WLAN identifier filtering in sections 8.2.2 and 8.3.2, and modify text as per above.
Proposal 3: Remove the FFS and Editor’s Note in section 8.9.4. 

Proposal 4: For causes, adopt the changes in the table to the concerned rows
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The Xw interface XwAP procedures may be UE-associated or non UE-associated. UE-associated XwAP procedures are used to handle the configuration and modification to support LWA for a specific UE (FFS if also applicable to RCLWI). Non UE-associated procedures support LWA and RCLWI, and are not related to a specific UE.





An eNB initiates the procedure by sending the Xw SETUP REQUEST message to a candidate WT. The candidate WT replies with the Xw SETUP RESPONSE message. The candidate WT shall reply with the complete list of its WLAN identifiers. 


[Editor's note:	It is FFS whether the WT may filter the list of its WLAN identifiers.]





An eNB initiates the procedure by sending the Xw SETUP REQUEST message to a candidate WT. The candidate WT replies with the Xw SETUP RESPONSE message. The candidate WT shall reply with athe complete list of its relevant WLAN identifiers. 


[Editor's note:	It is FFS whether the WT may filter the list of its WLAN identifiers.]





Interaction with the WT initiated WT Modification procedure [FFS]:


[Editor’s Note: this text should be fine on its own and the FFS removed, confirm at next meeting]


If the eNB, after having initiated the eNB initiated WT Modification procedure, receives the WT MODIFICATION REQUIRED message, the eNB shall refuse the WT initiated WT Modification procedure with an appropriate cause value in the Cause IE.
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