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START OF CHANGE
4.9.3.3
Support of HeNBs for Dual Connectivity
The following scenarios for Dual Connectivity involving HeNBs are supported as listed in Table 4.9.3.3-1.

Table 4.9.3.3-1: Support of HeNBs for Dual Connectivity

	MeNB
	SeNB

	eNB
	open access HeNB

	eNB
	hybrid access HeNB


Membership Verification for the hybrid access HeNB is performed between the MeNB and the MME and is based on membership status information reported by the UE and the CSG ID.

If the cell served by the SeNB is a shared hybrid cell, the UE reports the subset of the broadcasted PLMN identities passing PLMN ID check and the CSG whitelist of the UE includes an entry comprising of the concerned PLMN identity and the CSG ID broadcast by the cell served by the SeNB. The MeNB performs PLMN ID check for the PLMNs reported by the UE and selects one if multiple pass the PLMN ID check. If the cell served by the SeNB belongs to a different PLMN than the PLMN serving for the UE in the MeNB, the information provided to the MME for membership verification needs to contain the PLMN-ID of the hybrid cell served by the SeNB as well. Finally the MME verifies the CSG membership according to the received CSG ID, the selected PLMN ID and stored subscription CSG information of the UE.
In case the UE has been admitted with SCG resources configured with the split bearer option from a hybrid HeNB and a SeNB Change is performed within the coverage area of the MeNB towards another hybrid HeNB which has the same CSG ID as the first one, the MeNB may re-use the result of the membership verification performed for the first HeNB. 
MeNB shall inform MME of the access mode and CSG ID of the SeNB if there is any change.
END OF CHANGE
