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1 Introduction

RAN3 has captured Stage 2 descriptions of the following XwAP procedures [1]:

1. WT Addition Preparation

2. eNB-Initiated WT Modification

3. WT-Initiated WT Modification (FFS)

4. WT Release (both eNB- and WT-initiated)

5. WT Status Reporting Initiation

6. WT Status Reporting

7. Xw Setup

8. WT Configuration Update

9. Error Indication (both eNB- and WT-initiated)

10. Reset (both eNB- and WT-initiated)

Stage 3 details for 5-8 have been captured [2] following an e-mail discussion and for 9-10 are proposed in [3]. This document contains a description and a text proposal for LWA procedures 1-4 as agreed at Stage 2 level. It is meant as a basis for further discussion. The sections referring to the WT-Initiated WT modification procedure are marked with [FFS].
2 Text Proposal for TS 36.463
START OF CHANGE
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NEXT CHANGE
X Functions of XwAP

The XwAP protocol provides the following functions:

-
Setting up the Xw. This function is used to exchange the necessary data for the eNB and the WT to set up the Xw interface and implicitly perform an Xw Reset.
-
WT Configuration Update. This function allows updating of application level data needed for the eNB and the WT to interoperate correctly on the Xw interface.
-
WLAN Status Reporting. This function allows the eNB to configure reporting of load-related information from the WT.
-
LTE-WLAN Aggregation. This function allows to request a WT to provide radio resources for a certain UE while keeping responsibility for that UE.
The mapping between the above functions and Xw EPs is shown in the table below.
Table X-1: Mapping between XwAP functions and XwAP EPs

	Function
	Elementary Procedure(s)

	WLAN Load Reporting
	a) WT Status Reporting Initiation
b) WT Status Reporting

	Setting up the Xw
	Xw Setup

	WT Configuration Update
	WT Configuration Update

	LTE-WLAN Aggregation
	a) WT Addition Preparation

b) eNB Initiated WT Modification

c) WT Initiated WT Modification [FFS]

d) eNB Initiated WT Release

e) WT Initiated WT Release


NEXT CHANGE
Y XwAP Procedures

Y.1 Elementary Procedures

In the following tables, all EPs are divided into Class 1 and Class 2 EPs.
Table Y.1-1: Class 1 Elementary Procedures

	Elementary Procedure
	Initiating Message
	Successful Outcome
	Unsuccessful Outcome

	
	
	Response message
	Response message

	Xw Setup
	Xw SETUP REQUEST
	Xw SETUP RESPONSE
	Xw SETUP FAILURE

	WT Configuration Update
	WT CONFIGURATION UPDATE
	WT CONFIGURATION UPDATE ACKNOWLEDGE
	WT CONFIGURATION UPDATE FAILURE

	WT Status Reporting Initiation
	WT STATUS REQUEST
	WT STATUS RESPONSE
	WT STATUS FAILURE

	WT Addition Preparation
	WT ADDITION REQUEST
	WT ADDITION REQUEST ACKNOWLEDGE
	WT ADDITION REQUEST REJECT

	eNB Initiated WT Modification
	WT MODIFICATION REQUEST
	WT MODIFICATION REQUEST ACKNOWLEDGE
	WT MODIFICATION REQUEST REJECT

	WT Initiated WT Modification [FFS]
	WT MODIFICATION REQUIRED
	WT MODIFICATION CONFIRM
	WT MODIFICATION REFUSE

	WT Initiated WT Release
	WT RELEASE REQUIRED
	WT RELEASE CONFIRM
	


Table Y.1-2: Class 2 Elementary Procedures

	Elementary Procedure
	Initiating Message

	WT Status Reporting
	WT STATUS REPORT

	eNB Initiated WT Release
	WT RELEASE REQUEST


NEXT CHANGE
Y.w
Procedures for LTE-WLAN Aggregation
Y.w.1

WT Addition Preparation
Y.w.1.1
General
The purpose of the WT Addition Preparation procedure is to request the WT to allocate resources for LTE-WLAN aggregation operation for a specific UE.
The procedure uses UE-associated signaling.
Y.w.1.2
Successful Operation
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Figure Y.w.1.2-1: WT Addition Preparation, successful operation

The eNB initiates the procedures by sending the WT ADDITION REQUEST message to the WT.
The allocation of resources according to the values of the Allocation and Retention Priority IE included in the E-RAB Level QoS Parameters IE shall follow the principles described for the E-RAB Setup Procedure in TS 36.413 [Ref6].
The WT shall report to the eNB, in the WT ADDITION REQUEST ACKNOWLEDGE message, the result for all the requested E-RABs in the following way:

-
A list of E-RABs which are successfully established shall be included in the E-RABs Admitted To Be Added List IE.
-
A list of E-RABs which failed to be established shall be included in the E-RABs Not Admitted List IE.
Y.w.1.3
Unsuccessful Operation
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Figure Y.w.1.3-1: WT Addition Preparation, unsuccessful operation

If the WT is not able to accept any of the bearers or a failure occurs during the WT Addition Preparation, the WT sends the WT ADDITION REQUEST REJECT message with an appropriate cause value to the eNB.
Y.w.1.4
Abnormal Conditions
If the WT receives a WT ADDITION REQUEST message containing multiple E-RAB ID IEs (in the E-RABs To Be Added List IE) set to the same value, the WT shall consider the establishment of the corresponding E-RAB as failed.

If the WT receives a WT ADDITION REQUEST message containing an E-RAB Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer (as defined in TS 23.203 [RefX]), and which does not contain the GBR QoS Information IE, the WT shall consider the establishment of the corresponding E-RAB as failed.
Y.w.2

eNB Initiated WT Modification
Y.w.2.1
General
This procedure is used to enable an eNB to request an WT to modify the UE context at the WT.

The procedure uses UE-associated signaling.
Y.w.2.2
Successful Operation
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Figure Y.w.2.2-1: eNB initiated WT Modification, successful operation

The eNB initiates the procedure by sending the WT MODIFICATION REQUEST message to the WT.
The WT MODIFICATION REQUEST message may contain

-
within the UE Context Information IE;

-
E-RABs to be added within the E-RABs To Be Added Item IE;

-
E-RABs to be modified within the E-RABs To Be Modified Item IE;

-
E-RABs to be released within the E-RABs To Be Released Item IE;

-
the WT UE Aggregate Maximum  Bit Rate IE;

If the WT UE Aggregate Maximum Bit Rate IE is included in the WT MODIFICATION REQUEST message, the WT shall:

-
replace the previously provided WT UE Aggregate Maximum Bit Rate by the received WT UE Aggregate Maximum Bit Rate in the UE context;

-
use the received WT UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE as defined in TS 36.300 [RefY].

The allocation of resources according to the values of the Allocation and Retention Priority IE included in the E-RAB Level QoS Parameters IE shall follow the principles described for the E-RAB Setup procedure in TS 36.413 [Ref6].
If at least one of the requested modifications is admitted by the WT, the WT shall modify the related part of the UE context accordingly and send the WT MODIFICATION REQUEST ACKNOWLEDGE message back to the MeNB. 

The WT shall include the E-RABs for which resources have been either added or modified or released at the WT either in the E-RABs Admitted To Be Added List IE or the E-RABs Admitted To Be Modified List IE or the E-RABs Admitted To Be Released List IE. The WT shall include the E-RABs that have not been admitted in the E-RABs Not Admitted List IE with an appropriate cause value.

For each E-RAB to be modified, if the WT MODIFICATION REQUEST message includes the eNB GTP Tunnel Endpoint IE in the E-RABs To Be Modified Item IE, the WT shall act as specified in TS 36.300 [RefY].

For each E-RAB configured with the split bearer option to be modified (released)

-
if applicable, the eNB may provide for an applicable E-RAB to be released the DL Forwarding GTP Tunnel Endpoint IE within the E-RABs To Be Released Item IE of the WT MODIFICATION REQUEST message.

If the E-RAB level QoS parameter IE is included in the WT MODIFICATION REQUEST message for an E-RAB to be modified the WT shall allocate respective resources as described in TS 36.300 [RefY].

For an E-RAB to be modified the WT may include in the WT MODIFICATION REQUEST ACKNOWLEDGE message the SeNB GTP Tunnel Endpoint IE.

Y.w.2.3
Unsuccessful Operation
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Figure Y.w.2.3-1: eNB initiated WT Modification, unsuccessful operation

If the WT does not admit any modification requested by the eNB, or a failure occurs during the eNB initiated WT Modification, the WT shall send the WT MODIFICATION REQUEST REJECT message to the eNB. The message shall contain the Cause IE with an appropriate value.

Y.w.2.4
Abnormal Conditions
If the WT receives a WT MODIFICATION REQUEST message containing multiple E-RAB ID IEs (in the E-RABs To Be Added List IE and/or the E-RABs To Be Modified List IE) set to the same value, the WT shall not admit the action requested for the corresponding E-RABs.

If the WT receives a WT MODIFICATION REQUEST message containing multiple E-RAB ID IEs (in the E-RAB To Be Released List IE) set to the same value, the WT shall initiate the release of one corresponding E-RAB and ignore the duplication of the instances of the selected corresponding E-RABs.
If the WT receives a WT MODIFICATION REQUEST message containing a E-RAB Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer (as defined in TS 23.203 [RefX]), and which does not contain the GBR QoS Information IE, the WT shall not admit the corresponding E-RAB.

Interaction with the WT initiated WT Modification procedure [FFS]:

If the eNB, after having initiated the eNB initiated WT Modification procedure, receives the WT MODIFICATION REQUIRED message, the eNB shall refuse the WT initiated WT Modification procedure with an appropriate cause value in the Cause IE.
Y.w.3

WT Initiated WT Modification [FFS]
Y.w.3.1
General
This procedure is used by the WT to modify the UE context in the WT.
The procedure uses UE-associated signaling.
Y.w.3.2
Successful Operation
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Figure Y.w.3.2-1: WT initiated WT Modification, successful operation

The WT initiates the procedure by sending the WT MODIFICATION REQUIRED message to the eNB.
The WT MODIFICATION REQUIRED message may contain

-
E-RABs to be released within the E-RABs To Be Released Item IE;

If the eNB is able to perform the modifications requested by the WT, the eNB shall send the WT MODIFICATION CONFIRM message to the WT.
Interaction with the eNB initiated WT Modification Preparation procedure:

If applicable, as specified in TS 36.300 [RefY], the WT may receive, after having initiated the WT initiated WT Modification procedure, the WT MODIFICATION REQUEST message including the DL Forwarding GTP Tunnel Endpoint IE within the E-RABs To Be Released List IE.
Y.w.3.3
Unsuccessful Operation
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Figure Y.w.3.3-1: WT initiated WT Modification, unsuccessful operation

In case the request modification cannot be performed successfully the eNB shall respond with the WT MODIFICATION REFUSE message to the WT with an appropriate cause value in the Cause IE.

Y.w.3.4
Abnormal Conditions
If the value received in the E-RAB ID IE of any of the E-RABs To Be Released Items IE is not known at the eNB, the eNB shall regard the procedure as failed and may take appropriate actions like triggering the eNB initiated WT Release procedure.

Interaction with the eNB initiated WT Modification Preparation procedure:

If the WT, after having initiated the WT initiated WT Modification procedure, receives the WT MODIFICATION REQUEST message including other IEs than applicable forwarding addresses the WT shall 

-
regard the WT initiated WT Modification Procedure as being failed,

-
be prepared to receive the WT MODIFICATION REFUSE message from the eNB and

-
continue with the eNB initiated WT Modification procedure as specified in Section Y.w.2.
Y.w.4

eNB Initiated WT Release
Y.w.4.1
General
The MeNB initiated SeNB Release procedure is triggered by the MeNB to initiate the release of the resources for a specific UE.
The procedure uses UE-associated signaling.
Y.w.4.2
Successful Operation
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Figure Y.w.4.2-1: eNB initiated WT Release, successful operation

The eNB initiates the procedure by sending the WT RELEASE REQUEST message. Upon reception of the WT RELEASE REQUEST message the WT shall stop providing user data to the UE. The MeNB may provide appropriate information within the Cause IE.
For each bearer for which the eNB requests forwarding of downlink data, the eNB includes the DL Forwarding GTP Tunnel Endpoint IE within the E-RABs To Be Released Item IE of the WT RELEASE REQUEST message to indicate that the WT should perform data forwarding of downlink packets for that bearer.
Y.w.4.3
Unsuccessful Operation
Not applicable.
Y.w.4.4
Abnormal Conditions
Void.
Y.w.5

WT Initiated WT Release
Y.w.5.1
General
This procedure is triggered by the WT to initiate the release of the resources for a specific UE.

The procedure uses UE-associated signaling.
Y.w.5.2
Successful Operation
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Figure Y.w.3.2-1: WT initiated WT Release, successful operation

The WT initiates the procedure by sending the WT RELEASE REQUIRED message to the eNB.
Upon reception of the WT RELEASE REQUIRED message, the eNB replies with the WT RELEASE CONFIRM message. For each E-RAB, the eNB may include the DL Forwarding GTP Tunnel Endpoint IE within the E-RABs To Be Released Item IE to indicate that it requests data forwarding of downlink packets to be performed for that bearer.
The WT may start data forwarding and stop providing user data to the UE upon reception of the WT RELEASE CONFIRM message,
Y.w.5.3
Unsuccessful Operation
Not applicable.
Y.w.5.4
Abnormal Conditions

Void.
NEXT CHANGE
Z.1 Message Functional Definition and Content
UNCHANGED PART OMITTED
Z.1.2

Messages for LTE-WLAN Aggregation Procedures

Z.1.2.1
WT ADDITION REQUEST

This message is sent by the eNB to the WT to request the preparation of resources for LTE-WLAN aggregation for a specific UE
Direction: eNB ( WT.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	Z.2.1
	
	YES
	reject

	UE XwAP ID
	M
	
	Z.2.w
	
	YES
	reject

	WT UE Aggregate Maximum Bit Rate
	M
	
	UE Aggregate Maximum Bit Rate 

Z.2.b
	The UE Aggregate Maximum Bit Rate is split into eNB UE Aggregate Maximum Bit Rate and WT UE Aggregate Maximum Bit Rate which are enforced by eNB and WT respectively.
	YES
	reject

	E-RABs To Be Added List
	
	1
	
	
	YES
	reject

	>E-RABs To Be Added Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	Z.2.c
	
	–
	–

	>>E-RAB Level QoS Parameters
	M
	
	Z.2.d
	Includes necessary QoS parameters
	–
	–


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256


Z.1.2.2
WT ADDITION REQUEST ACKNOWLEDGE

This message is sent by the WT to confirm the eNB about the WT addition preparation.
Direction: WT ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	Z.2.1
	
	YES
	reject

	UE XwAP ID
	M
	
	Z.2.w
	
	YES
	reject

	E-RABs Admitted To Be Added List
	
	1
	
	
	YES
	ignore

	>E-RABs Admitted To Be Added Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	Z.2.c
	
	–
	–

	>>WT GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint Z.2.g
	Endpoint of the Xw transport bearer at the WT.
	–
	–

	E-RABs Not Admitted List
	O
	
	E-RAB List

Z.2.h
	A value for E-RAB ID shall only be present once in E-RABs Admitted List IE and in E-RABs Not Admitted List IE.
	YES
	ignore

	Criticality Diagnostics
	O
	
	Z.2.5
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256


Z.1.2.3
WT ADDITION REQUEST REJECT

This message is sent by the WT to inform the eNB that the WT Addition Preparation has failed.

Direction: WT ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	Z.2.1
	
	YES
	reject

	UE XwAP ID
	M
	
	Z.2.w
	
	YES
	reject

	Cause
	M
	
	Z.2.4
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	Z.2.5
	
	YES
	ignore


Z.1.2.4
WT MODIFICATION REQUEST

This message is sent by the eNB to the WT to request the preparation to modify WT resources for a specific UE.

Direction: eNB ( WT.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	Z.2.1
	
	YES
	reject

	UE XwAP ID
	M
	
	Z.2.w
	
	YES
	reject

	Cause
	M
	
	Z.2.4
	
	YES
	ignore

	UE Context Information
	
	0..1
	
	
	YES
	reject

	>SeNB UE Aggregate Maximum Bit Rate
	O
	
	UE Aggregate Maximum Bit Rate
Z.2.b
	
	–
	–

	>E-RABs To Be Added List
	
	0..1
	
	
	–
	–

	>>E-RABs To Be Added Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>E-RAB ID
	M
	
	Z.2.c
	
	–
	–

	>>>E-RAB Level QoS Parameters
	M
	
	Z.2.d
	Includes necessary QoS parameters
	–
	–

	>E-RABs To Be Modified List
	
	0..1
	
	
	–
	–

	>>E-RABs To Be Modified Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>E-RAB ID
	M
	
	Z.2.c
	
	–
	–

	>>>E-RAB Level QoS Parameters
	M
	
	Z.2.d
	Includes QoS parameters to be modified
	–
	–

	>E-RABs To Be Released List
	
	0..1
	
	
	–
	–

	>>E-RABs To Be Released Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>E-RAB ID
	M
	
	Z.2.c
	
	–
	–

	>>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint Z.2.g
	Identifies the Xw transport bearer used for forwarding of DL PDUs
	–
	–


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256


Z.1.2.5
WT MODIFICATION REQUEST ACKNOWLEDGE

This message is sent by the WT to confirm the eNB’s request to modify the WT resources for a specific UE.

Direction: WT ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	Z.2.1
	
	YES
	reject

	UE XwAP ID
	M
	
	Z.2.w
	
	YES
	ignore

	E-RABs Admitted List
	
	0..1
	
	
	YES
	ignore

	>E-RABs Admitted To Be Added List
	
	1
	
	
	–
	–

	>>E-RABs Admitted To Be Added Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>E-RAB ID
	M
	
	Z.2.c
	
	–
	–

	>>>WT GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint Z.2.g
	Endpoint of the Xw transport bearer at the WT.
	–
	–

	>E-RABs Admitted To Be Modified List
	
	0..1
	
	
	–
	–

	>>E-RABs Admitted To Be Modified Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>E-RAB ID
	M
	
	Z.2.c
	
	–
	–

	>>>WT GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint Z.2.g
	Endpoint of the Xw transport bearer at the WT.
	–
	–

	>E-RABs Admitted To Be Released List
	
	0..1
	
	
	–
	–

	>>E-RABs Admitted To Be Released Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>E-RAB ID
	M
	
	Z.2.c
	
	–
	–

	E-RABs Not Admitted List
	O
	
	E-RAB List

Z.2.h
	A value for E-RAB ID shall only be present once  in E-RABs Admitted List IE and in E-RABs Not Admitted List IE.
	YES
	ignore

	Criticality Diagnostics
	O
	
	Z.2.5
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256


Z.1.2.6
WT MODIFICATION REQUEST REJECT

This message is sent by the WT to inform the eNB that the eNB initiated WT Modification has failed.

Direction: WT ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	Z.2.1
	
	YES
	reject

	UE XwAP ID
	M
	
	Z.2.w
	
	YES
	ignore

	Cause
	M
	
	Z.2.4
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	Z.2.5
	
	YES
	ignore


Z.1.2.7
WT MODIFICATION REQUIRED [FFS]
This message is sent by the WT to the eNB to request the modification of WT resources for a specific UE.

Direction: WT ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	Z.2.1
	
	YES
	reject

	UE XwAP ID
	M
	
	Z.2.w
	
	YES
	reject

	Cause
	M
	
	Z.2.4
	
	YES
	ignore

	E-RABs To Be Released List
	
	0..1
	
	
	YES
	ignore

	>E-RABs To Be Released Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	Z.2.c
	
	–
	–

	>>Cause
	M
	
	Z,2,4
	
	–
	–


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256


Z.1.2.8
WT MODIFICATION CONFIRM [FFS]
This message is sent by the eNB to inform the WT about the successful modification.

Direction: eNB ( WT.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	Z.2.1
	
	YES
	reject

	UE XwAP ID
	M
	
	Z.2.w
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	Z.2.5
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256


Z.1.2.9
WT MODIFICATION REFUSE [FFS]
This message is sent by the eNB to inform the WT that the WT initiated WT Modification has failed.

Direction: eNB ( WT.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	Z.2.1
	
	YES
	reject

	UE XwAP ID
	M
	
	Z.2.w
	
	YES
	ignore

	Cause
	M
	
	Z.2.4
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	Z.2.5
	
	YES
	ignore


Z.1.2.10
WT RELEASE REQUEST
This message is sent by the eNB to the WT to request the release of resources.

Direction: eNB ( WT.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	Z.2.1
	
	YES
	ignore

	UE XwAP ID
	M
	
	Z.2.w
	
	YES
	reject

	Cause
	O
	
	Z,2,4
	
	YES
	ignore

	E-RABs To Be Released List
	
	0..1
	
	
	YES
	ignore

	> E-RABs To Be Released Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint Z.2.g
	Identifies the Xw transport bearer. used for forwarding of DL PDUs
	–
	–


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256


Z.1.2.11
WT RELEASE REQUIRED

This message is sent by the WT to request the release of all resources for a specific UE at the WT.

Direction: WT ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	Z.2.1
	
	YES
	reject

	UE XwAP ID
	M
	
	Z.2.w
	
	YES
	reject

	Cause
	M
	
	Z.2.4
	
	YES
	ignore


Z.1.2.12
WT RELEASE CONFIRM

This message is sent by the eNB to confirm the release of all resources for a specific UE at the WT.

Direction: eNB ( WT.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	Z.2.1
	
	YES
	reject

	UE XwAP ID
	M
	
	Z.2.w
	
	YES
	ignore

	E-RABs to be Released List
	
	0..1
	
	
	YES
	ignore

	>E-RABs To Be Released Item
	
	1 .. <maxnoof Bearers>
	
	
	–
	–

	>>E-RAB ID
	M
	
	Z.2.c
	
	–
	–

	>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint Z.2.g
	Identifies the Xw transport bearer used for forwarding of DL PDUs
	–
	–

	Criticality Diagnostics
	O
	
	Z.2.5
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256


NEXT CHANGE
Z.2
Information Element definitions
Z.2.1
Message Type

This IE uniquely identifies the message being sent. It is mandatory for all messages.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Procedure Code
	M
	
	INTEGER (0..255)
	"0" = Xw Setup

"1" = WT Configuration Update

"2" = WT Status Reporting Initiation

"3" = WT Status Reporting
"6" = WT Addition Preparation
"7" = eNB Initiated WT Modification
"8" = WT Initiated WT Modification [FFS]
"9" = eNB Initiated WT Release
"10" = WT Initiated WT Release

	Type of Message
	M
	
	CHOICE (Initiating Message, Successful Outcome, Unsuccessful Outcome, 

…)
	


UNCHANGED PART OMITTED
Z.2.a
Bit Rate
This IE indicates the number of bits delivered by E-UTRAN or WLAN in UL or to E-UTRAN or WLAN in DL within a period of time, divided by the duration of the period. It is used, for example, to indicate the maximum or guaranteed bit rate for a GBR E-RAB, or an aggregated maximum bit rate.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Bit Rate
	M
	
	INTEGER (0..10,000,000,000)
	The unit is: bit/s


Z.2.b
UE Aggregate Maximum Bit Rate

UE Aggregate Maximum Bit Rate is split into eNB UE Aggregate Maximum Bit Rate and WT UE Aggregate Maximum Bit Rate which are enforced by eNB and WT respectively as specified in TS 36.300 [RefY]. The UE Aggregate Maximum Bitrate is applicable for all Non-GBR bearers per UE, it is defined for the Downlink direction and it is provided by the MME to the eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics 

description
	Criticality
	Assigned Criticality

	UE Aggregate Maximum Bit Rate
	M
	
	Bit Rate

Z.2.A
	
	–
	–


Z.2.c
E-RAB ID

This IE uniquely identifies an E-RAB for a UE.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	E-RAB ID
	M
	
	INTEGER (0..15, ...)
	


Z.2.d
E-RAB Level QoS Parameters
This IE defines the QoS to be applied to an E-RAB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	QCI
	M
	
	INTEGER (0..255)
	QoS Class Identifier defined in TS 23.401 [RefZ].

Logical range and coding specified in TS 23.203 [RefX].
	–
	–

	Allocation and Retention Priority
	M 
	
	Z.2.e
	
	–
	–

	GBR QoS Information
	O
	
	Z.2.f
	This IE applies to GBR bearers only and shall be ignored otherwise.
	–
	–


Z.2.e
Allocation and Retention Priority

This IE specifies the relative importance compared to other E-RABs for allocation and retention of the E-UTRAN Radio Access Bearer.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Priority Level
	M
	
	INTEGER (0..15)
	Desc.: This IE should be understood as “priority of allocation and retention” (see TS 23.401 [RefZ]).

Usage:

Value 15 means “no priority”.

Values between 1 and 14 are ordered in decreasing order of priority, i.e. 1 is the highest and 14 the lowest.

Value 0 shall be treated as a logical error if received.

	Pre-emption Capability
	M
	
	ENUMERATED(shall not trigger pre-emption, may trigger pre-emption)
	Descr.: This IE indicates the pre-emption capability of the request on other E-RABs

Usage: 

The E-RAB shall not pre-empt other E-RABs or, the E-RAB may pre-empt other E-RABs

The Pre-emption Capability indicator applies to the allocation of resources for an E-RAB and as such it provides the trigger to the pre-emption procedures/processes of the eNB.

	Pre-emption Vulnerability
	M
	
	ENUMERATED(not pre-emptable, pre-emptable)
	Desc.: This IE indicates the vulnerability of the E-RAB to pre-emption of other E-RABs.

Usage:

The E-RAB shall not be pre-empted by other E-RABs or the E-RAB may be pre-empted by other RABs.

Pre-emption Vulnerability indicator applies for the entire duration of the E-RAB, unless modified, and as such indicates whether the E-RAB is a target of the pre-emption procedures/processes of the eNB.


Z.2.f
GBR QoS Information

This IE indicates the maximum and guaranteed bit rates of a GBR E-RAB for downlink.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	E-RAB Maximum Bit Rate Downlink
	M
	
	Bit Rate Z.2.a
	Maximum Bit Rate in DL (i.e. from EPC to E-UTRAN) for the bearer.

Details in TS 23.401 [RefZ].
	–
	–

	E-RAB Guaranteed Bit Rate Downlink
	M
	
	Bit Rate Z.2.a
	Guaranteed Bit Rate (provided that there is data to deliver) in DL (i.e. from EPC to E-UTRAN) for the bearer.

Details in TS 23.401 [RefZ].
	–
	–


Z.2.g
GTP Tunnel Endpoint

The GTP Tunnel Endpoint IE identifies an Xw transport bearer associated to an E-RAB. It contains a Transport Layer Address and a GTP Tunnel Endpoint Identifier. The Transport Layer Address is an IP address to be used for the Xw user plane transport (see TS 36.464 [RefXX]). The GTP Tunnel Endpoint Identifier is to be used for the user plane transport between the eNB and the WT.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Transport Layer Address
	M
	
	BIT STRING (1..160, ...)
	For details on the Transport Layer Address, see TS 36.464 [RefXX]
	–
	–

	GTP TEID
	M
	
	OCTET STRING (4)
	For details and range, see TS 29.281 [RefXY]
	–
	–


Z.2.h
E-RAB List

The IE contains a list of E-RAB identities with a cause value. It is used for example to indicate not admitted bearers.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	E-RAB List Item
	
	1..<maxnoofBearers>
	
	
	EACH
	ignore

	>E-RAB ID
	M
	
	Z.2.c
	
	–
	–

	>Cause
	M
	
	Z.2.4
	
	–
	–


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256.


NEXT CHANGE
ASN.1 MISSING
END OF CHANGES
3 Proposal
Proposal 1: RAN3 should discuss and add the TP in Sec. 2 above to the baseline CR [2].
4 References

[1] R3-151818
TP for Call Flow of LTE-WLAN Aggregation, Huawei.
[2] R3-151828
Baseline CR for Parameter Exchange for LTE-WLAN Interworking, Nokia Networks.
[3] R3-152150
Stage 3 Details of Remaining Global XwAP Procedures, Ericsson, Huawei, Qualcomm Incorporated, Intel, Nokia Networks.
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