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1   Introduction
X2 removal was agreed to be included in Rel-12 in [1] and [2]. In the minutes from RAN3#86 it is captured:  “Solution is to remove per mutual consent, no forceful removals. Further scenarios can be seen in the future”. In [3] further scenarios and possible enhancements are discussed. 

In this paper we give some comments regarding the proposed scenarios and solutions and also propose how to capture this in the specification.
2   Background

In TS32.762, the configuration of X2 connectivity is defined per neighbouring eNB, depending on if it is included in x2BlackList or x2WhiteList:

· x2BlackList 

· Prohibited from sending X2 connection request to target node;

· Forced to tear down established X2 connection to target node 

· Not allowed to accept incoming X2 connection request from target node.

· x2WhiteList

· Is allowed to request the establishment of X2 connection with the target node;

· Is not allowed to initiate the tear down of established X2 connection to target node

In case a neighbour eNB is included in both lists, the eNB is considered to be blacklisted. 
3   Discussion

3.1   Temporary X2 Removal

This scenario includes the removal of one or more X2 interfaces due to maintenance. The removal should only be temporary, and should be restored after the maintenance is finished. As an example scenario, eNB1 has an X2 connection to eNB2, and eNB1 will need to remove the interface due to maintenance.eNB1 therefore wants to remove the X2 interface towards eNB2.
[3] lists the following expected behaviour from an operator with the existing signalling solution:

1. Manually disable autonomous X2 setup on all involved eNBs (to avoid any possible automatic X2 setup attempts by neighbours toward the eNB under maintenance, which would surely fail causing unnecessary signalling);

2. Trigger X2 Removal from the eNB undergoing maintenance;

3. After maintenance is over, re-enable autonomous X2 setup on all involved eNBs;

4. Wait for all eNBs to autonomously set up all required X2 interfaces.

On one hand, even without the suggested reconfiguration in step 1, there is nothing that prohibits the eNB2 to agree to remove an X2 interface even though this is included in the white list. The behaviour for the white list only states that eNB2 shall not initiate a tear down. On the other hand, it may be beneficial for eNB2 to know the reason for the removal and that the interface will return into operation within a near future in order to prevent unnecessary attempts of eNB2 to re-establish the interface and in order to make eNB2 more inclined to agree to remove the connection. 

Therefore we agree with the proposal in [3] that this is a scenario that should be considered for improving the signalling for X2 removal. [3] proposes a solution for this including by signalling a temporary removal and a timer indication in the X2 removal request, so that the receiving eNB shall not attempt to set up X2 to the sender before the specified time. 

As stated above, we believe that indicating that this is a temporary removal is beneficial, but regarding the timer, we believe this is not needed. The eNB initiating the removal could be responsible for restoring the connection. It may also be difficult to accurately estimate the time needed for the maintenance.
Regarding the indicator to be used, we would prefer to include a cause value in the X2 removal request. There is already an existing cause value that can be reused:

	Miscellaneous cause
	Meaning

	O&M Intervention
	Operation and Maintenance intervention related to eNB equipment


Proposal 1: We propose to agree to include a cause value in the X2 removal request. 
3.2   Temporary X2 removal reject 
In case the node receiving the X2 removal request message is unable to remove the X2, the receiver fails the procedure with an appropriate cause value. The sending node may then choose to either retry the removal at a later time or remove the connection without using of the X2 removal function. If the receiving node instead could indicate that the X2 can be removed shortly after, this may be beneficial, since this would prevent the sending node to too frequently attempt the removal and could also avoid the situation where the eNB choose to remove the connection without the use of the X2 removal procedure. 

One way to do this would be to indicate the time when a removal can be attempted again. This is also proposed in [3]. Considering that this should be rather short time, we expect that time values similar to the existing time-to-wait in X2 setup failure (1s, 2s, 5s, 10s, 20s, 60s) is reasonable. We believe that including this would be useful and therefore propose: 

Proposal 2: Include a “time to wait” indication in the X2 removal failure with similar time values as the “time to wait” in X2 setup failure.
3.3    Misaligned OAM configurations
[3] also describe a scenario where the OAM configuration is not coordinated between two eNBs, e.g. where one eNB (eNB1) is not configured with eNB2 in the white list, but where eNB2 is configured with eNB1 in the white list. In this scenario, nothing prevents eNB2 to agree to a removal request from eNB1, but eNB2 may choose to refuse to remove the interface. And since eNB1 is in the white list, it is very likely that eNB2 will attempt to set up the interface again, and at that time, eNB1 may refuse.  
We believe the most interesting scenario is when eNB1 is configured with eNB2 in whitelist and eNB2 configured with eNB1 in blacklist. This is a clear mismatch, since eNB1 is likely to attempt to send X2 setup and eNB is mandated to refuse this and is also mandated to tear down any existing X2. In this case, we believe that it would be good if eNB2 could indicate that this interface is blacklisted. 

If we resolve this with a new flag and a mandated behaviour, i.e. indicate that the receiving eNB should disregard the OAM configuration, release the X2 and not attempt X2 setup towards the sending eNB, this would introduce a local black listing of X2 in eNB2 that may not be visible to eNB2s OAM. And there are also alternative solutions, e.g. to  trigger manual or automatic coordination of the OAM configuration between the nodes.  Therefore we believe that it is sufficient to introduce a new cause value without any mandated behaviour. There is no existing cause value that clearly identifies that the reason for failure is due to the OAM configuration. The closest one is probably O&M intervention, but this is not really suitable, especially if we plan to use it in the X2 removal request as discussed above. Therefore we think it is beneficial to add a new cause value expressed as follows:
	Miscellaneous cause
	Meaning

	O&M Configuration 
	The current O&M configuration prevents the usage of the resource


This can be valuable to be used in both X2 setup failure and X2 removal request. 
Proposal 3: Introduce a new cause value which can be used in X2 setup failure and X2 removal request, indicating that the interface is not allowed due to current OAM configuration
4   Conclusion
Based on the discussion in this paper, we propose to enhance the X2 removal functionality as follows: 
Proposal 1:
We propose to agree to include a cause value in the X2 removal request.
Proposal 2:
Include a “time to wait” indication in the X2 removal failure with similar time values as the “time to wait” in X2 setup failure.
Proposal 3:
Introduce a new cause value which can be used in X2 setup failure and X2 removal request, indicating that the interface is not allowed due to current OAM configuration
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