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1
Introduction

This contribution discusses and compares the proposed two solutions on CSG membership verification and proposes solution on open issues on the support of CSG for DC as captured last meeting in TR 36.875 [1] and contains relevant text proposal for the TR and text proposals for TS 36.300, TS 36.413 and TS 36.423 which could be used to produce baseline CRs.
2
Discussion

2.1
Proposed solutions for CSG membership verification  
Two solutions were identified during last meeting RAN3#87bis for CSG membership verification in Dual connectivity:
Solution 1: Use the E-RAB Modification Indication procedure for both, the SCG bearer and split bearer option:

-
Information is added for membership verification, this is common for both bearer options.
-
As the procedure carries mandatory information for path update, an indication would be needed to ignore that information in case the split bearer option is configured.
Solution 2: Separate procedures for SCG bearer and Split bearer.
-
The E-RAB Modification Indication procedure is used for the SCG bearer option only.

-
For the split bearer option a new S1AP class 1 procedure is defined.
-
Both procedures carry information for membership verification like in solution 1.

2.2
Comparison between different solutions 
The comparison between the two solutions is captured in the following table:
Table 2.2-1: Comparison of the two Solutions for CSG Membership verification:

	
	Solution 1
	Solution 2

	Signalling effort
	SCG /Split bearer :
New IEs related to membership verification in the
E-RAB MODIFICATION INDICATION and the
E-RAB MODIFICATION CONFIRM messages.
Split bearer:

New IE to ignore path update related IEs in the E-RAB MODIFICATION INDICATION.

	SCG bearer :
New IEs related to membership verification in the
E-RAB MODIFICATION INDICATION and the
E-RAB MODIFICATION CONFIRM messages.
Split bearer

New IEs related to membership verification in the new
UE CONTEXT MODIFICATION INDICATION and
UE CONTEXT MODIFICATION CONFIRM messages.

	Impact on MME/eNB
	Apart from membership verification, the eNB and the MME needs to introduce logic for ignoring path update related IEs for split bearers and the MME needs to suppress requesting the S-GW to update UL TEIDs.
	Apart from membership verification, the MME needs to implement a new S1AP procedure for handling of split bearers.

	Specification impact stage 2
	§10.2.2.4.5 needs to be updated
	§10.2.2.4.5 needs to be updated and a new section introduced for the new S1AP class 1 procedure.

	Specification impact stage 3
	2 New IE (groups):

- IEs for Membership Verification
- Indication to ignore E-RAB Modification related IEs
 
	1 New IE group: 

- IEs for Membership Verification
1 New class 1 procedure: 

-  an eNB initiated “UE Context Modification” procedure


As can be seen in 2.2-1, signalling effort, implementation and specification impact is quite similar. And it would require lengthy discussions which of both solutions follows a more “clean” approach.

For us, a convincing argument in favour of solution 1 would be that at least on S1AP procedural level, the EPC would be kept agnostic to the bearer solution chosen by the E-UTRAN, whereas solution 2 would need to distinguish the bearer options already on procedural level.
Proposal 1 It is proposed to use the existing S1AP E-RAB Modification Indication procedure for membership verification. The IEs concerning E-RAB (not) to be Modified would need to be ignored for split bearers, which needs to be indicated explicitly.
2.2
Explicitly indicating the access mode of the cell for which membership verification is performed 

TR 36.875 [1], section 4.5.1 still contains an FFS on whether the Access Mode of the cell needs to be explicitly provided to MME because the MME would also need to be informed about the cell access mode of the cell for which the UE’s membership needs to be verified.
As agreed only hybrid HeNBs acting as SeNB will be supported:
In case the UE has been admitted with SeNB resources from a hybrid HeNB and moves within the coverage area of the macro towards another hybrid HeNB, which has the same CSG ID as the first one, the MeNB would be able to re-use the result of the membership verification performed for the first HeNB.
So, in principle, if membership verification is performed with the MME, the only allowed value for the cell access mode information would be “hybrid”, which is useless information. However, the MME can check whether the access mode of that CSG is really hybrid and reject the request otherwise.
Proposal 2 Conclude that MME has information implicitly about Access Mode of the cell in case of HeNB acting as SeNB and close the FFS in TP sections 4.5.1.
3
Conclusion
This contribution has discussed and compared the two solutions on CSG membership verification and proposes solution on open issues on the support of CSG for DC and concluded on the following proposals:
Proposal 1
It is proposed to use the existing S1AP E-RAB Modification Indication procedure for membership verification. The IEs concerning E-RAB (not) to be Modified would need to be ignored for split bearers, which needs to be indicated explicitly.
Proposal 2
Conclude that MME has information implicitly about Access Mode of the cell in case of HeNB acting as SeNB and close the FFS in TP sections 4.5.1.


4
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<<<<<<<<<<<<<<<<<<<< Begin of Changes for TR 36.875 >>>>>>>>>>>>>>>>>>>>
4.5.1
HeNB with closed and hybrid access mode
Discussion on X2 mobility involving HeNBs in previous releases already provides a good basis for discussions for CSG support for dual connectivity (see Table 4.6.1-1 in [3] TS 36.300). DC specific scenarios can be easily obtained by replacing “Source” by “MeNB” and “Target” by “SeNB”. If DC related CSG discussions are kept within the limits already defined for X2 HO and if scenarios where the MeNB role is assumed by a HeNB are deemed to be not realistic, this results in the following support of HeNBs for dual connectivity:

Table 4.5.1-1: support of HeNBs for Dual Connectivity
	MeNB
	SeNB
	Notes

	eNB
	open access HeNB
	Already supported

	eNB
	hybrid access HeNB
	Possible support


At X2 HO it is possible for hybrid HeNBs to admit resources to a UE without having the membership status as claimed by the UE being verified by the MME. The respective membership verification can be performed after resource admission by the HeNB. This principle can be followed for the admission of SeNB resources as well.

In case the UE has been admitted with SeNB resources from a hybrid HeNB and moves within the coverage area of the macro towards another hybrid HeNB, which has the same CSG ID as the first one, the MeNB would be able to re-use the result of the membership verification performed for the first HeNB.

If the cell served by the SeNB belongs to a different PLMN than the PLMN serving for the UE in the MeNB, the information provided to the MME for membership verification needs to contain the PLMN-ID of the hybrid cell served by the SeNB as well.
The MME would also need to be informed about the cell access mode of the cell for which the UE’s membership needs to be verified. This information doesn’t need to be explicitly provided to the MME, as only hybrid access mode is supported for HeNBs involved in DC.
<<<<<<<<<<<<<<<<<<<< Next Changes for TR 36.875 >>>>>>>>>>>>>>>>>>>>
5
Conclusions
Location Reporting Enhancement
There is no clear requirement to enhance the Location Reporting from pure location accuracy purpose.

UE-AMBR coordination over X2
In order to optimize the overall throughputs for the UE and avoid restrict the bitrate unnecessary, UE-AMBR coordination over X2 is feasible in Release 13.

CSG support for Dual Connectivity

CSG support for hybrid access HeNBs acting as SeNBs has been identified as the only option for future normative work. CSG membership verification is performed for both bearer options by means of the existing E-RAB Modification Indication procedure.
Handover Enhancements
Data Forwarding: No standardisation impact was identified during the study.

Ensuring delay target

Ensuring packet delay target should not be a significant problem since SeNB may know the delay from MeNB to SeNB.
X2-U UL packet loss
There are several implementation specific solutions possible to handle X2-U UL packet loss. No standardized solution will be further pursued.

<<<<<<<<<<<<<<<<<<<< Begin of Changes for TS 36.300 >>>>>>>>>>>>>>>>>>>>

10.1.2.8.1
SeNB Addition

The SeNB Addition procedure is initiated by the MeNB and is used to establish a UE context at the SeNB in order to provide radio resources from the SeNB to the UE. This procedure is used to add at least the first cell (PSCell) of the SCG. Figure 10.1.2.8.1-1 shows the SeNB Addition procedure.
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Figure 10.1.2.8.1-1: SeNB Addition procedure

1.
The MeNB decides to request the SeNB to allocate radio resources for a specific E-RAB, indicating E-RAB characteristics (E-RAB parameters, TNL address information corresponding to the UP option). In addition, MeNB indicates within SCG-ConfigInfo the MCG configuration and the entire UE capabilities for UE capability coordination to be used as basis for the reconfiguration by the SeNB, but does not include SCG configuration. The MeNB can provide the latest measurement results for the SCG cell(s) requested to be added. The MeNB also includes CSG membership information if received from the UE. The SeNB may reject the request.
NOTE:
In contrast to SCG bearer, for the split bearer option the MeNB may either decide to request resources from the SeNB of such an amount, that the QoS for the respective E-RAB is guaranteed by the exact sum of resources provided by the MeNB and the SeNB together, or even more. The MeNBs decision may be reflected in step 2 by the E-RAB parameters signalled to the SeNB, which may differ from E-RAB parameters received over S1.

NOTE:
MeNB may request the direct establishment of SCG or Split bearer, i.e., without via MCG bearer.

2.
If the RRM entity in the SeNB is able to admit the resource request, it allocates respective radio resources and, dependent on the bearer option, respective transport network resources. The SeNB triggers Random Access so that synchronisation of the SeNB radio resource configuration can be performed. The SeNB provides the new radio resource of SCG in SCG-Config to the MeNB. For SCG bearers, together with S1 DL TNL address information for the respective E-RAB and security algorithm, for split bearers X2 DL TNL address information.
NOTE:
In case of split bearers, transmission of user plane data may take place after step 2.

NOTE:
In case of SCG bearers, data forwarding and the SN Status Transfer may take place after step 2.

3.
If the MeNB endorses the new configuration, the MeNB sends the RRCConnectionReconfiguration message to the UE including the new radio resource configuration of SCG according to the SCG-Config.

4.
The UE applies the new configuration and replies with RRCConnectionReconfigurationComplete message. In case the UE is unable to comply with (part of) the configuration included in the RRCConnectionReconfiguration message, it performs the reconfiguration failure procedure.

5.
The MeNB informs the SeNB that the UE has completed the reconfiguration procedure successfully.

6.
The UE performs synchronisation towards the PSCell of the SeNB. The order the UE sends the RRCConnectionReconfigurationComplete message and performs the Random Access procedure towards the SCG is not defined. The successful RA procedure towards the SCG is not required for a successful completion of the RRC Connection Reconfiguration procedure.

7./8.
In case SCG bearers, and dependent on the bearer characteristics of the respective E-RAB, the MeNB may take actions to minimise service interruption due to activation of dual connectivity (Data forwarding, SN Status Transfer).
9.-12.
For SCG bearers, the update of the UP path towards the EPC is performed. If a hybrid cell was added successfully, the CSG membership status of the UE is verified with the MME in steps 9 and 12, regardless the bearer option configured. If the PLMN-ID of the hybrid cell differs from the PLMN-ID reported to the MME as the selected PLMN ID. 
10.1.2.8.2
SeNB Modification

The RRC procedures are mapped to X2 procedures as follows:

-
MeNB triggered intra-SeNB SCG change is mapped to MeNB initiated SeNB modification

-
SeNB triggered intra-SeNB SCG change is mapped to SeNB initiated SeNB modification

The SeNB Modification procedure may be initiated either by the MeNB or by the SeNB and be used to modify, establish or release bearer contexts, to transfer bearer contexts to and from the SeNB or to modify other properties of the UE context within the same SeNB.

SeNB modification procedure does not necessarily need to involve signaling towards the UE.

MeNB initiated SeNB Modification
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Figure 10.1.2.8.2-1: SeNB Modification procedure - MeNB initiated
The MeNB uses the procedure to initiate the addition or release of SCG SCells, SCG bearer(s) and the SCG part of split bearer(s) and to trigger PSCell change involving PSCell release. The SeNB may reject the request, except if it concerns the release of SCG cells, of SCG bearer(s) or the SCG part of split bearer(s). Figure 10.1.2.8.2-1 shows an example signaling flow for a MeNB initiated SeNB Modification procedure that includes

1. The MeNB sends the SeNB Modification Request message, which may contain bearer context related or other UE context related information, data forwarding address information (if applicable) and SCG-ConfigInfo which contains the MCG configuration and the entire UE capabilities for UE capability coordination to be used as basis for the reconfiguration by the SeNB. In case of SCG SCell addition request, the MeNB can provide the latest measurement results for the SCG cell(s) requested to be added and SCG serving cell(s). In case of SCG Change, SCG Change Indication is included.

The MeNB initiated SeNB Modification procedure may also be triggered as a consequence of the CSG membership verification with the EPC or in case the EPC has informed the MeNB that the CSG membership has changed. In both cases the MeNB includes the CSG Membership Status in the SeNB Modification Request message.
<<<<<<<<<<<<<<<<<<<< Next Change for TS 36.300 >>>>>>>>>>>>>>>>>>>>
19.2.2.4.5
E-RAB Modification Indication procedure
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Figure 19.2.2.4.5-1: E-RAB Modification Indication procedure

The E-RAB Modification Indication procedure is initiated by the eNB to support the modification of already established E-RAB configurations.  This procedure is used for DC 
-
to update the S1-U path towards the EPC if the SCG bearer option is applied, in which case it supports the modification of the transport information only.

If the EPC is not able to modify a transport path as requested, the MME responds with list of E-RAB failed in the E-RAB MODIFICATION CONFIRM, the MeNB either keeps the previous transport path unchanged and, if applicable, trigger to release the corresponding SCG bearers, or tears down the corresponding E-RABs.
-
to perform membership verification for a hybrid SCell. This is applied regardless the DC bearer option.
If the EPC is able to apply the requested modification, the MME responds with the E-RAB MODIFICATION CONFIRM.

<<<<<<<<<<<<<<<<<<<< End of Changes for TS 36.300 >>>>>>>>>>>>>>>>>>>>
<<<<<<<<<<<<<<<<<<<< Begin of Changes for TS 36.423 >>>>>>>>>>>>>>>>>>>>

8.6.1
SeNB Addition Preparation

8.6.1.1
General

The purpose of the SeNB Addition Preparation procedure is to request the SeNB to allocate resources for dual connectivity operation for a specific UE. The procedure uses UE-associated signalling.

8.6.1.2
Successful Operation
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Figure 8.6.1.2-1: SeNB Addition Preparation, successful operation

The MeNB initiates the procedure by sending the SENB ADDITION REQUEST message to the SeNB. When the MeNB sends the SENB ADDITION REQUEST message, it shall start the timer TDCprep.
The allocation of resources according to the values of the Allocation and Retention Priority IE included in the E-RAB Level QoS Parameters IE shall follow the principles described for the E-RAB Setup procedure in TS 36.413 [4].
If the SENB ADDITION REQUEST message contains the Serving PLMN IE, the SeNB may use it for RRM purposes.

The SeNB shall report to the MeNB, in the SENB ADDITION ACKNOWLEDGE message, the result for all the requested E-RABs in the following way:

-
A list of E-RABs which are successfully established shall be included in the E-RABs Admitted To Be Added List IE

-
A list of E-RABs which failed to be established shall be included in the E-RABs Not Admitted To Be Added List IE.
For each E-RAB configured with the SCG bearer option
-
the SeNB shall store the SeNB UE Aggregate Maximum Bit Rate in the UE context, and use the received SeNB UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE as defined in TS 36.300 [15].
-
the SeNB shall choose the ciphering algorithm based on the information in the UE Security Capabilities IE and locally configured priority list of AS encryption algorithms and apply the key indicated in the SeNB Security Key IE as specified in the TS 33.401 [18].

-
the MeNB may propose to apply forwarding of downlink data by including the DL Forwarding IE within the E-RABs To be Added Item IE of the SENB ADDITION REQUEST message. For each E-RAB that it has decided to admit, the SeNB may include the DL Forwarding GTP Tunnel Endpoint IE within the E-RABs Admitted To Be Added Item IE of the SENB ADDITION ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this bearer. This GTP tunnel endpoint may be different from the corresponding DL GTP TEID IE in the E-RAB To Be Modified in Downlink List IE of the E-RAB MODIFY INDICATION message (see TS 36.413 [4]) depending on implementation choice.

-
the SeNB may include for each bearer in the E-RABs Admitted To Be Added List IE the UL Forwarding GTP Tunnel Endpoint IE to indicate that it requests data forwarding of uplink packets to be performed for that bearer.

Upon reception of the SENB ADDITION ACKNOWLEDGE message the MeNB shall stop the timer TDCprep.
If the CSG Membership Status IE is included in the SENB ADDITION REQUEST message, the SeNB shall, if supported, store the received CSG membership status in the UE context.
Interactions with the SeNB Reconfiguration Completion procedure:

If the SeNB admits at least one E-RAB, the SeNB shall start the timer TDCoverall when sending the SENB ADDITION REQUEST ACKNOWLEDGE message to the MeNB. The reception of the SENB RECONFIGURATION COMPLETE message shall stop the timer TDCoverall.

8.6.1.3
Unsuccessful Operation
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Figure 8.6.1.3-1: SeNB Addition Preparation, unsuccessful operation

If the SeNB is not able to accept any of the bearers or a failure occurs during the SeNB Addition Preparation, the SeNB sends the SENB ADDITION REQUEST REJECT message with an appropriate cause value to the MeNB.

8.6.1.4
Abnormal Conditions

If the SeNB receives a SENB ADDITION REQUEST message containing multiple E-RAB ID IEs (in the E-RABs To Be Added List IE) set to the same value, the SeNB shall consider the establishment of the corresponding E-RAB as failed.

If the SeNB receives a SENB ADDITION REQUEST message containing a E-RAB Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer (as defined in TS 23.203 [13]), and which does not contain the GBR QoS Information IE, the SeNB shall consider the establishment of the corresponding E-RAB as failed.
If the supported algorithms for encryption defined in the Encryption Algorithms IE in the UE Security Capabilities IE, plus the mandated support of EEA0 in all UEs (TS 33.401 [18]), do not match any algorithms defined in the configured list of allowed encryption algorithms in the SeNB (TS 33.401 [18]), the SeNB shall reject the procedure using the SENB ADDITION REQUEST REJECT message.
If the CSG Membership Status IE is not included in the SENB ADDITION REQUEST message and the cell accessed by the UE is a hybrid cell, the SeNB shall reject the procedure using the SENB ADDITION REQUEST REJECT message.
If the CSG Membership Status IE is included in the SENB ADDITION REQUEST message and the cell accessed by the UE is a CSG cell, the SeNB shall reject the procedure using the SENB ADDITION REQUEST REJECT message.

Interactions with the SeNB Reconfiguration Completion and SeNB initiated SeNB Release procedure:

If the timer TDCoverall expires before the SeNB has received the SENB RECONFIGURATION COMPLETE or the SENB RELEASE REQUEST message, the SeNB shall regard the requested RRC connection reconfiguration as being not applied by the UE and shall trigger the SeNB initiated SeNB Release procedure.
Interactions with the MeNB initiated SeNB Release procedure:

If the timer TDCprep expires before the MeNB has received the SENB ADDITION REQUEST ACKNOWLEDGE message, the MeNB shall regard the SeNB Addition Preparation procedure as being failed and shall trigger the MeNB initiated SeNB Release procedure.
<<<<<<<<<<<<<<<<<<<< Next Change for TS 36.423 >>>>>>>>>>>>>>>>>>>>

8.6.3
MeNB initiated SeNB Modification Preparation

8.6.3.1
General

This procedure is used to enable an MeNB to request an SeNB to modify UE context at the SeNB.

The procedure uses UE-associated signalling.

8.6.3.2
Successful Operation
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Figure 8.6.3.2-1: MeNB initiated SeNB Modification Preparation, successful operation
The MeNB initiates the procedure by sending the SENB MODIFICATION REQUEST message to the SeNB. When the MeNB sends the SENB MODIFICATION REQUEST message, it shall start the timer TDCprep.

The SENB MODIFICATION REQUEST message may contain

-
within the UE Context Information IE;

-
E-RABs to be added within the E-RABs To Be Added Item IE;

-
E-RABs to be modified within the E-RABs To Be Modified Item IE;

-
E-RABs to be released within the E-RABs To Be Released Item IE;

-
the SeNB UE Aggregate Maximum  Bit Rate IE;

-
the MeNB to SeNB Container IE;

-
the SCG Change Indication IE.
If the SENB MODIFICATION REQUEST message contains the Serving PLMN IE, the SeNB may use it for RRM purposes.

The allocation of resources according to the values of the Allocation and Retention Priority IE included in the E-RAB Level QoS Parameters IE shall follow the principles described for the E-RAB Setup procedure in TS 36.413 [4].
If at least one of the requested modifications is admitted by the SeNB, the SeNB shall modify the related part of the UE context accordingly and send the SENB MODIFICATION REQUEST ACKNOWLEDGE message back to the MeNB. 

The SeNB shall include the E-RABs for which resources have been either added or modified or released at the SeNB either in the E-RABs Admitted To Be Added List IE or the E-RABs Admitted To Be Modified List IE or the E-RABs Admitted To Be Released List IE. The SeNB shall include the E-RABs that have not been admitted in the E-RABs Not Admitted List IE with an appropriate cause value.

For each E-RAB configured with the SCG bearer option to be added or modified

-
the SeNB shall, if included, choose the ciphering algorithm based on the information in the UE Security Capabilities IE and locally configured priority list of AS encryption algorithms and apply the key indicated in the SeNB Security Key IE as specified in the TS 33.401 [18].

-
if applicable, the MeNB may propose to apply forwarding of downlink data by including the DL Forwarding IE within the E-RABs To Be Added Item IE of the SENB MODIFICATION REQUEST message. For each E-RAB that it has decided to admit, the SeNB may include the DL Forwarding GTP Tunnel Endpoint IE within the E-RABs Admitted To Be Added Item IE of the SENB MODIFICATION REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this bearer. The MeNB may also provide for an applicable E-RAB to be released the DL Forwarding GTP Tunnel Endpoint IE and the UL Forwarding GTP Tunnel Endpoint IE within the E-RABs To Be Released Item IE of the SENB MODIFICATION REQUEST message.
-
if applicable, the SeNB may include for each bearer in the E-RABs Admitted To Be Added List IE in the SENB MODIFICATION REQUEST ACKNOWLEDGE message the DL Forwarding GTP Tunnel Endpoint IE and the UL Forwarding GTP Tunnel Endpoint IE to indicate that it requests data forwarding of uplink packets to be performed for that bearer.

For each E-RAB configured with the split bearer option to be modified (released)

-
if applicable, the MeNB may provide for an applicable E-RAB to be released the DL Forwarding GTP Tunnel Endpoint IE within the E-RABs To Be Released Item IE of the SENB MODIFICATION REQUEST message.
If the SCG Change Indication IE is included in the SENB MODIFICATION REQUEST message, the SeNB shall act as specified in TS 36.300 [15].

Upon reception of the SENB MODIFICATION REQUEST ACKNOWLEDGE message the MeNB shall stop the timer TDCprep. If the SENB MODIFICATION REQUEST ACKNOWLEDGE message has included the SeNB to MeNB Container IE the MeNB is then defined to have a Prepared SeNB Modification for that X2 UE-associated signalling.
If the CSG Membership Status IE is included in the SENB MODIFICATION REQUEST message, the SeNB shall replace any previously stored membership status and use it as specified in TS 36.300 [14]. 

<<<<<<<<<<<<<<<<<<<< Next Change for TS 36.423 >>>>>>>>>>>>>>>>>>>>

9.1.3
Messages for Dual Connectivity Procedures

9.1.3.1
SENB ADDITION REQUEST

This message is sent by the MeNB to the SeNB to request the preparation of resources for dual connectivity operation for a specific UE
Direction: MeNB ( SeNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the MeNB
	YES
	reject

	UE Security Capabilities
	C-

ifSCGBearerOption
	
	9.2.29
	
	YES
	reject

	SeNB Security Key
	C-

ifSCGBearerOption
	
	9.2.72
	The S-KeNB which is provided by the MeNB, see TS 33.401 [18].
	YES
	reject

	SeNB UE Aggregate Maximum Bit Rate
	M
	
	UE Aggregate Maximum Bit Rate 

9.2.12
	The UE Aggregate Maximum Bit Rate is split into MeNB UE Aggregate Maximum Bit Rate and SeNB UE Aggregate Maximum Bit Rate which are enforced by MeNB and SeNB respectively.
	YES
	reject

	Serving PLMN
	O
	
	PLMN Identity

9.2.4
	The serving PLMN of the SCG in the SeNB.
	YES
	ignore

	E-RABs To Be Added List
	
	1
	
	
	YES
	reject

	>E-RABs To Be Added Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	reject

	>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>SCG Bearer
	
	
	
	
	
	

	>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	–

	>>>>DL Forwarding 
	O
	
	9.2.5
	
	–
	–

	>>>>S1 UL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	–
	–

	>>>Split Bearer
	
	
	
	
	
	

	>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	–

	>>>>MeNB GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2 transport bearer. For delivery of UL PDUs.
	–
	–

	MeNB to SeNB Container
	M
	
	OCTET STRING
	Includes the SCG-ConfigInfo message as defined in TS 36.331 [9]
	YES
	reject

	CSG Membership Status
	O
	
	9.2.52
	
	YES
	Ignore


<<<<<<<<<<<<<<<<<<<< Next Change for TS 36.423 >>>>>>>>>>>>>>>>>>>>

9.1.3.5
SENB MODIFICATION REQUEST

This message is sent by the MeNB to the SeNB to request the preparation to modify SeNB resources for a specific UE.Direction: MeNB ( SeNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the MeNB
	YES
	reject

	SeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the SeNB
	YES
	reject

	Cause
	M
	
	9.2.6
	
	YES
	ignore

	SCG Change Indication
	O
	
	9.2.73
	
	YES
	ignore

	Serving PLMN
	O
	
	PLMN Identity

9.2.4
	The serving PLMN of the SCG in the SeNB.
	YES
	ignore

	UE Context Information
	
	1
	
	
	YES
	reject

	>UE Security Capabilities
	O
	
	9.2.29
	
	–
	–

	>SeNB Security Key
	O
	
	9.2.72
	
	–
	–

	>SeNB UE Aggregate Maximum Bit Rate
	O
	
	UE Aggregate Maximum Bit Rate
9.2.12
	
	–
	–

	>E-RABs To Be Added List
	
	0..1
	
	
	–
	–

	>>E-RABs To Be Added Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>>SCG Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	–

	>>>>>DL Forwarding 
	O
	
	9.2.5
	
	–
	–

	>>>>>S1 UL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	–
	–

	>>>>Split Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	–

	>>>>>MeNB GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2 transport bearer. For delivery of UL PDUs.
	–
	–

	>E-RABs To Be Modified List
	
	0..1
	
	
	–
	–

	>>E-RABs To Be Modified Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>>SCG Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>E-RAB Level QoS Parameters
	O
	
	9.2.9
	Includes QoS parameters to be modified
	–
	–

	>>>>>S1 UL GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	–
	–

	>>>>Split Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>E-RAB Level QoS Parameters
	O
	
	9.2.9
	Includes QoS parameters to be modified
	–
	–

	>>>>>MeNB GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2 transport bearer. For delivery of UL PDUs.
	–
	–

	>E-RABs To Be Released List
	
	0..1
	
	
	–
	–

	>>E-RABs To Be Released Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>>SCG Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer used for forwarding of DL PDUs
	–
	–

	>>>>>UL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer. used for forwarding of UL PDUs
	–
	–

	>>>>Split Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer used for forwarding of DL PDUs
	–
	–

	MeNB to SeNB Container
	O
	
	OCTET STRING
	Includes the SCG-ConfigInfo message as defined in TS 36.331 [9]
	YES
	ignore

	CSG Membership Status
	O
	
	9.2.52
	
	YES
	ignore


<<<<<<<<<<<<<<<<<<<< End of Changes for TS 36.423 >>>>>>>>>>>>>>>>>>>>
<<<<<<<<<<<<<<<<<<<< Begin of Changes for TS 36.413>>>>>>>>>>>>>>>>>>>>

8.2.4
E-RAB Modification Indication

8.2.4.1
General

The purpose of the E-RAB Modification Indication procedure is to enable the eNB to request modifications of already established E-RABs for a given UE. The procedure uses UE-associated signalling.

8.2.4.2
Successful Operation
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Figure 8.2.4.2-1: E-RAB Modification Indication procedure. Successful operation.

The eNB initiates the procedure by sending an E-RAB MODIFICATION INDICATION message to the MME.

The Transport Layer Address IE and DL GTP TEID IE included in the E-RAB To Be Modified Item IEs IE in the E-RAB MODIFICATION INDICATON message shall be considered by the MME as the new DL address of the E-RABs. The Transport Layer Address IE and DL GTP TEID IE included in the E-RAB Not To Be Modified Item IEs IE in the E-RAB MODIFICATION INDICATION message shall be considered by the MME as the E-RABs with unchanged DL address

The E-RAB MODIFICATION CONFIRM message shall contain the result for all the E-RABs that were requested to be modified according to the E-RAB To Be Modified Item IEs IE of the E-RAB MODIFICATION INDICATION message as follows:

-
A list of E-RABs which are successfully modified shall be included in the E-RAB Modify List IE.

-
A list of E-RABs which failed to be modified, if any, shall be included in the E-RAB Failed to Modify List IE.
If the E-RAB Failed to Modify List IE is received in the E-RAB MODIFICATION CONFIRM message, the eNB shall either

-
release all corresponding E-UTRA and E-UTRAN resources for the concerned E-RAB or

-
keep the previous transport information before sending the E-RAB MODIFICATION INDICATION message unchanged for the concerned E-RAB.
When the MME reports unsuccessful modification of an E-RAB, the cause value should be precise enough to enable the eNB to know the reason for an unsuccessful modification.

If the CSG Membership Status IE and the CSG ID IE and the E-RAB modification information not applicable IE set to "not applicable" are included in the E-RAB MODIFICATION INDICATION message, any information contained in the E-RAB to Be Modified List IE and the E-RAB not to Be Modified List  IE shall be ignored. In this case, the E-RAB MODIFICATION CONFIRM message shall neither contain the E-RAB Modify List IE nor the E-RAB Failed to Modify List IE. The eNB may also include the PLMN Identity IE as specified in TS 36.300 [14].
If the eNB receives the E-RAB MODIFICATION CONFIRM message including the CSG Membership Status IE and if the corresponding cell is a hybrid cell the eNB shall use it as defined in TS 36.300 [14].
<<<<<<<<<<<<<<<<<<<< Next Changes for TS 36.413>>>>>>>>>>>>>>>>>>>>

9.1.3.8
E-RAB MODIFICATION INDICATION

This message is sent by the eNB and is used to request the MME to apply the indicated modification for one or several E-RABs.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	E-RAB to be Modified List
	
	1
	
	
	YES
	reject

	>E-RAB to Be Modified Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>DL GTP TEID
	M
	
	GTP-TEID

9.2.2.2
	
	-
	

	E-RAB not to be Modified List
	
	0..1
	
	
	YES
	reject

	>E-RAB not to Be Modified Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>DL GTP TEID
	M
	
	GTP-TEID

9.2.2.2
	
	-
	

	CSG Membership Verification Information
	
	0..1
	
	
	YES
	ignore

	>E-RAB modification information not applicable
	O
	
	ENUMERATED (not applicable, …)
	If this IE is set to "not applicable" the E-RAB to Be Modified Item IEs IE and the E-RAB not to be Modified List IE shall be ignored
	-
	

	>CSG Membership Status
	O
	
	9.2.1.73
	
	-
	

	>CSG ID
	O
	
	9.2.1.62
	
	-
	

	>PLMN Identity
	O
	
	9.2.3.8
	
	-
	


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RAB allowed towards one UE, the maximum value is 256.


9.1.3.9
E-RAB MODIFICATION CONFIRM

This message is sent by the MME and is used to report the outcome of the request from the E-RAB MODIFICATION INDICATION message.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	E-RAB Modify List
	
	0..1
	
	
	YES
	ignore

	>E-RAB Modify Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	E-RAB Failed to Modify List
	O
	
	E-RAB List

9.2.1.36
	A value for E-RAB ID shall only be present once in E-RAB Modify List IE + E-RAB Failed to Modify List IE.
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RAB allowed towards one UE, the maximum value is 256.


<<<<<<<<<<<<<<<<<<<< End of Changes for TS 36.413>>>>>>>>>>>>>>>>>>>>
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