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1   Introduction
During RAN3#87 a discussion on the need for an AAS change notification across different RATs was carried out. It was clarified that the introduction of such notification may bring minor benefits. However, the frequency of Intra LTE AAS changes affecting neighbouring RATs (an in particular UTRAN) was assessed as being rather low. The latter is for the following reasons:
1) The AAS changes that would affect UTRAN are mainly those involving LTE cells at the edge of the LTE-UTRAN deployment: 

· once the UE is in LTE it is likely to remain in LTE due to frequency prioritisation

2) It is questionable whether applying AAS changes such as cell splitting/merging at the border between UTRAN and LTE deployments is needed and advantageous: 

· Indeed the border between such deployments may be at the periphery of high user density areas, hence not subject to dynamic cell reconfiguration for capacity improvement reasons 

· Further, changing cell configuration at RAT deployment border has an impact on different RAN systems and therefore it could be questioned whether IRAT cell border is the right environment to apply AAS changes
3) If the same PCI is maintained for the entry cell to the LTE deployment, mobility from UTRAN to LTE can still be successful despite the source RAN is un-notified of AAS changes affecting the LTE target cell

This paper clarifies details about the third bullet above according to which mobility can be successful even when an explicit notification is missing.
2   Enabling successful IRAT mobility when AAS changes occur
In [1] the case where the same PCI is maintained across AAS changes for the entry cell to the LTE deployment was lined out. Such case, together with the signalling occurring during IRAT mobility procedures spanning across an AAS change is shown in Figure 1.
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Figure 1. Example of successful handover to newly established cell with same PCI as target cell

As shown in the figure eNB1, neighbouring with the UTRAN cells of RNC2, applies an AAS configuration change that splits CellA into Cell B and Cell C via so called vertical sectorisation. Such configuration change, however, is applied by reusing PCI-A between CellA and CellB. CellB is the entry cell to the LTE deployment.
As explained in the figure, the UE attempting RRC Connection Reconfiguration to CellB will succeed because the target PCI the UE received via HO Command is PCI-A. 

However, for mobility to be successful eNB1 shall also allow successful preparation if an HO Request towards CellA is received after CellB was activated. For such preparation to be successful, the target eNB should not fail a Handover Request message containing a Target Cell ID IE (part of the Source eNB to Target eNB Transparent Container IE) pointing at a cell (Cell1) that has been or is about to be deactivated. Namely, eNB1 should determine that CellA was replaced by CellB using the same PCI and it should acknowledge the Handover Request message despite the Target Cell ID IE points at a cell that may be inactive.
Observation: To increase IRAT mobility robustness during AAS change events it is beneficial that an eNB accepts Handover Requests to deactivated target cells if newly activated cells reuse the PCI of the deactivated cell.
In order to ensure that the specifications take into account of such possible behaviour the following note could be added to TS36.413:

----------------------------------Text Proposal----------------------------------
8.4.2
Handover Resource Allocation

8.4.2.1
General

The purpose of the Handover Resource Allocation procedure is to reserve resources at the target eNB for the handover of a UE.

8.4.2.2
Successful Operation
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Figure 8.4.2.2-1: Handover resource allocation: successful operation

The MME initiates the procedure by sending the HANDOVER REQUEST message to the target eNB. The HANDOVER REQUEST message may contain the Handover Restriction List IE, which contains roaming or access restrictions.

If the Handover Restriction List IE is contained in the HANDOVER REQUEST message, the target eNB shall store this information in the UE context. This information shall however not be considered whenever one of the handed over E-RABs has a particular ARP value (TS 23.401 [11]).

The target eNB shall use the information in Handover Restriction List IE if present in the HANDOVER REQUEST message to

-
determine a target for subsequent mobility action for which the eNB provides information about the target of the mobility action towards the UE;

-
select a proper SCG during dual connectivity operation.

If the Handover Restriction List IE is not contained in the HANDOVER REQUEST message, the target eNB shall consider that no roaming and no access restriction apply to the UE.

Upon reception of the HANDOVER REQUEST message the eNB shall store the received UE Security Capabilities IE in the UE context and use it to prepare the configuration of the AS security relation with the UE.

If the SRVCC Operation Possible IE is included in the HANDOVER REQUEST message, the target eNB shall store the content of the received SRVCC Operation Possible IE in the UE context and, if supported, use it as defined in TS 23.216 [9].
Upon reception of the HANDOVER REQUEST message the eNB shall store the received Security Context IE in the UE context and the eNB shall use it to derive the security configuration as specified in TS 33.401 [15].

If the Trace Activation IE is included in the HANDOVER REQUEST message, the target eNB shall if supported, initiate the requested trace function as described in TS 32.422 [10]. In particular, the eNB shall, if supported:

-
if the Trace Activation IE does not include the MDT Configuration IE, initiate the requested trace session as described in TS 32.422 [10];

-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT and Trace”, initiate the requested trace session and MDT session as described in TS 32.422 [10];

-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT Only”, “Logged MDT only” or “Logged MBMS MDT”, initiate the requested MDT session as described in TS 32.422 [10] and the target eNB shall ignore Interfaces To Trace IE, and Trace Depth IE.

-
if the Trace Activation IE includes the MDT Location Information IE, within the MDT Configuration IE, store this information and take it into account in the requested MDT session.

-
if the Trace Activation IE includes the Signalling based MDT PLMN List IE, within the MDT Configuration IE, the eNB may use it to propagate the MDT Configuration as described in TS 37.320 [31].

-
if the Trace Activation IE includes the MBMS-ResultToLog IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].

-
if the Trace Activation IE includes the MBSFN-AreaId IE in the MBMS-ResultToLog IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].

If the CSG Id IE is received in the HANDOVER REQUEST message, the eNB shall compare the received value with the CSG Id broadcast by the target cell.

If the CSG Membership Status IE is received in the HANDOVER REQUEST message and the CSG Membership Status is set to “member”, the eNB may provide the QoS to the UE as for member provided that the CSG Id received in the HANDOVER REQUEST messages corresponds to the CSG Id broadcast by the target cell.

If the CSG Membership Status IE and the CSG Id IE are received in the HANDOVER REQUEST message and the CSG Id does not correspond to the CSG Id broadcast by the target cell, the eNB may provide the QoS to the UE as for a non member and shall send back in the HANDOVER REQUEST ACKNOWLEDGE message the actual CSG Id broadcast by the target cell.

If the target cell is CSG cell or hybrid cell, the target eNB shall include the CSG ID IE in the HANDOVER REQUEST ACKNOWLEDGE message.

If the target eNB receives the CSG Id IE and the CSG Membership Status IE is set to “non member” in the HANDOVER REQUEST message and the target cell is a closed cell and at least one of the E-RABs has a particular ARP value (see TS 23.401 [11]), the eNB shall send back the HANDOVER REQUEST ACKNOWLEDGE message to the MME accepting those E-RABs and failing the other E-RABs.

If the Subscriber Profile ID for RAT/Frequency priority IE is contained in the Source eNB to Target eNB Transparent Container IE, the target eNB shall store the content of the received Subscriber Profile ID for RAT/Frequency priority IE in the UE context and use it as defined in TS 36.300 [14].

Upon reception of the UE History Information IE, which is included within the Source eNB to Target eNB Transparent Container IE in the HANDOVER REQUEST message, the target eNB shall collect the information defined as mandatory in the UE History Information IE and shall, if supported, collect the information defined as optional in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.

Upon reception of the UE History Information from the UE IE , which is included within the Source eNB to Target eNB Transparent Container IE in the HANDOVER REQUEST message, the target eNB shall, if supported, store the collected information, to be used for future handover preparations.

If the Mobility Information IE is included within the Source eNB to Target eNB Transparent Container IE in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information and use it as defined in TS 36.300 [14].

If the Expected UE Behaviour IE is included in the HANDOVER REQUEST message, the eNB shall, if supported, store this information and may use it to determine the RRC connection time.

After all necessary resources for the admitted E-RABs have been allocated, the target eNB shall generate the HANDOVER REQUEST ACKNOWLEDGE message. The target eNB shall include in the E-RABs Admitted List IE the E-RABs for which resources have been prepared at the target cell. The E-RABs that have not been admitted in the target cell, if any, shall be included in the E-RABs Failed to Setup List IE.

If the HANDOVER REQUEST message contains the Data Forwarding Not Possible IE associated with a given E-RAB within the E-RABs To Be Setup List IE set to “Data forwarding not possible”, then the target eNB may decide not to include the DL Transport Layer Address IE and the DL GTP-TEID IE and for intra LTE handover the UL Transport Layer Address IE and the UL GTP-TEID IE within the E-RABs Admitted List IE of the HANDOVER REQUEST ACKNOWLEDGE message for that E-RAB.

For each bearer that target eNB has decided to admit and for which DL forwarding IE is set to “DL forwarding proposed”, the target eNB may include the DL GTP-TEID IE and the DL Transport Layer Address IE within the E-RABs Admitted List IE of the HANDOVER REQUEST ACKNOWLEDGE message indicating that it accepts the proposed forwarding of downlink data for this bearer.

If the HANDOVER REQUEST ACKNOWLEDGE message contains the UL GTP-TEID IE and the UL Transport Layer Address IE for a given bearer in the E-RABs Admitted List IE, then it means the target eNB has requested the forwarding of uplink data for this given bearer.

If the Request Type IE is included in the HANDOVER REQUEST message, then the target eNB should perform the requested location reporting functionality for the UE as described in subclause 8.11.

If the UE Security Capabilities IE included in the HANDOVER REQUEST message only contains the EIA0 algorithm as defined in TS 33.401 [15] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB (TS 33.401 [15]), the eNB shall take it into use and ignore the keys received in the Security Context IE.

The GUMMEI IE shall only be contained in the HANDOVER REQUEST message according to subclauses 4.6.2 and 4.7.6.6 of TS 36.300 [14]. If the GUMMEI IE is present, the target eNB shall store this information in the UE context and use it for subsequent X2 handovers.

The MME UE S1AP ID 2 IE shall only be contained in the HANDOVER REQUEST message according to subclause 4.6.2 of TS 36.300 [14].If the MME UE S1AP ID 2 IE is present, the target eNB shall store this information in the UE context and use it for subsequent X2 handovers.

If the Management Based MDT Allowed IE only or the Management Based MDT Allowed IE and the Management Based MDT PLMN List IE is contained in the HANDOVER REQUEST message, the target eNB shall, if supported, store the received information in the UE context, and use this information to allow subsequent selections of the UE for management based MDT defined in TS 32.422 [10].

If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target eNB shall, if supported, use it to determine the characteristics of the UE for subsequent handling.
If the HANDOVER RUQEST contains a Target Cell ID IE (part of the Source eNB to Target eNB Transparent Container IE)  pointing at an E-CGI no longer active the eNB may respond with an HANDOVER REQUEST ACKNOWLEDGE in case the PCI of the deactivated cell is used by the cell replacing it. 
----------------------------------End of Text Proposal----------------------------------
It is therefore proposed to agree to the text proposal above in order to enable higher mobility robustness for mobility during AAS changes.
Conclusion: it is proposed to agree to the text proposal in order to increase mobility robustness during AAS reconfiguration changes

3   Conclusion 
This paper analysed the case of IRAT mobility during AAS configuration changes affecting the target LTE cell. The paper emphasised that AAS changes donot need to be notified via IRAT signalling due to the seldom occurrence of changes that affect IRAT mobility and due to mechanisms for the reuse of PCIs that would allow mobility to succeed even during AAS reconfigurations.
The paper however explained that a specific eNB behaviour should be endorsed by the specifications in order to allow PCI reuse techniques to successfully mitigate mobility failures during AAS reconfigurations.

In order to embrace such behaviour it is proposed to agree to the following conclusion:

Conclusion: it is proposed to agree to the text proposal in order to increase mobility robustness during AAS reconfiguration changes
4   References

[1] R3-150314, “Discussion and way forward on IRAT notification for AAS”, Ericsson

3GPP


CellA, PCI-A
eNB1
RNC2
HO Measurement (PCI-A) 
HO Required/Request (Target = CellA, PCI-A) 

UE
HO Command (Target = CellA, PCI-A) 
RRC Conn. Reconfig. (Target = CellA, PCI-A) 
Configuration 1
Configuration 2
CellC, PCI-C
CellB, PCI-A
UE detects CellB, PCI-A and reconfigures to CellB
UE successfully accesses CellB, eNB1 accepts HO towards CellB
CellA switches off, CellB activated
HO Request Ack/Command 
eNB1 accept the HO Request to CellA



_1295845452.doc






HANDOVER REQUEST ACKNOWLEDGE











target eNB



















































MME











































HANDOVER REQUEST




















