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1   Introduction
During RAN3#87 a discussion on how MME overload actions should be tackled in a shared RAN was carried out.
During the discussion it was questioned whether the current S1: Overload Start procedure is sufficient to indicate per PLMN overload conditions. Also, it was discussed how an eNB can trigger RRC rejections to prevent UE from connecting in cases where there are no MME available, i.e. accessible MMEs are overloaded. 
This paper provides more details on these cases and proposes a way forward. 
2   Is the current S1: Overload Start sufficient?
During RAN3#87 it was pointed out that the current specifications in TS36.413 describe that if the GUMMEI list is present in the Overload Start message, then the following behaviour is possible:
If the GUMMEI List IE is present, the eNB shall, if supported, use this information to identify to which traffic the above defined rejections shall be applied.

The above excerpt allows us to deduce two points:

1) An eNB is able to use the GUMMEI list to identify details about the overload status

2) The GUMMEI list allows the eNB to identify the type of UE traffic to which rejections shall be applied

During the discussion, it was questioned whether the GUMMEI list contained in the S1: Overload Start is sufficient to identify a PLMN overload. To this purpose it should be reminded that a GUMMEI is constructed as follows:

<GUMMEI> = <PLMN ID><MME Group ID><MME Code>
Let’s assume that an MME with MMEC == 1 supports PLMN ID [a, b, c]. Let’s assume that the only PLMN in overload is PLMN ID b. The current S1: Overload Start message can specify that such PLMN ID is in overload for MMEC 1 by including the following GUMMEI:

 <GUMMEI> = <PLMN ID b><MME Group ID><MME Code 1>
In a similar way, let’s assume an eNB is connected to more than one MME, for example MME1 with MMEC1 and MME2 with MMEC2. Let’s assume these MMEs support different PLMN IDs, e.g. MME1 supports PLMN [a, b, c] and MME2 supports PLMN [c, d, e]. If the overload is for PLMN ID c of MME1 and PLMN ID e of MME2, the GUMMEI list in the S1: Overload Start may contain the following GUMMEI list:

<GUMMEI> = <PLMN ID c><MME Group ID><MME Code 1>
<GUMMEI> = <PLMN ID e><MME Group ID><MME Code 2>
Therefore it can be concluded that the current GUMMEI list in the S1: Overload Start message can fulfil the task of indicating per PLMN overloads.

Conclusion1: the GUMMEI list in the S1: Overload Start message can be used to indicate per PLMN overloads
3   How to enable eNBs to reject UE connections

As it was explained in [1], when an eNB receives an S1: Overload Start with a specific list of GUMMEIs there are two mechanisms that can be used to react to the indicated MME overload: RRC release and RRC rejection procedures.

The RRC release procedure can be used to release the UE from an attempted connection towards an overloaded MME with the intention to let the UE re-connect and to select a non-overloaded MME for the UE. However, if a non-overloaded MME supporting a PLMN ID for which the UE is allowed is not available, the UE shall be rejected. Failure to do so would imply continuous attempts to reconnect by the UE.
In order to enable RRC rejections, the only parameter that can be used is the S-TMSI sent by the UE in the RRCConnectionRequest. The S-TMSI is made of the following parameters:

<S-TMSI> = <MMEC><M-TMSI>
Therefore, the MMEC of the MME where the UE was registered can be deduced from the S-TMSI.

The following figure explains how a combination of release and reject procedures can be used.
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Figure 1: Example of how RRC release and RRC rejections could be used in case of S1: Overload Start conditions
From Figure 1 it can be seen that eNB1 may not reject the UE immediately but it may wait until an RRCSetupComplete (message 4) is issued in order to get the Registered MME (Note: Registered MME information is only available if “the tracking area of the current cell is in the list of tracking areas that the UE previously registered in the MME during the NAS signalling connection establishment”) and selected PLMN ID from the UE. 
At this point, the eNB will need to trigger an INITIAL UE MESSAGE with consequent DL NAS TRANSPORT procedure in order to receive the Handover Restriction List IE that would allow the eNB to judge whether there are other accessible and not overloaded MMEs available.

In a RAN sharing scenario it is likely that there will be one PLMN ID and few (e.g. one) MME per sharing operator. Hence a situation where the UE cannot be connected to any MME is likely. Even so, a situation where no MMEs can be found to connect the UE shall be accounted for.

It shall be noted that if an RRC Release is used and if an INITIAL UE MESSAGE and DL NAS TRANSPORT are triggered, the overload of the affected MME will be aggravated. In fact, no signalling at all would have to be generated towards the overloaded MME.
Conclusion 2: The use of RRC release procedures may trigger further unwanted signalling towards overloaded MMEs. 
Conclusion 3: In case no other MMEs are available for connection, a UE connecting to an overloaded MME/PLMN ID shall be rejected. 

Continuing with Figure 1, the eNB may deduce (after receiving the Handover Restriction List IE in Message 6) that there are no other allowed MMEs where the UE could connect. At this point the only alternative for the eNB is to release the UE (Message 5).
A released UE will try to reconnect again, unless a redirection target is available. Once the UE reconnects via Message 6, the eNB shall reject the UE in order to avoid further reconnections.
To reject the UE the eNB can make use of the S-TMSI signalled in the RRCConnectionRequest. Such S-TMSI will be the same as the one for which a release was triggered in Message 5. Moreover, this S-TMSI will contain an MMEC that points at the MME in overload.
Conclusion 4: In order to enable the eNB to reject UEs due to Overload Actions, the S-TMSI signalled by the UE at RRCConnectionRequest may be used
4   On the uniqueness of the MMEC

Conclusion 3 highlighted that the S-TMSI can be used as a tool to identify UEs that cannot be connected to any available MME and therefore that shall be rejected. It shall be pointed out that such use of the S-TMSI is effective only if the MMEC is maintained unique between MMEs. 
If the MMEC is not maintained unique amongst MMEs serving the same RAN then there is the risk that one S-TMSI corresponds to many UEs because:
<S-TMSI>=<MMEC><M-TMSI>

And M-TMSIs can be reused by different MMEs.

Non unique S-TMSI imply multiple UEs for the same S-TMSI. The latter implies multiple UEs that can be addressed by the same paging message. Multiple UEs per paging message would be a major problem for paging capacity dimensioning and RRC/S1 aignalling, which shall be avoided.

In fact, TS23.003 specifies that uniqueness of the MEC shall be ensured in the following excerpt:

The operator shall need to ensure that the MMEC is unique within the MME pool area and, if overlapping pool areas are in use, unique within the area of overlapping MME pools. 

In the above it is rather obvious that the intention is to mandate MMEC uniqueness for all MMEs that are connected to the same RAN. Hence, in a RAN Sharing scenario, where operators connect their MMEs to the same RAN, such uniqueness shall be also guaranteed.

Moreover, MMEC uniqueness is needed to ensure that the MME where the UE registered last is correctly detected. Indeed, TS24.301 specifies the following concerning the information that the upper layer shall forward to RRC in order to route the first NAS message:
“For the routing of the initial NAS message to the appropriate MME, the UE NAS provides the lower layers with either the S-TMSI or the registered globally unique MME identifier (GUMMEI) that consists of the PLMN ID, the MME group ID, and the MME code (see 3GPP TS 23.003 [2]) according to the following rules:
[…]

d) When the tracking area of the current cell is in the list of tracking areas that the UE previously registered in the MME during the NAS signalling connection establishment, the UE NAS shall provide the lower layers with the S-TMSI, but shall not provide the registered MME identifier to the lower layers; or
c)
When the tracking area of the current cell is not in the list of tracking areas that the UE previously registered in the MME during the NAS signalling connection establishment, the UE NAS shall provide the lower layers with the MME identifier part of the valid GUTI with an indication that the identifier is a native GUMMEI.”

The above means that there are cases in which the UE will only provide the S-TMSI (in RRCConnectionRequest) to the eNB and it will not provide the Registered MME information (in RRCConnectionSetupComplete). The eNB will therefore be able to identify the MME where to forward the initial NAS message from the S-TMSI only.

If the S-TMSI does not point at the correct MME, e.g. because the MMEC has been reused by multiple MMEs serving the shared RAN, it will not be possible to route the first NAS message correctly. Therefore it can be concluded that the MEC needs to be unique for the MMEs serving a shared RAN.

Conclusion 5: MMEC uniqueness for MMEs taking part in a shared RAN is needed and should be ensured.
5   Conclusions

This paper explains the mechanisms allowing reuse of the current S1: Overload Start procedures in RAN sharing deployments. The paper explains that the current structure of the S1: Overload Start message is sufficient to indicate per MME and per PLMN overloads. This was captured in the following conclusion:
Conclusion1: the GUMMEI list in the S1: Overload Start message can be used to indicate per PLMN overloads
The paper discussed the mechanisms an eNB can use to release and reject a UE attempting to connect to an overloaded MME/PLMN. This derived in the following conclusions:
Conclusion 2: The use of RRC release procedures  may trigger further unwanted signalling towards overloaded MMEs. 
Conclusion 3: In case no other MMEs are available for connection, a UE connecting to an overloaded MME/PLMN ID shall be rejected. 

Further, the paper explained that in order to reject a UE due to an Overload Action, the S-TMSI used by the UE in RRCConnectionRequest can be used and that in order to make such identifier unique the MMEC used by MMEs participating in the shared RAN should be maintained unique. The latter was captured in the following conclusions:

Conclusion 4: In order to enable the eNB to reject UEs due to Overload Actions, the S-TMSI signalled by the UE at RRCConnectionRequest may be used
Conclusion 5: MMEC uniqueness for MMEs taking part in a shared RAN is advantageous and should be ensured.
In order to capture the conclusions above it is proposed to agree to the proposal in [2].
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