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1   Introduction
During RAN3#87 a discussion on how MME overload actions should be tackled in a shared RAN was carried out.
The discussion touched upon the possibility to reject or release UEs via RRC procedures. However, full clarity on the use of these procedures and whether they can be fully functional in RAN sharing needs to be made.

This paper provides a proposal on the level of impact for ME overload enhancements and it clarifies the actions to be taken in case of MME overload. 
2   On the need to focus on MME overload in RAN sharing
A first clarification that should be made is that the topic of MME overload action enhancements is not in scope of the RAN sharing requirements established by SA1 and captured in TS22.101. Indeed, TS22.101 outlines requirements for the enhancement of procedures and resources in the RAN. Nowhere in TS22.101 is detailed that such enhancements shall be applied to CN resources.

The S1: Overload Start procedure indicates a situation where MME resources are in shortage. Operators and vendors in SA1 did not detect such CN resource handling scenario to be relevant for RAN sharing, therefore it is at least questionable why RAN3 should be spending time on this matter.

Observation1: The work on RAN sharing enhancements is based on requirements in TS22.101. Such requirements do not apply to CN resources. Therefore enhancements to the S1: Overload Start procedure are out of scope of TS22.101 requirements 
It should be acknowledged that RAN3 started anyhow to work on S1: Overload Start procedures and that technical discussions have been carried out on this topic. However, given that the topic is out of scope of the SA1 requirements on which the WI is based RAN3 shall ensure that the impacts on S1: Overload Start procedures shall be kept to the very minimum, avoiding any ASN.1 changes.
Proposal1: S1: Overload Start enhancements are not part of the requirements set by SA1 in TS22.101. It is proposed to keep changes in this area to the minimum and avoid ASN.1 modifications 

3   On the actions needed after an S1: Overload Start message
In RAN3#87 it was debated whether an S1: Overload Start message shall trigger RRC rejections or RRC releases towards UEs that should be prevented from connecting to the RAN as per “Overload Action”. The conclusion was that both RRC procedures could be adopted. However, the scenario shall be analysed further to understand the real needs of this case.
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Figure1: rejections or release after S1:Overload Start

Figure 1 shows that if an eNB receiving an S1:Overload Start message performs RRC release for the UEs that cannot connect to the specified GUMMEI, then the UE behaviour is to retry the connection with the eNB. If the UE cannot connect to any MME, an RRC release action implies that the UE will try over and over again, hence consuming precious resources over the air and eventually over S1.

On the other end, Figure 1 shows that if the UE is rejected via RRCConnectionReject, the UE will not come back trying to reconnect.

Observation2: RRC releases imply that the UE will try to connect over and over again; RRC rejections imply that the UE will not try to connect anymore for a given time period
In [1] it was argued that RRCConnectionRelease procedures can be used as an action following reception of an S1:Overload Start message. The reference to such behaviour is in [2], which is an agreed CR with following reasons for change:
On receiving the OVERLOAD START msg, the eNB should not immediately reject connection requests via a RRCConnectionReject msg, rather only those that would have to be established on the overloaded MME shall not be established for the indicated traffic.  Thus the eNB may wait till the RRCConnectionComplete msg is received (which includes the registered MME) in order to determine if there is an alternative to the overloaded MME. Only if the eNB determines there is no alternative should eNB respond negatively to the UE, in which case a RRCConnectionRelease msg would be sent, not a Reject msg.
The above Reason for Change makes it clear that the eNB could use an RRC release procedure in order to let the UE reconnect and to direct the UE towards the eventual MMEs where connection is possible. However, if the UE canot connect to any other MME the eNB should reply negatively to the UE. The latter means that if no allowed MMEs are available to the connecting UE, the eNB shall issue an RRCConnectionReject to the UE in order to stop the UE from connecting over and over again.
Conclusion1: RRCConectionRelease procedures can be used as an action to S1: Overload Start messages in case the UE may connect to non-loaded MMEs. If no allowed MMEs are available to the connecting UE, the eNB shall be able to reject UEs via RRCConnectionReject procedures.
In [3] it was mentioned that RAN3 accepted the use of RRC rejections and RRC releases as an action following S1: Overload Start procedures on the basis of the fact that the CRs in [4] and [5] were technically endorsed. 
First of all, none of the CRs [4] or [5] was agreed because the changes needed in RAN2 were not added. 
Secondly, even if the changes needed in RAN2 were added, the problem of how to avoid UEs trying to reconnect over and over again after RRCConnectionRelease would have remained. 

Therefore it can be concluded that it is possible to use the RRCConnectionRelease procedure to temporarily block UE access to an overloaded MME. However, such procedure makes sense only if the intention is to attempt connecting the UE to another MME, supporting one of the PLMN IDs allowed for the UE and not in overload. 
If the latter condition occurs, an RRCConnectionRelease enables the UE to start a new RRCConnectionRequest and to be assigned to the right MME. 
If there is no MME that is not overloaded and that supports an allowed PLMN ID for the connecting UE, then the UE shall be rejected via RRCConnectionReject because if this does not occur the UE will try to connect over and over again. An eNB shall therefore be able to reject UEs via RRCConnectionReject.
Conclusion2: In case of S1: Overload Start, RRCConnectionRelease can be used to prevent UE access to an overloaded MME and allow for UE registration to other available MMEs. If no alternative MMEs are available the eNB shall be able to reject UEs via RRCConnectionReject.
4   Conclusions

In this paper the care of S1: Overload Start procedures in a shared RAN was discussed. 

The paper first proposed to limit the amount of changes to tackle Overload Start enhancements because there is no requirement captured by SA1 in TS22.101 on enhancements to situations of CN resource shortage in RAN sharing deployments. The following was therefore proposed:
Proposal1: S1: Overload Start enhancements are not part of the requirements set by SA1 in TS22.101. It is proposed to keep changes in this area to the minimum and avoid ASN.1 modifications 
The paper carries on analysing the eNB behaviour once an S1: Overload Start message is received. The following conclusions are achieved.
Conclusion1: RRCConectionRelease procedures can be used as an action to S1: Overload Start messages in case the UE may connect to non-loaded MMEs If no allowed MMEs are available to the connecting UE, the eNB shall be able to support RRCConnectionReject procedures.

Conclusion2: In case of S1: Overload Start, RRCConnectionRelease can be used to prevent UE access to an overloaded MME and allow for UE registration to other available MMEs. If no alternative MMEs are available the eNB shall be able to reject UEs via RRCConnectionReject.
Conclusion 2 highlights that even if RRCConnectionRelease and RRCConnectionReject can be used as tools to react to an Overload Start, the eNB needs to be able to reject UEs if no available MME is found. Therefore the following is proposed:

Proposal2: It is proposed that RAN3 addresses the issue of how to enable an eNB to reject a UE via RRCConnectionReject as a consequence of a received S1: Overload Start  
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