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	Reason for change:
	Some Public Safety groups could be established for very long periods – easily spanning the introduction of new cells (especially incident related temporary cells) and the restart/reconfiguration of existing cells. 

Section 15.1.1 of TS 36.300 permits multiple physical/logical MCE/eNB configurations. With some of these (e.g. the “distributed MCE” architecture), the addition of a new eNB will result in the creation of a new MCE. 

This new MCE may be part of an MBMS Service Area (and possibly part of an MBSFN Area) where there is an ongoing MBMS session.

To ensure that the (Public Safety) content is distributed in the commanded MBMS Service Area, and/or to ensure that all MCEs within the MBSFN Area receive the same MBMS sessions, it is necessary that something (e.g. the MME) informs the new MCE of the ongoing MBMS sessions in that MCE’s MBMS Service Areas.

Note: Mobile TV channels would also be established for long periods.

Therefore SA2 agreed at SA2#106 (november 2014) the CR0387 in S2-144534. In this CR SA2 introduces two requirements for public safety group calls: the first requirement is the reloading of the MCE upon Reset/M3 setup request which is already covered by TS23.007/TS36.444 and the second requirement is the reloading of the MCE following a reconfiguration update of the SAIs which is not yet covered. 

Through that second requirement the MCE can signal that its list of supported SAIs has been modified (reconfigured) while some of these newly supported/removed SAIs are involved in ongoing long group calls. The MME shall then check if the MCE need to be reloaded with some ongoing sessions or some others need to be stopped.



	
	

	Summary of change:
	It is specified that upon receving an MCE Configuration Update message, the MME shall update the list of supported SAIs for that MCE and shall check if the MCE newly needs to be involved in some sessions or need to be removed from others.
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This CR has isolated impact towards the previous version of the specification (same release).

This CR has an impact under functional and protocol point of view.

The impact can be considered isolated since it only affects the eMBMS function. 


	
	

	Consequences if not approved:
	If the MME does not update the MCE with long period public safety sessions corresponding to newly supported SAI the corresponding service will not be broadcast in those cells and Public Safety users would not receive mission critical broadcast.
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8.8
MCE Configuration Update

8.8.1
General

The purpose of the MCE Configuration Update procedure is to update application level configuration data needed for the MCE and MME to interoperate correctly on the M3 interface.

The procedure uses non MBMS-service-associated signalling.

8.8.2
Successful Operation
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Figure 8.8.2-1: MCE Configuration Update procedure. Successful operation.

The MCE initiates the procedure by sending an MCE CONFIGURATION UPDATE message to the MME including an appropriate set of updated configuration data that it has just taken into operational use. The MME responds with MCE CONFIGURATION UPDATE ACKNOWLEDGE message to acknowledge that it successfully updated the configuration data. If information element(s) is/are not included in the MCE CONFIGURATION UPDATE message, the MME shall interpret that the corresponding configuration data is/are not changed and shall continue to operate the M3 with the existing related configuration data.

If the served MBMS Service Areas are to be updated, the complete set of supported MBMS Service Area Identities shall be included in the MBMS Service Area List IE. If the MBMS Service Area List IE is included, the MME shall replace completely the previously received list by the new one and use it to determine whether it needs to update the MCE with ongoing MBMS sessions to be newly started in or removed from that MCE.
If the MCE CONFIGURATION UPDATE message contains the MCE Name IE, the MME may use this IE as a human readable name of the MCE.

The updated configuration data shall be stored in both the MCE and the MME and used for the duration of the TNL association or until any further update is triggered by the MCE.

The MCE may initiate a further MCE Configuration Update procedure only after a previous MCE Configuration Update procedure has been completed.
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