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8.6.1.2
Successful Operation
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Figure 8.6.1.2-1: SeNB Addition Preparation, successful operation

The MeNB initiates the procedure by sending the SENB ADDITION REQUEST message to the SeNB. When the MeNB sends the SENB ADDITION REQUEST message, it shall start the timer TDCprep.
The allocation of resources according to the values of the Allocation and Retention Priority IE included in the E-RAB Level QoS Parameters IE shall follow the principles described for the E-RAB Setup procedure in TS 36.413 [4].
If the SENB ADDITION REQUEST message contains the Serving PLMN IE, the SeNB may use it for RRM purposes.

The SeNB shall report to the MeNB, in the SENB ADDITION ACKNOWLEDGE message, the result for all the requested E-RABs in the following way:

-
A list of E-RABs which are successfully established shall be included in the E-RABs Admitted To Be Added List IE

-
A list of E-RABs which failed to be established shall be included in the E-RABs Not Admitted To Be Added List IE.
For each E-RAB configured with the SCG bearer option
-
the SeNB shall store the SeNB UE Aggregate Maximum Bit Rate in the UE context, and use the received SeNB UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE as defined in TS 36.300 [15].
-
the SeNB shall choose the ciphering algorithm based on the information in the UE Security Capabilities IE and locally configured priority list of AS encryption algorithms and apply the key indicated in the SeNB Security Key IE as specified in the TS 33.401 [18].

-
the MeNB may propose to apply forwarding of downlink data by including the DL Forwarding IE within the E-RABs To be Added Item IE of the SENB ADDITION REQUEST message. For each E-RAB that it has decided to admit, the SeNB may include the DL Forwarding GTP Tunnel Endpoint IE within the E-RABs Admitted To Be Added Item IE of the SENB ADDITION ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this bearer. This GTP tunnel endpoint may be different from the corresponding DL GTP TEID IE in the E-RAB To Be Modified in Downlink List IE of the E-RAB MODIFY INDICATION message (see TS 36.413 [4]) depending on implementation choice.

-
the SeNB may include for each bearer in the E-RABs Admitted To Be Added List IE the UL Forwarding GTP Tunnel Endpoint IE to indicate that it requests data forwarding of uplink packets to be performed for that bearer.

For each E-RAB configured with the split bearer option
-
if the MeNB GTP Tunnel Endpoint IE is included, the SeNB shall use it for delivery of uplink data or DL DATA DELIVERY STATUS frame as specified in the TS 36.425 [x].
Upon reception of the SENB ADDITION ACKNOWLEDGE message the MeNB shall stop the timer TDCprep.
Interactions with the SeNB Reconfiguration Completion procedure:

If the SeNB admits at least one E-RAB, the SeNB shall start the timer TDCoverall when sending the SENB ADDITION ACKNOWLEDGE message to the MeNB. The reception of the SENB RECONFIGURATION COMPLETE message shall stop the timer TDCoverall.
<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
8.6.3.2
Successful Operation
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Figure 8.6.3.2-1: MeNB initiated SeNB Modification Preparation, successful operation
The MeNB initiates the procedure by sending the SENB MODIFICATION REQUEST message to the SeNB. When the MeNB sends the SENB MODIFICATION REQUEST message, it shall start the timer TDCprep.

The SENB MODIFICATION REQUEST message may contain

-
within the UE Context Information IE;

-
E-RABs to be added within the E-RABs To Be Added Item IE;

-
E-RABs to be modified within the E-RABs To Be Modified Item IE;

-
E-RABs to be released within the E-RABs To Be Released Item IE;

-
the SeNB UE Aggregate Maximum  Bit Rate IE;

-
the MeNB to SeNB Container IE;

-
the SCG Change Indication IE.
If the SENB MODIFICATION REQUEST message contains the Serving PLMN IE, the SeNB may use it for RRM purposes.

The allocation of resources according to the values of the Allocation and Retention Priority IE included in the E-RAB Level QoS Parameters IE shall follow the principles described for the E-RAB Setup procedure in TS 36.413 [4].
If at least one of the requested modifications is admitted by the SeNB, the SeNB shall modify the related part of the UE context accordingly and send the SENB MODIFICATION REQUEST ACKNOWLEDGE message back to the MeNB. 

The SeNB shall include the E-RABs for which resources have been either added or modified or released at the SeNB either in the E-RABs Admitted To Be Added List IE or the E-RABs Admitted To Be Modified List IE or the E-RABs Admitted To Be Released List IE. The SeNB shall include the E-RABs that have not been admitted in the E-RABs Not Admitted List IE with an appropriate cause value.

For each E-RAB configured with the SCG bearer option to be added or modified

-
the SeNB shall, if included, choose the ciphering algorithm based on the information in the UE Security Capabilities IE and locally configured priority list of AS encryption algorithms and apply the key indicated in the SeNB Security Key IE as specified in the TS 33.401 [18].

-
if applicable, the MeNB may propose to apply forwarding of downlink data by including the DL Forwarding IE within the E-RABs To Be Added Item IE of the SENB MODIFICATION REQUEST message. For each E-RAB that it has decided to admit, the SeNB may include the DL Forwarding GTP Tunnel Endpoint IE within the E-RABs Admitted To Be Added Item IE of the SENB MODIFICATION REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this bearer. The MeNB may also provide for an applicable E-RAB to be released the DL Forwarding GTP Tunnel Endpoint IE and the UL Forwarding GTP Tunnel Endpoint IE within the E-RABs To Be Released Item IE of the SENB MODIFICATION REQUEST message.
-
if applicable, the SeNB may include for each bearer in the E-RABs Admitted To Be Added List IE in the SENB MODIFICATION REQUEST ACKNOWLEDGE message the DL Forwarding GTP Tunnel Endpoint IE and the UL Forwarding GTP Tunnel Endpoint IE to indicate that it requests data forwarding of uplink packets to be performed for that bearer.

For each E-RAB configured with the split bearer option to be modified (released)

-
if applicable, the MeNB may provide for an applicable E-RAB to be released the DL Forwarding GTP Tunnel Endpoint IE within the E-RABs To Be Released Item IE of the SENB MODIFICATION REQUEST message.
-
if the MeNB GTP Tunnel Endpoint IE is included within the E-RABs To Be Added Item IE, the SeNB shall use it for delivery of uplink data or DL DATA DELIVERY STATUS frame as specified in the TS 36.425 [x].
If the SCG Change Indication IE is included in the SENB MODIFICATION REQUEST message, the SeNB shall act as specified in TS 36.300 [15].

Upon reception of the SENB MODIFICATION REQUEST ACKNOWLEDGE message the MeNB shall stop the timer TDCprep. If the SENB MODIFICATION REQUEST ACKNOWLEDGE message has included the SeNB to MeNB Container IE the MeNB is then defined to have a Prepared SeNB Modification for that X2 UE-associated signalling.

Interactions with the SeNB Reconfiguration Completion procedure:

If the SeNB admits a modification of the UE context requiring the MeNB to report about the success of the RRC connection reconfiguration procedure, the SeNB shall start the timer TDCoverall when sending the SENB MODIFICATION REQUEST ACKNOWLEDGE message to the MeNB. The reception of the SeNB RECONFIGURATION COMPLETE message shall stop the timer TDCoverall.
<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
9.1.3.1
SENB ADDITION REQUEST

This message is sent by the MeNB to the SeNB to request the preparation of resources for dual connectivity operation for a specific UE
Direction: MeNB ( SeNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the MeNB
	YES
	reject

	UE Security Capabilities
	C-

ifSCGBearerOption
	
	9.2.29
	
	YES
	reject

	SeNB Security Key
	C-

ifSCGBearerOption
	
	9.2.72
	The S-KeNB which is provided by the MeNB, see TS 33.401 [18].
	YES
	reject

	SeNB UE Aggregate Maximum Bit Rate
	M
	
	UE Aggregate Maximum Bit Rate 

9.2.12
	The UE Aggregate Maximum Bit Rate is split into MeNB UE Aggregate Maximum Bit Rate and SeNB UE Aggregate Maximum Bit Rate which are enforced by MeNB and SeNB respectively.
	YES
	reject

	Serving PLMN
	O
	
	PLMN Identity

9.2.4
	The serving PLMN of the SCG in the SeNB.
	YES
	ignore

	E-RABs To Be Added List
	
	1
	
	
	YES
	reject

	>E-RABs To Be Added Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	reject

	>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>SCG Bearer
	
	
	
	
	
	

	>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	–

	>>>>DL Forwarding 
	O
	
	9.2.5
	
	–
	–

	>>>>S1 UL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	–
	–

	>>>Split Bearer
	
	
	
	
	
	

	>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	–

	>>>>MeNB GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2 transport bearer. For delivery of UL PDUs or DL DATA DELIVERY STATUS frame.
	–
	–

	MeNB to SeNB Container
	M
	
	OCTET STRING
	Includes the SCG-ConfigInfo message as defined in TS 36.331 [9]
	YES
	reject


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256


	Condition
	Explanation

	ifSCGBearerOption
	This IE shall be present if the SCG bearer option is configured.


<<<<<<<<<<<<<<<<<<<< End of Changes >>>>>>>>>>>>>>>>>>>>
<<<<<<<<<<<<<<<<<<<< Start of Changes >>>>>>>>>>>>>>>>>>>>
9.1.3.5
SENB MODIFICATION REQUEST

This message is sent by the MeNB to the SeNB to request the preparation to modify SeNB resources for a specific UE.

Direction: MeNB ( SeNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the MeNB
	YES
	reject

	SeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the SeNB
	YES
	reject

	Cause
	M
	
	9.2.6
	
	YES
	ignore

	SCG Change Indication
	O
	
	9.2.73
	
	YES
	ignore

	Serving PLMN
	O
	
	PLMN Identity

9.2.4
	The serving PLMN of the SCG in the SeNB.
	YES
	ignore

	UE Context Information
	
	1
	
	
	YES
	reject

	>UE Security Capabilities
	O
	
	9.2.29
	
	–
	–

	>SeNB Security Key
	O
	
	9.2.72
	
	–
	–

	>SeNB UE Aggregate Maximum Bit Rate
	O
	
	UE Aggregate Maximum Bit Rate
9.2.12
	
	–
	–

	>E-RABs To Be Added List
	
	0..1
	
	
	–
	–

	>>E-RABs To Be Added Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>>SCG Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	–

	>>>>>DL Forwarding 
	O
	
	9.2.5
	
	–
	–

	>>>>>S1 UL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	–
	–

	>>>>Split Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	–

	>>>>>MeNB GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2 transport bearer. For delivery of UL PDUs or DL DATA DELIVERY STATUS frame.
	–
	–

	>E-RABs To Be Modified List
	
	0..1
	
	
	–
	–

	>>E-RABs To Be Modified Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>>SCG Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>E-RAB Level QoS Parameters
	O
	
	9.2.9
	Includes QoS parameters to be modified
	–
	–

	>>>>>S1 UL GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	–
	–

	>>>>Split Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>E-RAB Level QoS Parameters
	O
	
	9.2.9
	Includes QoS parameters to be modified
	–
	–

	>>>>>MeNB GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	MeNB endpoint of the X2 transport bearer. For delivery of UL PDUs.
	–
	–

	>E-RABs To Be Released List
	
	0..1
	
	
	–
	–

	>>E-RABs To Be Released Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>>SCG Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer used for forwarding of DL PDUs
	–
	–

	>>>>>UL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer. used for forwarding of UL PDUs
	–
	–

	>>>>Split Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer used for forwarding of DL PDUs
	–
	–

	MeNB to SeNB Container
	O
	
	OCTET STRING
	Includes the SCG-ConfigInfo message as defined in TS 36.331 [9]
	YES
	ignore


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256


	Condition
	Explanation

	ifSCGBearerOption
	This IE shall be present if the SCG bearer option is configured.


<<<<<<<<<<<<<<<<<<<< End of Changes  >>>>>>>>>>>>>>>>>>>>
9.3.4
PDU Definitions

<<<<<<<<<<<<<<<<<<<< Start of Changes >>>>>>>>>>>>>>>>>>>>
-- **************************************************************

--

-- SENB ADDITION REQUEST

--

-- **************************************************************

SeNBAdditionRequest ::= SEQUENCE {


protocolIEs

ProtocolIE-Container
{{SeNBAdditionRequest-IEs}},


...

}

SeNBAdditionRequest-IEs X2AP-PROTOCOL-IES ::= {


{ ID id-MeNB-UE-X2AP-ID




CRITICALITY reject
TYPE UE-X2AP-ID






PRESENCE mandatory}|


{ ID id-UE-SecurityCapabilities


CRITICALITY reject
TYPE UESecurityCapabilities



PRESENCE conditional}|


{ ID id-SeNBSecurityKey




CRITICALITY reject
TYPE SeNBSecurityKey




PRESENCE conditional}|


{ ID id-UEAggregateMaximumBitRate 

CRITICALITY reject
TYPE UEAggregateMaximumBitRate


PRESENCE mandatory}|


{ ID id-ServingPLMN





CRITICALITY ignore
TYPE PLMN-Identity





PRESENCE optional}|


{ ID id-E-RABs-ToBeAdded-List


CRITICALITY reject
TYPE E-RABs-ToBeAdded-List



PRESENCE mandatory}|


{ ID id-MeNBtoSeNBContainer



CRITICALITY reject
TYPE MeNBtoSeNBContainer



PRESENCE mandatory},


...

}

E-RABs-ToBeAdded-List ::= SEQUENCE (SIZE(1..maxnoofBearers)) OF ProtocolIE-Single-Container { { E-RABs-ToBeAdded-ItemIEs} }

E-RABs-ToBeAdded-ItemIEs X2AP-PROTOCOL-IES ::= {


{ ID id-E-RABs-ToBeAdded-Item
CRITICALITY ignore
TYPE E-RABs-ToBeAdded-Item

PRESENCE mandatory},


...

}

E-RABs-ToBeAdded-Item ::= CHOICE {


sCG-Bearer

E-RABs-ToBeAdded-Item-SCG-Bearer,


split-Bearer
E-RABs-ToBeAdded-Item-Split-Bearer,


...

}

E-RABs-ToBeAdded-Item-SCG-Bearer ::= SEQUENCE {


e-RAB-ID





E-RAB-ID,


e-RAB-Level-QoS-Parameters

E-RAB-Level-QoS-Parameters,


dL-Forwarding




DL-Forwarding
















OPTIONAL,


s1-UL-GTPtunnelEndpoint


GTPtunnelEndpoint,


iE-Extensions




ProtocolExtensionContainer { {E-RABs-ToBeAdded-Item-SCG-BearerExtIEs} }
OPTIONAL,


...

}

E-RABs-ToBeAdded-Item-SCG-BearerExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

E-RABs-ToBeAdded-Item-Split-Bearer ::= SEQUENCE {


e-RAB-ID





E-RAB-ID,


e-RAB-Level-QoS-Parameters

E-RAB-Level-QoS-Parameters,


meNB-GTPtunnelEndpoint


GTPtunnelEndpoint















OPTIONAL,


iE-Extensions




ProtocolExtensionContainer { {E-RABs-ToBeAdded-Item-Split-BearerExtIEs} } OPTIONAL,


...

}

E-RABs-ToBeAdded-Item-Split-BearerExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

<<<<<<<<<<<<<<<<<<<< End of Changes  >>>>>>>>>>>>>>>>>>>>
<<<<<<<<<<<<<<<<<<<< Start of Changes >>>>>>>>>>>>>>>>>>>>
SeNBModificationRequest-IEs X2AP-PROTOCOL-IES ::= {


{ ID id-MeNB-UE-X2AP-ID



CRITICALITY reject
TYPE UE-X2AP-ID




PRESENCE mandatory}|


{ ID id-SeNB-UE-X2AP-ID



CRITICALITY reject
TYPE UE-X2AP-ID




PRESENCE mandatory}|


{ ID id-Cause







CRITICALITY ignore
TYPE Cause








PRESENCE mandatory}|


{ ID id-SCGChangeIndication




CRITICALITY ignore
TYPE SCGChangeIndication




PRESENCE optional}|


{ ID id-ServingPLMN






CRITICALITY ignore
TYPE PLMN-Identity






PRESENCE optional}|


{ ID id-UE-ContextInformationSeNBModReq

CRITICALITY reject
TYPE UE-ContextInformationSeNBModReq
PRESENCE mandatory}|


{ ID id-MeNBtoSeNBContainer




CRITICALITY ignore
TYPE MeNBtoSeNBContainer




PRESENCE optional},


...

}

UE-ContextInformationSeNBModReq ::= SEQUENCE {


uE-SecurityCapabilities


UESecurityCapabilities














OPTIONAL,


seNB-SecurityKey



SeNBSecurityKey 















OPTIONAL,

uEAggregateMaximumBitRate 

UEAggregateMaximumBitRate













OPTIONAL,


e-RABs-ToBeAdded



E-RABs-ToBeAdded-List-ModReq












OPTIONAL,


e-RABs-ToBeModified



E-RABs-ToBeModified-List-ModReq












OPTIONAL,


e-RABs-ToBeReleased



E-RABs-ToBeReleased-List-ModReq












OPTIONAL,


iE-Extensions




ProtocolExtensionContainer { { UE-ContextInformationSeNBModReqExtIEs} }
OPTIONAL,


...

}

UE-ContextInformationSeNBModReqExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

E-RABs-ToBeAdded-List-ModReq ::= SEQUENCE (SIZE(1..maxnoofBearers)) OF ProtocolIE-Single-Container { {E-RABs-ToBeAdded-ModReqItemIEs} }

E-RABs-ToBeAdded-ModReqItemIEs X2AP-PROTOCOL-IES ::= {


{ ID id-E-RABs-ToBeAdded-ModReqItem
CRITICALITY ignore
TYPE E-RABs-ToBeAdded-ModReqItem
PRESENCE mandatory},


...

}

E-RABs-ToBeAdded-ModReqItem ::= CHOICE {


sCG-Bearer

E-RABs-ToBeAdded-ModReqItem-SCG-Bearer,


split-Bearer
E-RABs-ToBeAdded-ModReqItem-Split-Bearer,


...

}

E-RABs-ToBeAdded-ModReqItem-SCG-Bearer ::= SEQUENCE {


e-RAB-ID





E-RAB-ID,


e-RAB-Level-QoS-Parameters

E-RAB-Level-QoS-Parameters,


dL-Forwarding




DL-Forwarding
















OPTIONAL,


s1-UL-GTPtunnelEndpoint


GTPtunnelEndpoint,


iE-Extensions




ProtocolExtensionContainer { {E-RABs-ToBeAdded-ModReqItem-SCG-BearerExtIEs} } OPTIONAL,


...

}

E-RABs-ToBeAdded-ModReqItem-SCG-BearerExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

E-RABs-ToBeAdded-ModReqItem-Split-Bearer ::= SEQUENCE {


e-RAB-ID





E-RAB-ID,


e-RAB-Level-QoS-Parameters

E-RAB-Level-QoS-Parameters,


meNB-GTPtunnelEndpoint


GTPtunnelEndpoint















OPTIONAL,


iE-Extensions


ProtocolExtensionContainer { {E-RABs-ToBeAdded-ModReqItem-Split-BearerExtIEs} } OPTIONAL,


...

}

<<<<<<<<<<<<<<<<<<<< End of Changes  >>>>>>>>>>>>>>>>>>>>
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