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1 Introduction

In previous meetings some proposals for the WLAN-RAN interface architecture were submitted, see for instance [1, 2].

In this contribution we discuss the interface architecture choices for an interface that would serve the purpose as described in [3] Section 5.1.
2 
Discussion
An interface between 3GPP RAN and WLAN would allow the 3GPP RAN to efficiently collect useful information from the WLAN in order to have a better WLAN-3GPP RAT coordination. As reported in Section 5.1.2 of [3] some parameters currently considered to be provided at the 3GPP RAN node are BSS Load, UE Average data rate, WLAN identifiers, et al.
RAN-WLAN interface endpoint
The interface between RAN and WLAN may be terminated at the eNB/RNC on the RAN side, and AC (Access Controller) or AP (Access Point) at the WLAN side. Some options for the interface endpoint definition have been captured in [1], section 2.2. Our view is that option 4 where the endpoint on the WLAN side is not formally defined is the most appropriate approach for creating the interface. The benefit of not specifying a new WLAN entity is that the process (of defining a new WLAN entity) would be laborious and is not strictly necessary. Rather, the requirements for the interface messages and behavior could be laid out. Then appropriate bodies in the WLAN community, such as the WFA, may (but does not have to) create certification programs for those requirements on a later stage.

Proposal 1: The interface shall be defined for the WLAN side as a set of requirements, rather than a new WLAN entity.

Also as discussed in [1], the endpoint at the WLAN side may be a WLAN AP, or a WLAN AC. The interface should be designed to support both. This can be for instance achieved by providing an appropriate set of functions (primitives) for the interface.

Proposal 2: The interface should support interfacing directly to an AP or indirectly through an AC.
Interface protocol stack considerations

A potential interface’s protocol stack is shown in Figure 1 below (similarly to Figure 2 from [1]). As suggested in [3], a possible interface name could be XW. An appropriate name for the high-layer application part could be WLAP (WLAN Application Part).
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Figure 1: protocol stack for the RAN WLAN interface
WLAP will define the functions to implement the use case of WLAN information retrieval. Those functions may be for instance commands that configure periodic or triggered measurement reports in the WLAN side, and another function that carry the measurement reports. 
The transport layer provides, as the name says, the transport for the WLAP functions. There are several candidates for the transport layer:

1. SCTP (IETF Stream Control Transmission Protocol): this protocol has the advantage of being well established for 3GPP. SCTP has been specifically designed to carry signalling traffic, as is the intended use case. Other important features that SCTP offers include reliable transfer, non-head-of-line blocking (multi-streaming) and transport path redundancy (multi-homing).
2. TCP (IETF Transmission Control Protocol): A viable option for carrying WLAP commands as well. Its main drawback is head-of-blocking and missing transport path redundancy.

3. UDP (IETF User Data Protocol): unacknowledged transmission at the transport layer could be considered for instance for measurement report of very limited lifetime. Rather than ensuring at the transport layer that reports are delivered, the WLAP or higher layer application would handle the missing reports in appropriate fashion. However, even for information exchange some commands such as configuring a measurement should be acknowledged. Implementing the desired degree of reliability on top of UDP may easily lead to duplicating functionality already present in SCTP.

The most suitable transport layer protocol for the purpose of information exchange appears to be SCTP: it is already successfully being used to transport S1AP and X2AP and it would be suitable also for other use cases such as OAM or support of WLAN tight integration which are outside the scope of the SI. We further note that SCTP is known outside the 3GPP world, and is available for instance in Linux distributions.
Proposal 3: The transport layer protocol of the new interface carrying WLAP (upper layer C-Plane) shall be SCTP.
3 
Summary
In this contribution we discussed various interface architecture design choices. It is proposed to agree the following: 
Proposal 1: The interface shall be defined for the WLAN side as a set of requirements, rather than a new WLAN entity.

Proposal 2: The interface should support interfacing directly to an AP or indirectly through an AC.

Proposal 3: The transport layer protocol of the new interface carrying WLAP (upper layer C-Plane) shall be SCTP.
Proposal 4: Agree on the text proposal below.

4 Text proposal
BEGINNING OF TEXT PROPOSAL
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6.2
Issue 2: 3GPP-WLAN Interworking
6.2.1
Descriptions
6.2.2
Solutions
6.2.2.1
Solution 1: 3GPP-WLAN interface
An interface between 3GPP RAN and WLAN would allow the 3GPP RAN to efficiently collect useful information from the WLAN in order to have a better WLAN-3GPP RAT coordination. As reported in Section 5.1.2 some parameters currently considered to be provided at the 3GPP RAN node are BSS Load, UE Average data rate, WLAN identifiers, et al.
6.2.2.1.1
Interface Endpoint
The interface between RAN and WLAN may be terminated at the eNB on the RAN side, and AC (Access Controller) or AP (Access Point) at the WLAN side. Some options for the interface endpoint definition have been captured in [xx], section 2.2. The benefit of not specifying a new WLAN entity (defined as option 4 of [xx]) is that the process (of defining a new WLAN entity) would be laborious and is not strictly necessary. Rather, the requirements for the interface messages and behavior could be laid out. Then appropriate bodies in the WLAN community, such as the WFA, may (but does not have to) create certification programs for those requirements on a later stage.

Also as discussed in [xx], the endpoint at the WLAN side may be a WLAN AP, or a WLAN AC. The interface should be designed to support both. This can be for instance achieved by providing an appropriate set of functions (primitives) for the interface.

6.2.2.1.2
Interface protocol stack considerations
A potential interface’s protocol stack is shown in Figure 1 below (similarly to Figure 2 from [xx]). As suggested in [yy], a possible interface name could be XW. An appropriate name for the high-layer application part could be WLAP (WLAN Application Part).
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Figure 1: protocol stack for the RAN WLAN interface

WLAP will define the functions to implement the use case of WLAN information retrieval. Those functions may be for instance commands that configure periodic or triggered measurement reports in the WLAN side, and another function that carry the measurement reports. 

The transport layer provides, as the name says, the transport for the WLAP functions. There are several candidates for the transport layer:

1. SCTP (IETF Stream Control Transmission Protocol): this protocol has the advantage of being well established for eNB. SCTP has been specifically designed to carry signalling traffic, as is the intended use case. Other important features that SCTP offers include reliable transfer, non-head-of-line blocking (multi-streaming) and transport path redundancy (multi-homing).

2. TCP (IETF Transmission Control Protocol): A viable option for carrying WLAP commands as well. Its main drawback is head-of-blocking and missing transport path redundancy.

3. UDP (IETF User Data Protocol): unacknowledged transmission at the transport layer could be considered for instance for measurement report of very limited lifetime. Rather than ensuring at the transport layer that reports are delivered, the WLAP or higher layer application would handle the missing reports in appropriate fashion. However, even for information exchange some commands such as configuring a measurement should be acknowledged. Implementing the desired degree of reliability on top of UDP may easily lead to duplicating functionality already present in SCTP.

The most suitable transport layer protocol for the purpose of information exchange appears to be SCTP: it is already successfully being used to transport S1AP and X2AP and it would be suitable also for other use cases such as OAM or support of WLAN tight integration which are outside the scope of the SI. We further note that SCTP is known outside the 3GPP world, and is available for instance in Linux distributions
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