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1. Introduction 
This contribution discusses the case of normal and abnormal condition relevan to the ProSe Authorized IE that was agreed and included in the 36.413 CR and 36.423 CR, and proposes some text.
2. Discussion
2.1 Condition for authorization of the UE
S1AP Initial Context Setup procedure

As agreed in the RAN2 that there is a scenario that the eNB validates whether the UE is authorized for ProSe Direct Discovery in RRC_CONNECTED ([3] CR to 36.300). For this case, it would mean that when the UE is not authorized, the eNB shall not allow the UE to continue the Prose operation . 
While the assumption is that when the ProSe Authorized IE is not included in the INITIAL CONTEXT SETUP REQUEST message, it means the UE is “not authorized”, it is still not consistent because without the presence of the ProSe Authorized IE, it may mean that there is something wrong in the CN. So If MME has authorization status then it must inform the eNB,  otherwise the eNB will not have any information to verify if the UE is authorized or not. This will follow the same logic applies to CSG Membership Status IE handling. (For CSG case, the UE is anyway permitted to hybrid but presence of CSG Membership Status IE is to check MME error case).
The endoresed 36.413 CR for the the Prose in R3-142120 [1] does not have any text for the abnormal condition in the Initial Context Setup procedure,  and following the above study, it is therefore proposed to add  in the Abnormal Condition such as:

If the ProSe Authorized IE is not included in the INITIAL CONTEXT SETUP REQUEST message and the UE is requesting resources for ProSe Direct Communication/ Discovery, the eNB shall reject the procedure using the INITIAL CONTEXT SETUP FAILURE message.
Proposal 1: It is proposed to add the description of eNB behaviour in the Abnormal Condition when the ProSe Authorized IE is not present in the S1AP: INITIAL CONTEXT SETUP REQUEST message but the UE is requesting resources for ProSe Direct Communication/Discovery.

It needs to consider whether any behavior description for normal operation in the eNB is needed.  

Fom the above discussion of the abnormal condition for the S1AP: Initial Context Setup procedure, the eNB needs to check if the UE is requesting the ProSe relevant resources when executes the Initial Context Setup procedure. On the other case, if the UE is not requesting any ProSe relevan resources when executes the Initial Context Setup procedure, the eNB just simply memorize the ProSe Authorization information.  Since we will have the abnormal condition, in contrast, it will be naturally to have text in normal operation. It is therefore proposed to add text when the eNB receive the S1AP: INITIAL CONTEXT SETUP REQUEST message such as:

If the ProSe Authorized IE is contained in the INITIAL CONTEXT SETUP REQUEST message and includes one or more IEs set to “authorized”, the eNB shall, if supported, consider that the UE is authorized for the relevant ProSe service (s).
proposal 2: It is proposed to add in the description of eNB behaviour in the Normal Operation when the ProSe Authorized IE is included in the S1AP: INITIAL CONTEXT SETUP REQUEST message. 
S1AP Handover Resource Allocation procedure

There is another question whether any abnormal condition will be needed for the Handover case. If the UE is not authorized for the relevant ProSe services, the source eNB simply does not configure any ProSe relevant resource to the UE, it is therefore considered that whenever the source eNB provides to the target eNB the ProSe relevant configuration that was configured to the UE, it means that the UE is “authorized” which is that the ProSe Authorized IE shall be included in the HANDOVER REQUEST message. 
However, from the protocol handling point of view, it still can have a case that in the RRC Container the source eNB provides to the target eNB ProSe relevant configuration that is configured to the UE, but there is no ProSe Authorized IE present in the HANDOVER REQUEST message, this will be an abnormal condition.  Another case may be that, before the handover the UE was authorized but the UE subscription situation is changed from authorized to unauthorized just before the handover, and the ProSe relevant configuration is included in the RRC Container, this will be also an abnormal condition.
The assumption is that when the ProSe Authorized IE is not included in the HANDOVER REQUEST message, it means the UE is “not authorized”, it is therefore proposed to add  in the Abnormal Condition such as:

If the target eNB does not receive the ProSe Authorized IE but receive ProSe Direct Communication/ Discovery relevant information in the RRC Container IE in the HANDOVER REQUEST message, the target eNB shall send HANDOVER FAILURE message to the MME with an approriate cause value. 
Proposal3: It is proposed to add in the description of eNB behaviour in the Abnormal Condition when the ProSe Authorized IE is not present in the S1AP: HANDOVER REQUEST message but the ProSe Direct Communication/Discovery relevant information is received in RRC Container IE.  
X2AP HandoverPreparation procedure

The similar case of the S1 Handover will happen to the X2AP Handover, i.e. the assumption is that when the ProSe Authorized IE is not included in the X2AP: HANDOVER REQUEST message, it means the UE is “not authorized”, it is therefore proposed to add  in the Abnormal Condition such as:

If the target eNB does not receive the ProSe Authorized IE but receive ProSe Direct Communication/ Discovery relevant information in the RRC Container IE in the HANDOVER REQUEST message, the target eNB shall send HANDOVER PREPARATION FAILURE message to the source eNB with an approriate cause value. 

Proposal 4: It is proposed to add in the description of eNB behaviour in the Abnormal Condition when the ProSe Authorized IE is not present in the X2AP: HANDOVER REQUEST message but the ProSe Direct Communication/Discovery relevant information is received RRC Container IE.  
S1AP Path Switch Request procedure

The purpose of indicating ProSe Authorized IE in the PATH SWITCH REQUEST ACKNOWLEDGE message is same as that in INITIAL CONTEXT SETUP REQUEST message i.e. to provide the eNB the prose authorization information. Similar assumption that when ProSe Authorized IE is not present, it means the UE is not authorized for the ProSe. 
Therefore when the target eNB receive ProSe Direct Communication/ Discovery relevant information in the RRC Container IE of X2 HANDOVER REQUEST message, but does not receive the ProSe Authorized IE in the PATH SWITCH REQUEST ACKNOWLEDGE message, it will then be an abnormal condition. Therefore it is proposed to add in the Abnormal Condition such as:
If the target eNB does not receive the ProSe Authorized IE in the PATH SWITCH REQUEST ACKNOWLEDGE message but has previously stored ProSe Direct Communication/ Discovery relevant information the target eNB consider the procedure as unsuccessfully terminated and initiate local error handling. 
Proposal 5: It is proposed to add in the description of eNB behaviour in the Abnormal Condition when the ProSe Authorized IE is not present in the S1AP: PATH SWITCH REQUEST ACKNOWLEDGE message but has previously stored the ProSe Direct Communication/Discovery relevant information which was received from source eNB in X2AP HANDOVER REQUEST message. 
3. Conclusion and proposal

This contribution discussed the condition of handling when the ProSe Aithorized IE is received and not receiver.
Proposal 1: It is proposed to add the description of eNB behaviour in the Abnormal Condition when the ProSe Authorized IE is not present in the S1AP: INITIAL CONTEXT SETUP REQUEST message but the UE is requesting resources for ProSe Direct Communication/Discovery.

proposal 2: It is proposed to add in the description of eNB behaviour in the Normal Operation when the ProSe Authorized IE is included in the S1AP: INITIAL CONTEXT SETUP REQUEST message. 
Proposal3: It is proposed to add in the description of eNB behaviour in the Abnormal Condition when the ProSe Authorized IE is not present in the S1AP: HANDOVER REQUEST message but the ProSe Direct Communication/Discovery relevant information is received in RRC Container IE.  
Proposal 4: It is proposed to add in the description of eNB behaviour in the Abnormal Condition when the ProSe Authorized IE is not present in the X2AP: HANDOVER REQUEST message but the ProSe Direct Communication/Discovery relevant information is received RRC Container IE.  
Proposal 5: It is proposed to add in the description of eNB behaviour in the Abnormal Condition when the ProSe Authorized IE is not present in the S1AP: PATH SWITCH REQUEST ACKNOWLEDGE message but has previously stored the ProSe Direct Communication/Discovery relevant information which was received from source eNB in X2AP HANDOVER REQUEST message. 
References:
[1] R3-142120 Endorsed CR of 36.413 “ProSe UE Authorization in S1AP”
[2] R3-142121 Endorsed CR of 36.423 “ProSe authorized indication”
[3] R2-145417 Endorsed CR of 36.300 “Introduction of ProSe”
[4] R2-145302 Endorsed CR of 36.331 “Introduction of ProSe”
4. Text Proposal for 36.413 (base on R3-142120)
(The proposed text from this contribution is marked with yellow)
8.3.1
Initial Context Setup
8.3.1.1
General
The purpose of the Initial Context Setup procedure is to establish the necessary overall initial UE Context including E-RAB context, the Security Key, Handover Restriction List, UE Radio capability and UE Security Capabilities etc. The procedure uses UE-associated signalling.

8.3.1.2
Successful Operation
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Figure 8.3.1.2-1: Initial Context Setup procedure. Successful operation.

In case of the establishment of an E-RAB the EPC must be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received by the MME. If no UE-associated logical S1-connection exists, the UE-associated logical S1-connection shall be established at reception of the INITIAL CONTEXT SETUP REQUEST message.

The INITIAL CONTEXT SETUP REQUEST message shall contain within the E-RAB to be Setup List IE the information required by the eNB to build the new E-RAB configuration consisting of at least one additional E-RAB. 

The E-RAB to be Setup Item IE may contain:

-
the NAS-PDU IE,

· the Correlation ID IE in case of LIPA operation,

· the SIPTO Correlation ID IE in case of SIPTO@LN operation.

The INITIAL CONTEXT SETUP REQUEST message may contain

-
the Trace Activation IE.

-
the Handover Restriction List IE, which may contain roaming or access restrictions.

-
the UE Radio Capability IE.

-
the Subscriber Profile ID for RAT/Frequency priority IE.
-
the CS Fallback Indicator IE.

-
the SRVCC Operation Possible IE.

-
the CSG Membership Status IE.

-
the Registered LAI IE.

-
the GUMMEI IE, which indicates the MME serving the UE, and shall only be present according to subclauses 4.6.2 and 4.7.6.6 of TS 36.300 [14].

-
the MME UE S1AP ID 2 IE, which indicates the MME UE S1AP ID assigned by the MME, and shall only be present according to subclause 4.6.2 of TS 36.300 [14]. 

-
the Management Based MDT Allowed IE.

-
the Management Based MDT PLMN List IE.

-
the Additional CS Fallback Indicator IE.

-
the Masked IMEISV IE.
-
the Expected UE Behaviour IE.
-
the ProSe Authorized IE.
The INITIAL CONTEXT SETUP REQUEST message shall contain the Subscriber Profile ID for RAT/Frequency priority IE, if available in the MME.

If the Correlation ID IE is included in the INITIAL CONTEXT SETUP REQUEST message towards the eNB with L-GW function for LIPA operation, then the eNB shall use this information for LIPA operation for the concerned E-RAB.

If the SIPTO Correlation ID IE is included in the INITIAL CONTEXT SETUP REQUEST message towards the eNB with L-GW function for SIPTO@LN operation, then the eNB shall use this information for SIPTO@LN operation for the concerned E-RAB.

If the Masked IMEISV IE is contained in the INITIAL CONTEXT SETUP REQUEST the target eNB shall, if supported, use it to determine the characteristics of the UE for subsequent handling.
If the Expected UE Behaviour IE is included in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall, if supported, store this information and may use it to determine the RRC connection time.
Upon receipt of the INITIAL CONTEXT SETUP REQUEST message the eNB shall
-
attempt to execute the requested E-RAB configuration.

-
store the UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE.

-
pass the value contained in the E-RAB ID IE and the NAS-PDU IE received for the E-RAB for each established Data radio bearer to the radio interface protocol. The eNB shall not send the NAS PDUs associated to the failed Data radio bearers to the UE.
-
store the received Handover Restriction List in the UE context.

-
store the received UE Radio Capability in the UE context.

-
store the received Subscriber Profile ID for RAT/Frequency priority in the UE context and use it as defined in TS 36.300 [14].

-
store the received SRVCC Operation Possible in the UE context and use it as defined in TS 23.216 [9].
-
store the received UE Security Capabilities in the UE context.

-
store the received Security Key in the UE context, take it into use and associate it with the initial value of NCC as defined in TS 33.401 [15].

-
store the received CSG Membership Status, if supported, in the UE context.

-
store the received Management Based MDT Allowed information, if supported, in the UE context.

-
store the received Management Based MDT PLMN List information, if supported, in the UE context.
 -
store the received ProSe Authorization information, if supported, in the UE context.
For the Initial Context Setup an initial value for the Next Hop Chaining Count is stored in the UE context.
The allocation of resources according to the values of the Allocation and Retention Priority IE shall follow the principles described for the E-RAB Setup procedure.
The eNB shall use the information in the Handover Restriction List IE if present in the INITIAL CONTEXT SETUP REQUEST message to determine a target for subsequent mobility action for which the eNB provides information about the target of the mobility action towards the UE, except if the CS Fallback Indicator IE is set to “CS Fallback High Priority” and the Additional CS Fallback Indicator IE is not present in which case the eNB may use the information in the Handover Restriction List IE. If the Handover Restriction List IE is not contained in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall consider that no roaming and no access restriction apply to the UE. The eNB shall also consider that no roaming and no access restriction apply to the UE when:

-
one of the setup E-RABs has a particular ARP value (TS 23.401 [11]);

-
the CS Fallback Indicator IE is set to “CS Fallback High Priority” and the Additional CS Fallback Indicator IE is not present and, in case the Handover Restriction List IE is applied, no suitable target is found, in which case it shall process according to TS 23.272 [17];

-
the CS Fallback Indicator IE is set to “CS Fallback High Priority” and the Additional CS Fallback Indicator IE is set to “no restriction”, in which case it shall process according to TS 23.272 [17].

If the Trace Activation IE is included in the INITIAL CONTEXT SETUP REQUEST message then eNB shall, if supported, initiate the requested trace function as described in TS 32.422 [10]. In particular, the eNB shall, if supported:

-
if the Trace Activation IE does not include the MDT Configuration IE, initiate the requested trace session as described in TS 32.422 [10];

-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT and Trace”, initiate the requested trace session and MDT session as described in TS 32.422 [10];

-
if the Trace Activation IE includes the MDT Activation IE ,within the MDT Configuration IE, set to “Immediate MDT Only”, “Logged MDT only” or “Logged MBMS MDT”, initiate the requested MDT session as described in TS 32.422 [10] and the eNB shall ignore Interfaces To Trace IE, and Trace Depth IE.

-
if the Trace Activation IE includes the MDT Location Information IE, within the MDT Configuration IE, store this information and take it into account in the requested MDT session.

-
if the Trace Activation IE includes the Signalling based MDT PLMN List IE, within the MDT Configuration IE, the eNB may use it to propagate the MDT Configuration as described in TS 37.320 [31].
-
if the Trace Activation IE includes the MBMS-ResultToLog IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].

-
if the Trace Activation IE includes the MBSFN-AreaId IE in the MBMS-ResultToLog IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].
If the CS Fallback Indicator IE is included in the INITIAL CONTEXT SETUP REQUEST message, it indicates that the UE Context to be set-up is subject to CS Fallback. The eNB shall reply with the INITIAL CONTEXT SETUP RESPONSE message and then act as defined in TS 23.272 [17].
If the Registered LAI IE is included in the INITIAL CONTEXT SETUP REQUEST message, it indicates that the eNB may take the Registered LAI IE into account when selecting the target cell or frequency and then act as defined in TS 23.272 [17].
If the UE Security Capabilities IE included in the INITIAL CONTEXT SETUP REQUEST message only contains the EIA0 algorithm as defined in TS 33.401 [15] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB (TS 33.401 [15]), the eNB shall take it into use and ignore the keys received in the Security Key IE.
If the GUMMEI IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall, if supported, store this information in the UE context and use it for subsequent X2 handovers.

If the MME UE S1AP ID 2 IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall, if supported, store this information in the UE context and use it for subsequent X2 handovers.

If the Management Based MDT Allowed IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall use it, if supported, together with information in the Management Based MDT PLMN List IE, if available in the UE context, to allow subsequent selection of the UE for management based MDT defined in TS 32.422 [10].
If the ProSe Authorized IE is contained in the INITIAL CONTEXT SETUP REQUEST message and includes one or more IEs set to “authorized”, the eNB shall, if supported, consider that the UE is authorized for the relevant ProSe service (s).
The eNB shall report to the MME, in the INITIAL CONTEXT SETUP RESPONSE message, the successful establishment of the security procedures with the UE, and, the result for all the requested E-RABs in the following way:

-
A list of E-RABs which are successfully established shall be included in the E-RAB Setup List IE

-
A list of E-RABs which failed to be established shall be included in the E-RAB Failed to Setup List IE.
When the eNB reports the unsuccessful establishment of an E-RAB, the cause value should be precise enough to enable the MME to know the reason for the unsuccessful establishment, e.g., “Radio resources not available”, “Failure in the Radio Interface Procedure”.

After sending the INITIAL CONTEXT SETUP RESPONSE message, the procedure is terminated in the eNB.
8.3.1.3
Unsuccessful Operation
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Figure 8.3.1.3-1: Initial Context Setup procedure. Unsuccessful operation.

If the eNB is not able to establish an S1 UE context, or cannot even establish one non GBR bearer it shall consider the procedure as failed and reply with the INITIAL CONTEXT SETUP FAILURE message.

8.3.1.4
Abnormal Conditions

If the eNB receives an INITIAL CONTEXT SETUP REQUEST message containing a E-RAB Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer (as defined in TS 23.203 [13]), and which does not contain the GBR QoS Information IE, the eNB shall consider the establishment of the corresponding E-RAB as failed. 

If the eNB receives an INITIAL CONTEXT SETUP REQUEST message containing several E-RAB ID IEs (in the E-RAB to Be Setup List IE) set to the same value, the eNB shall consider the establishment of the corresponding E-RABs as failed.
If the supported algorithms for encryption defined in the Encryption Algorithms IE in the UE Security Capabilities IE, plus the mandated support of EEA0 in all UEs (TS 33.401 [15]), do not match any allowed algorithms defined in the configured list of allowed encryption algorithms in the eNB (TS 33.401 [15]), the eNB shall reject the procedure using the INITIAL CONTEXT SETUP FAILURE message.

If the supported algorithms for integrity defined in the Integrity Protection Algorithms IE in the UE Security Capabilities IE, plus the mandated support of the EIA0 algorithm in all UEs (TS 33.401 [15]), do not match any allowed algorithms defined in the configured list of allowed integrity protection algorithms in the eNB (TS 33.401 [15]), the eNB shall reject the procedure using the INITIAL CONTEXT SETUP FAILURE message.

If the CSG Membership Status IE is not included in the INITIAL CONTEXT SETUP REQUEST message and the cell accessed by the UE is a hybrid cell, the eNB shall reject the procedure using the INITIAL CONTEXT SETUP FAILURE message.

If the eNB receives an INITIAL CONTEXT SETUP REQUEST message containing both the Correlation ID and the SIPTO Correlation ID IEs for the same E-RAB, the eNB shall consider the establishment of the corresponding E-RAB as failed.
If the ProSe Authorized IE is not included in the INITIAL CONTEXT SETUP REQUEST message and the UE is requesting resources for ProSe Direct Communication/ Discovery, the eNB shall reject the procedure using the INITIAL CONTEXT SETUP FAILURE message.
NEXT CHANGE
8.3.4
UE Context Modification
8.3.4.1
General
The purpose of the UE Context Modification procedure is to partly modify the established UE Context, e.g., with the Security Key or the Subscriber Profile ID for RAT/Frequency priority. The procedure uses UE-associated signalling.

8.3.4.2
Successful Operation
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Figure 8.3.4.2-1: UE Context Modification procedure. Successful operation.

The UE CONTEXT MODIFICATION REQUEST message may contain.

-
the Security Key IE.
-
the Subscriber Profile ID for RAT/Frequency priority IE.
-
the UE Aggregate Maximum Bit Rate IE.

-
the CS Fallback Indicator IE.

-
the UE Security Capabilities IE. 

-
the CSG Membership Status IE.

-
the Registered LAI IE.

-
the Additional CS Fallback Indicator IE.
-
the ProSe Authorized IE.
Upon receipt of the UE CONTEXT MODIFICATION REQUEST message the eNB shall
-
store the received Security Key IE, take it into use and associate it with the initial value of NCC as defined in TS 33.401 [15]

-
store the UE Security Capabilities IE and take them into use together with the received keys according to TS 33.401 [15].

-
store the Subscriber Profile ID for RAT/Frequency priority IE and use it as defined in TS 36.300 [14].

If the UE Aggregate Maximum Bit Rate IE is included in the UE CONTEXT MODIFICATION REQUEST message the eNB shall:
-
replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context;

· use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE.

If the CSG Membership Status IE is received in the UE CONTEXT MODIFICATION REQUEST message, the eNB shall take the following action:

-
If the cell that serves the UE is a hybrid cell, the eNB shall store the value contained in the CSG Membership Status IE and replace any previously stored membership status value by this new one. It shall then use it as defined in TS 36.300 [14].

-
If the cell that serves the UE is a CSG cell, and the CSG Membership Status IE is set to “not-member”, the eNB should initiate actions to ensure that the UE is no longer served by the CSG cell as defined in TS 36.300 [14]. 

If the UE Aggregate Maximum Bit Rate IE is not contained in the UE CONTEXT MODIFICATION REQUEST message, the eNB shall use the previously provided UE Aggregate Maximum Bit Rate which is stored in the UE context. 
If the CS Fallback Indicator IE is included in the UE CONTEXT MODIFICATION REQUEST message, it indicates that the concerned UE Context is subject to CS Fallback. The eNB shall reply with the UE CONTEXT MODIFICATION RESPONSE message and then act as defined in TS 23.272 [17]. If the CS Fallback Indicator IE is set to “CS Fallback High Priority” and the Additional CS Fallback Indicator IE is not present and, in case the Handover Restriction List information that may exist in the UE context is applied, no suitable target is found, or if the CS Fallback Indicator IE is set to “CS Fallback High Priority” and the Additional CS Fallback Indicator IE is set to “no restriction”, the eNB shall consider that no roaming and no access restriction apply to the UE and process according to TS 23.272 [17].
If the Registered LAI IE is included in the UE CONTEXT MODIFICATION REQUEST message, it indicates that the eNB may take the Registered LAI IE into account when selecting the target cell or frequency and then act as defined in TS 23.272 [17]. 
If the ProSe Authorized IE is contained in the UE CONTEXT MODIFICATION REQUEST message, the eNB shall, if supported, update its ProSe authorization information for the UE accordingly. If the ProSe Authorized IE includes one or more IEs set to “not authorized”, the eNB shall, if supported, initiate actions to ensure that the UE is no longer accessing the relevant ProSe service(s).
The eNB shall report, in the UE CONTEXT MODIFICATION RESPONSE message to the MME the successful update of the UE context.

After sending the UE CONTEXT MODIFICATION RESPONSE message, the procedure is terminated in the eNB.

NEXT CHANGE
8.4.2
Handover Resource Allocation

8.4.2.1
General

The purpose of the Handover Resource Allocation procedure is to reserve resources at the target eNB for the handover of a UE.

8.4.2.2
Successful Operation
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Figure 8.4.2.2-1: Handover resource allocation: successful operation

The MME initiates the procedure by sending the HANDOVER REQUEST message to the target eNB. The HANDOVER REQUEST message may contain the Handover Restriction List IE, which contains roaming or access restrictions.

If the Handover Restriction List IE is contained in the HANDOVER REQUEST message, the target eNB shall store this information in the UE context. This information shall however not be considered whenever one of the handed over E-RABs has a particular ARP value (TS 23.401 [11]).

The target eNB shall use the information in Handover Restriction List IE if present in the HANDOVER REQUEST message to determine a target for subsequent mobility action for which the eNB provides information about the target of the mobility action towards the UE. If the Handover Restriction List IE is not contained in the HANDOVER REQUEST message, the target eNB shall consider that no roaming and no access restriction apply to the UE.

Upon reception of the HANDOVER REQUEST message the eNB shall store the received UE Security Capabilities IE in the UE context and use it to prepare the configuration of the AS security relation with the UE.

If the SRVCC Operation Possible IE is included in the HANDOVER REQUEST message, the target eNB shall store the content of the received SRVCC Operation Possible IE in the UE context and, if supported, use it as defined in TS 23.216 [9].
Upon reception of the HANDOVER REQUEST message the eNB shall store the received Security Context IE in the UE context and the eNB shall use it to derive the security configuration as specified in TS 33.401 [15].

If the Trace Activation IE is included in the HANDOVER REQUEST message, the target eNB shall if supported, initiate the requested trace function as described in TS 32.422 [10]. In particular, the eNB shall, if supported:

-
if the Trace Activation IE does not include the MDT Configuration IE, initiate the requested trace session as described in TS 32.422 [10];

-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT and Trace”, initiate the requested trace session and MDT session as described in TS 32.422 [10];

-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT Only”, “Logged MDT only” or “Logged MBMS MDT”, initiate the requested MDT session as described in TS 32.422 [10] and the target eNB shall ignore Interfaces To Trace IE, and Trace Depth IE.

-
if the Trace Activation IE includes the MDT Location Information IE, within the MDT Configuration IE, store this information and take it into account in the requested MDT session.

-
if the Trace Activation IE includes the Signalling based MDT PLMN List IE, within the MDT Configuration IE, the eNB may use it to propagate the MDT Configuration as described in TS 37.320 [31].
-
if the Trace Activation IE includes the MBMS-ResultToLog IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].

-
if the Trace Activation IE includes the MBSFN-AreaId IE in the MBMS-ResultToLog IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].
If the CSG Id IE is received in the HANDOVER REQUEST message, the eNB shall compare the received value with the CSG Id broadcast by the target cell.

If the CSG Membership Status IE is received in the HANDOVER REQUEST message and the CSG Membership Status is set to “member”, the eNB may provide the QoS to the UE as for member provided that the CSG Id received in the HANDOVER REQUEST messages corresponds to the CSG Id broadcast by the target cell.

If the CSG Membership Status IE and the CSG Id IE are received in the HANDOVER REQUEST message and the CSG Id does not correspond to the CSG Id broadcast by the target cell, the eNB may provide the QoS to the UE as for a non member and shall send back in the HANDOVER REQUEST ACKNOWLEDGE message the actual CSG Id broadcast by the target cell.

If the target cell is CSG cell or hybrid cell, the target eNB shall include the CSG ID IE in the HANDOVER REQUEST ACKNOWLEDGE message.

If the target eNB receives the CSG Id IE and the CSG Membership Status IE is set to “non member” in the HANDOVER REQUEST message and the target cell is a closed cell and at least one of the E-RABs has a particular ARP value (see TS 23.401 [11]), the eNB shall send back the HANDOVER REQUEST ACKNOWLEDGE message to the MME accepting those E-RABs and failing the other E-RABs.

If the Subscriber Profile ID for RAT/Frequency priority IE is contained in the Source eNB to Target eNB Transparent Container IE, the target eNB shall store the content of the received Subscriber Profile ID for RAT/Frequency priority IE in the UE context and use it as defined in TS 36.300 [14].

Upon reception of the UE History Information IE, which is included within the Source eNB to Target eNB Transparent Container IE in the HANDOVER REQUEST message, the target eNB shall collect the information defined as mandatory in the UE History Information IE and shall, if supported, collect the information defined as optional in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.
Upon reception of the UE History Information from the UE IE , which is included within the Source eNB to Target eNB Transparent Container IE in the HANDOVER REQUEST message, the target eNB shall, if supported, store the collected information, to be used for future handover preparations.
If the Mobility Information IE is included within the Source eNB to Target eNB Transparent Container IE in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information and use it as defined in TS 36.300 [14].
If the Expected UE Behaviour IE is included in the HANDOVER REQUEST message, the eNB shall, if supported, store this information and may use it to determine the RRC connection time.
After all necessary resources for the admitted E-RABs have been allocated, the target eNB shall generate the HANDOVER REQUEST ACKNOWLEDGE message. The target eNB shall include in the E-RABs Admitted List IE the E-RABs for which resources have been prepared at the target cell. The E-RABs that have not been admitted in the target cell, if any, shall be included in the E-RABs Failed to Setup List IE.

If the HANDOVER REQUEST message contains the Data Forwarding Not Possible IE associated with a given E-RAB within the E-RABs To Be Setup List IE set to “Data forwarding not possible”, then the target eNB may decide not to include the DL Transport Layer Address IE and the DL GTP-TEID IE and for intra LTE handover the UL Transport Layer Address IE and the UL GTP-TEID IE within the E-RABs Admitted List IE of the HANDOVER REQUEST ACKNOWLEDGE message for that E-RAB.

For each bearer that target eNB has decided to admit and for which DL forwarding IE is set to “DL forwarding proposed”, the target eNB may include the DL GTP-TEID IE and the DL Transport Layer Address IE within the E-RABs Admitted List IE of the HANDOVER REQUEST ACKNOWLEDGE message indicating that it accepts the proposed forwarding of downlink data for this bearer.

If the HANDOVER REQUEST ACKNOWLEDGE message contains the UL GTP-TEID IE and the UL Transport Layer Address IE for a given bearer in the E-RABs Admitted List IE, then it means the target eNB has requested the forwarding of uplink data for this given bearer.

If the Request Type IE is included in the HANDOVER REQUEST message, then the target eNB should perform the requested location reporting functionality for the UE as described in subclause 8.11.

If the UE Security Capabilities IE included in the HANDOVER REQUEST message only contains the EIA0 algorithm as defined in TS 33.401 [15] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB (TS 33.401 [15]), the eNB shall take it into use and ignore the keys received in the Security Context IE.

The GUMMEI IE shall only be contained in the HANDOVER REQUEST message according to subclauses 4.6.2 and 4.7.6.6 of TS 36.300 [14]. If the GUMMEI IE is present, the target eNB shall store this information in the UE context and use it for subsequent X2 handovers.

The MME UE S1AP ID 2 IE shall only be contained in the HANDOVER REQUEST message according to subclause 4.6.2 of TS 36.300 [14].If the MME UE S1AP ID 2 IE is present, the target eNB shall store this information in the UE context and use it for subsequent X2 handovers.

If the Management Based MDT Allowed IE only or the Management Based MDT Allowed IE and the Management Based MDT PLMN List IE is contained in the HANDOVER REQUEST message, the target eNB shall, if supported, store the received information in the UE context, and use this information to allow subsequent selections of the UE for management based MDT defined in TS 32.422 [10].

If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target eNB shall, if supported, use it to determine the characteristics of the UE for subsequent handling.
If the ProSe Authorized IE is contained in the HANDOVER REQUEST message and it contains one or more IEs set to “authorized”, the eNB shall, if supported, consider that the UE is authorized for the relevant ProSe service(s).
8.4.2.3
Unsuccessful Operation


[image: image5.emf] 

HANDOVER  REQUEST  

MME  

HANDOVER   FAILURE  

target  eN B  


Figure 8.4.2.3-1: Handover resource allocation: unsuccessful operation

If the target eNB does not admit at least one non-GBR E-RAB, or a failure occurs during the Handover Preparation, it shall send the HANDOVER FAILURE message to the MME with an appropriate cause value.

If the target eNB does not receive the CSG Membership Status IE but does receive the CSG Id IE in the HANDOVER REQUEST message and the CSG Id does not correspond to the CSG Id of the target cell, the target eNB shall send the HANDOVER FAILURE message to the MME with an appropriate cause value.

If the target eNB receives a HANDOVER REQUEST message containing RRC Container IE that does not include required information as specified in TS 36.331 [16], the target eNB shall send the HANDOVER FAILURE message to the MME.

8.4.2.4
Abnormal Conditions

If the target eNB receives a HANDOVER REQUEST message containing a E-RAB Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer (as defined in TS 23.203 [13]), and which does not contain the GBR QoS Information IE, the target eNB shall not admit the corresponding E-RAB.
If the target eNB receives a HANDOVER REQUEST message containing several E-RAB ID IEs (in the E-RABs To Be Setup List IE) set to the same value, the target eNB shall not admit the corresponding E-RABs.

If the Subscriber Profile ID for RAT/Frequency priority IE is not contained in the Source eNB to Target eNB Transparent Container IE whereas available in the source eNB, the target eNB shall trigger a local error handling.

NOTE:
It is assumed that the information needed to verify this condition is visible within the system, see subclause 4.1.

If the supported algorithms for encryption defined in the Encryption Algorithms IE in the UE Security Capabilities IE, plus the mandated support of EEA0 in all UEs (TS 33.401 [15]), do not match any allowed algorithms defined in the configured list of allowed encryption algorithms in the eNB (TS 33.401 [15]), the target eNB shall reject the procedure using the HANDOVER FAILURE message.

If the supported algorithms for integrity defined in the Integrity Protection Algorithms IE in the UE Security Capabilities IE, plus the mandated support of the EIA0 algorithm in all UEs (TS 33.401 [15]), do not match any allowed algorithms defined in the configured list of allowed integrity protection algorithms in the eNB (TS 33.401 [15]), the target eNB shall reject the procedure using the HANDOVER FAILURE message.

If the target eNB receives a HANDOVER REQUEST message which does not contain the Handover Restriction List IE, and the serving PLMN cannot be determined otherwise by the eNB, the target eNB shall reject the procedure using the HANDOVER FAILURE message.

If the target eNB receives a HANDOVER REQUEST message containing the Handover Restriction List IE, and the serving PLMN indicated is not supported by the target cell, the target eNB shall reject the procedure using the HANDOVER FAILURE message.
If the target eNB does not receive the ProSe Authorized IE but receive ProSe Direct Communication/ Discovery relevant information in the RRC Container IE in the HANDOVER REQUEST message, the target eNB shall send HANDOVER FAILURE message to the MME with an approriate cause value.
NEXT CHANGE
8.4.4
Path Switch Request

8.4.4.1
General

The purpose of the Path Switch Request procedure is to request the switch of a downlink GTP tunnel towards a new GTP tunnel endpoint.

8.4.4.2
Successful Operation
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Figure 8.4.4.2-1: Path switch request: successful operation

The eNB initiates the procedure by sending the PATH SWITCH REQUEST message to the MME.

If the ‎E-RAB To Be Switched in Downlink List IE in the PATH SWITCH REQUEST message does not include all E-RABs previously included in the UE Context, the MME shall consider the non included E-RABs as implicitly released by the eNB.

After all necessary updates including the UP path switch have been successfully completed in the EPC for at least one of the E-RABs included in the PATH SWITCH REQUEST E-RAB To Be Switched in Downlink List IE, the MME shall send the PATH SWITCH REQUEST ACKNOWLEDGE message to the eNB and the procedure ends. The UE-associated logical S1-connection shall be established at reception of the PATH SWITCH REQUEST ACKNOWLEDGE message.

In case the EPC failed to perform the UP path switch for at least one, but not all, of the E-RABs included in the PATH SWITCH REQUEST E-RAB To Be Switched in Downlink List IE, the MME shall include the E-RABs it failed to perform UP path switch in the PATH SWITCH REQUEST ACKNOWLEDGE E-RAB To Be Released List IE. In this case, the eNB shall release the corresponding data radio bearers, and the eNB shall regard the E-RABs indicated in the E-RAB To Be Released List IE as being fully released.

If the CSG Id IE and no Cell Access Mode IE are received in the PATH SWITCH REQUEST message, the MME shall use it in the core network as specified in TS 23.401 [11]. If the CSG Id IE and the Cell Access Mode IE set to “hybrid” are received in the PATH SWITCH REQUEST message, the MME shall decide the membership status of the UE and use it in the core network as specified in TS 23.401 [11]. If no CSG Id IE and no Cell Access Mode IE are received in the PATH SWITCH REQUEST message and the UE was previously either in a CSG cell or in a hybrid cell, the MME shall consider that the UE has moved into a cell that is neither a CSG cell nor a hybrid cell and use this as specified in TS 23.401 [11].

If the GUMMEI of the MME currently serving the UE is available at the eNB (see TS 36.300 [14]) the eNB shall include the Source MME GUMMEI IE within the PATH SWITCH REQUEST message.

Upon reception of the PATH SWITCH REQUEST ACKNOWLEDGE message the eNB shall store the received Security Context IE in the UE context and the eNB shall use it for the next X2 handover or Intra eNB handovers as specified in TS 33.401 [15].

The PATH SWITCH REQUEST ACKNOWLEDGE message may contain

-
the UE Aggregate Maximum Bit Rate IE.

-
the MME UE S1AP ID 2 IE, which indicates the MME UE S1AP ID assigned by the MME.

If the UE Aggregate Maximum Bit Rate IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message the eNB shall
· replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context; the eNB shall use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE. 
If the UE Aggregate Maximum Bit Rate IE is not contained in the PATH SWITCH REQUEST ACKNOWLEDGE message, the eNB shall use the previously provided UE Aggregate Maximum Bit Rate which is stored in the UE context.

In case the EPC decides to change the uplink termination point of the tunnels, it may include the E-RAB To Be Switched in Uplink List IE in the PATH SWITCH REQUEST ACKNOWLEDGE message to specify a new uplink transport layer address and uplink GTP-TEID for each respective E-RAB for which it wants to change the uplink tunnel termination point. 

When the eNB receives the PATH SWITCH REQUEST ACKNOWLEDGE message and if this message includes the E-RAB To Be Switched in Uplink List IE, the eNB shall start delivering the uplink packets of the concerned E-RABs to the new uplink tunnel endpoints as indicated in the message.

When the eNB receives the PATH SWITCH REQUEST ACKNOWLEDGE message including the CSG Membership Status IE, and if the cell that serves the UE is a hybrid cell, the eNB shall use it as defined in TS 36.300 [14].

If the MME UE S1AP ID 2 IE is contained in the PATH SWITCH REQUEST ACKNOWLEDGE message, the eNB shall store this information in the UE context and use it for subsequent X2 handovers.

If the Tunnel Information for BBF IE is received in the PATH SWITCH REQUEST message, the MME shall, if supported, use it in the core network as specified in TS 23.139 [37].

If the LHN ID IE is included in the PATH SWITCH REQUEST message, the MME shall, if supported, use it as specified in TS 23.401 [11].
If the ProSe Authorized IE is contained in the PATH SWITCH REQUEST ACKNOWLEDGE message, the eNB shall, if supported, update its ProSe authorization information for the UE accordingly. If the ProSe Authorized IE includes one or more IEs set to “not authorized”, the eNB shall, if supported, initiate actions to ensure that the UE is no longer accessing the relevant ProSe service(s).
8.4.4.3
Unsuccessful Operation
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Figure 8.4.4.3-1: Path switch request: unsuccessful operation

If the EPC fails to switch the downlink GTP tunnel endpoint towards a new GTP tunnel endpoint for all E-RABs included in the E-RAB To Be Switched in Downlink List IE during the execution of the Path Switch Request procedure, the MME shall send the PATH SWITCH REQUEST FAILURE message to the eNB with an appropriate cause value. In this case, the eNB should decide its subsequent actions and the MME should behave as described in TS 23.401 [11].
8.4.4.4
Abnormal Conditions

If the MME receives a PATH SWITCH REQUEST message containing several E-RAB ID IEs (in the E-RAB To Be Switched in Downlink List IE) set to the same value, the MME shall send the PATH SWITCH REQUEST FAILURE message to the eNB.

If the MME receives a PATH SWITCH REQUEST message without the CSG Membership Status IE, and the cell accessed by the UE is a hybrid cell with a different CSG from the source cell or the source cell does not have a CSG ID, the MME shall send the PATH SWITCH REQUEST FAILURE message to the eNB.

If the CSG Membership Status IE is not included in the PATH SWITCH REQUEST ACKNOWLEDGE message and the cell accessed by the UE is a hybrid cell with a different CSG from the source cell or the source cell does not have a CSG ID, the eNB shall consider the procedure as unsuccessfully terminated and initiate local error handling.
If the target eNB does not receive the ProSe Authorized IE in the PATH SWITCH REQUEST ACKNOWLEDGE message but has previously stored ProSe Direct Communication/ Discovery relevant information the target eNB consider the procedure as unsuccessfully terminated and initiate local error handling.
4. Text Proposal for 36.423 (base on R3-142121)
(The proposed text from this contribution is marked with yellow)
8.2.1
Handover Preparation

8.2.1.1
General

This procedure is used to establish necessary resources in an eNB for an incoming handover.

The procedure uses UE-associated signalling.

8.2.1.2
Successful Operation
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Figure 8.2.1.2-1: Handover Preparation, successful operation

The source eNB initiates the procedure by sending the HANDOVER REQUEST message to the target eNB. When the source eNB sends the HANDOVER REQUEST message, it shall start the timer TRELOCprep. 

The allocation of resources according to the values of the Allocation and Retention Priority IE included in the E-RAB Level QoS Parameters IE shall follow the principles described for the E-RAB Setup procedure in TS 36.413 [4].
The source eNB may include in the GUMMEI IE any GUMMEI corresponding to the source MME node.

If at least one of the requested non-GBR E-RABs is admitted to the cell indicated by the Target Cell ID IE, the target eNB shall reserve necessary resources, and send the HANDOVER REQUEST ACKNOWLEDGE message back to the source eNB. The target eNB shall include the E-RABs for which resources have been prepared at the target cell in the E-RABs Admitted List IE. The target eNB shall include the E-RABs that have not been admitted in the E-RABs Not Admitted List IE with an appropriate cause value.

At reception of the HANDOVER REQUEST message the target eNB shall:

-
prepare the configuration of the AS security relation between the UE and the target eNB by using the information in the UE Security Capabilities IE and the AS Security Information IE in the UE Context Information IE.
For each E-RAB for which the source eNB proposes to do forwarding of downlink data, the source eNB shall include the DL Forwarding IE within the E-RABs To be Setup Item IE of the HANDOVER REQUEST message. For each E-RAB that it has decided to admit, the target eNB may include the DL GTP Tunnel Endpoint IE within the E-RABs Admitted Item IE of the HANDOVER REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this bearer. This GTP tunnel endpoint may be different from the corresponding GTP TEID IE in the E-RAB To Be Switched in Downlink List IE of the PATH SWITCH REQUEST message (see TS 36.413 [4]) depending on implementation choice.

For each bearer in the E-RABs Admitted List IE, the target eNB may include the UL GTP Tunnel Endpoint IE to indicate that it requests data forwarding of uplink packets to be performed for that bearer.

Upon reception of the HANDOVER REQUEST ACKNOWLEDGE message the source eNB shall stop the timer TRELOCprep, start the timer TX2RELOCoverall and terminate the Handover Preparation procedure. The source eNB is then defined to have a Prepared Handover for that X2 UE-associated signalling.

If the Trace Activation IE is included in the HANDOVER REQUEST message then the target eNB shall, if supported, initiate the requested trace function as described in TS 32.422 [6]. In particular, the target eNB shall, if supported:

-
if the Trace Activation IE does not include the MDT Configuration IE, initiate the requested trace session as described in TS 32.422 [6];

-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT and Trace” initiate the requested trace session and MDT session as described in TS 32.422 [6];

-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT Only” initiate the requested MDT session as described in TS 32.422 [6] and the target eNB shall ignore Interfaces To Trace IE, and Trace Depth IE;

-
if the Trace Activation IE includes the MDT Location Information IE, within the MDT Configuration IE, store this information and take it into account in the requested MDT session;

-
if the Trace Activation IE includes the Signalling based MDT PLMN List IE, within the MDT Configuration IE, the eNB may use it to propagate the MDT Configuration as described in TS 37.320 [31].

If the Management Based MDT Allowed IE only or the Management Based MDT Allowed IE and the Management Based MDT PLMN List IE is contained in the HANDOVER REQUEST message, the target eNB shall, if supported, store the received information in the UE context, and use this information to allow subsequent selection of the UE for management based MDT defined in TS 32.422 [6].

If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target eNB shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

The source eNB shall, if supported and available in the UE context, include the Management Based MDT Allowed IE and the Management Based MDT PLMN List IE in the HANDOVER REQUEST message, except if the source eNB selects a serving PLMN in the target eNB which is not included in the Management Based MDT PLMN List. If the Management Based MDT PLMN List IE is not present, the source eNB shall, if supported, include the Management Based MDT Allowed IE, if this information is available in the UE context, in the HANDOVER REQUEST message, except if the source eNB selects a serving PLMN in the target eNB different from the serving PLMN in the source eNB.

If the Handover Restriction List IE is

-
contained in the HANDOVER REQUEST message, the target eNB shall store the information received in the Handover Restriction List IE in the UE context and the target eNB shall use this information to determine a target for the UE during subsequent mobility action for which the eNB provides information about the target of the mobility action towards the UE, except when one of the E-RABs has a particular ARP value (TS 23.401 [12]) in which case the information shall not apply.

-
not contained in the HANDOVER REQUEST message, the target eNB shall consider that no roaming and no access restriction apply to the UE.

If the Location Reporting Information IE is included in the HANDOVER REQUEST message then the target eNB should initiate the requested location reporting functionality as defined in TS 36.413 [4].

If the SRVCC Operation Possible IE is included in the HANDOVER REQUEST message, the target eNB shall store the content of such IE in the UE context and use it as defined in TS 23.216 [20].
If the UE Security Capabilities IE included in the HANDOVER REQUEST message only contains the EIA0 algorithm as defined in TS 33.401 [18] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB (TS 33.401 [18]), the eNB shall take it into use and ignore the keys received in the AS Security Information IE.
The HANDOVER REQUEST message shall contain the Subscriber Profile ID for RAT/Frequency priority IE, if available.

If the Subscriber Profile ID for RAT/Frequency priority IE is contained in the HANDOVER REQUEST message, the target eNB shall store this information and the target eNB should use the information as defined in TS 36.300 [15].
Upon reception of UE History Information IE in the HANDOVER REQUEST message, the target eNB shall collect the information defined as mandatory in the UE History Information IE and shall, if supported, collect the information defined as optional in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.

Upon reception of the UE History Information from the UE IE in the HANDOVER REQUEST message, the target eNB shall, if supported, store the collected information to be used for future handover preparations.

If the Mobility Information IE is provided in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information and use it as defined in TS 36.300 [15]. The target eNB shall, if supported, store the C-RNTI of the source cell received in the HANDOVER REQUEST message.

If the Expected UE Behaviour IE is provided in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information and may use it to determine the RRC connection time.
If the ProSe Authorized IE is contained in the HANDOVER REQUEST message and it contains one or more IEs set to "authorized", the eNB shall, if supported, consider that the UE is authorized for the relevant ProSe service(s).

8.2.1.3
Unsuccessful Operation
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Figure 8.2.1.3-1: Handover Preparation, unsuccessful operation

If the target eNB does not admit at least one non-GBR E-RAB, or a failure occurs during the Handover Preparation, the target eNB shall send the HANDOVER PREPARATION FAILURE message to the source eNB. The message shall contain the Cause IE with an appropriate value.

If the target eNB receives a HANDOVER REQUEST message containing RRC Context IE that does not include required information as specified in TS 36.331 [9], the target eNB shall send the HANDOVER PREPARATION FAILURE message to the source eNB.

Interactions with Handover Cancel procedure:

If there is no response from the target eNB to the HANDOVER REQUEST message before timer TRELOCprep expires in the source eNB, the source eNB should cancel the Handover Preparation procedure towards the target eNB by initiating the Handover Cancel procedure with the appropriate value for the Cause IE. The source eNB shall ignore any HANDOVER REQUEST ACKNOWLEDGE or HANDOVER PREPARATION FAILURE message received after the initiation of the Handover Cancel procedure and remove any reference and release any resources related to the concerned X2 UE-associated signalling.
8.2.1.4
Abnormal Conditions

If the target eNB receives a HANDOVER REQUEST message containing multiple E-RAB ID IEs (in the E-RABs To Be Setup List IE) set to the same value, the target eNB shall not admit the corresponding E-RABs.

If the target eNB receives a HANDOVER REQUEST message containing a E-RAB Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer (as defined in TS 23.203 [13]), and which does not contain the GBR QoS Information IE, the target eNB shall not admit the corresponding E-RAB. 
If the supported algorithms for encryption defined in the Encryption Algorithms IE in the UE Security Capabilities IE in the UE Context Information IE, plus the mandated support of EEA0 in all UEs (TS 33.401 [18]), do not match any algorithms defined in the configured list of allowed encryption algorithms in the target eNB (TS 33.401 [18]), the target eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.

If the supported algorithms for integrity defined in the Integrity Protection Algorithms IE in the UE Security Capabilities IE in the UE Context Information IE, plus the mandated support of the EIA0 algorithm in all UEs (TS 33.401 [18]), do not match any algorithms defined in the configured list of allowed integrity protection algorithms in the eNB (TS 33.401 [18]), the eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message. 

If the target eNB receives a HANDOVER REQUEST message which does not contain the Handover Restriction List IE, and the PLMN to be used cannot be determined otherwise, the target eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.

If the target eNB receives a HANDOVER REQUEST message containing the Handover Restriction List IE, and the serving PLMN is not supported by the target cell, the target eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.

If the target eNB receives a HANDOVER REQUEST message which does not contain the CSG Membership Status IE, and the target cell is a hybrid cell, the target eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.

If the target cell is a CSG cell and the target                                                                                                                                                                                                                                                                                                                                                                                   b eNB has not received any CSG ID of the source cell, the target eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.

If the target cell is a CSG cell with a different CSG from the source cell, the target eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.

If the target eNB does not receive the ProSe Authorized IE but receive ProSe Direct Communication/ Discovery relevant information in the RRC Container IE in the HANDOVER REQUEST message, the target shall send HANDOVER PREPARATION FAILURE message to the source eNB with an approriate cause value. 
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