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1   Introduction
In last RAN3 meeting, following WLAN related metrics were identified to help RAN node estimate UE throughput in WLAN. 
· WLAN Capacity (e.g. BSS Load),

· UE average data rate in WLAN AP, 
· WLAN identifiers (e.g. SSID, BSSID, HESSID),
· BSS Average Access Delay/BSS AC Access Delay,
· WAN metrics.
During the discussion, it was questioned how these parameters are informed to RAN nodes and which entity in WLAN provide the information (i.e. AP or AC?).
This contribution addresses above questions and gives several options for discussion.

2   Discussion
2.1   Necessity of the RAN-WLAN direct interface

Considering the parameters exchange frequency is at least ten seconds analyzed in [2], [3], a direct interface between RAN and WLAN is the most straight forward, efficient and reliable method without impacts on UEs in both 3GPP and WLAN side. Besides the identified parameters for UE throughput estimation in [1], it is likely more parameters from WLAN are identified to help the RAN for 3GPP/WLAN interworking for already discussed cases and potential new cases. Therefore, the method to be selected to collect the information from WLAN should be flexible, easy to extend, and future-proof. The direct interface solution meets all the requirements.

Proposal 1: It is proposed to define a direct interface between RAN and WLAN to facilitate the relevant RAN-WLAN interworking functions.

2.2   The interface end point in WLAN

It is well-known that there are two types of APs in WLAN, i.e. the fat APs and the fit APs. The fat APs provide authentication, connection management and security, etc functions by itself. However, the fit APs leave those functions to a central node, which is named the Access Controller (AC). The AC is not a standardized node in WLAN, and is variable in different implementations by the demands from different customers e.g. operators, enterprises.

In operator-managed WLAN scenarios, the AC node is usually assumed to be present. Taking this assumption into account, four options for the endpoint are listed and analyzed in the following discussion and depicted in figure 1. In the figure the new interface between RAN and WLAN nodes are named Itf Xw as an example.
· Option 1: Set the endpoint at the AP.
· Option 2: Set the endpoint at the AP with AC function embodied in RAN, CAPWAP is reused if possible.

· Option 3: Set the endpoint at the AC, i.e. the Access Controller.

· Option 4: Not specify the endpoint in WLAN, just study the protocol stack and functions of the application protocol at the WLAN end point, then LS IEEE for a decision on the end point.  

· Option 4a:  A logical central node is involved in RAN to coordinate with WLAN. Same as option 3 at the WLAN side. 
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Figure 1: Interface end point options
Option 1, 2 and 3 needs more IEEE involvement during the study. The interface function and protocol stack should be specified in WLAN standard documents. Many liaisons are needed between 3GPP and IEEE to coordinate the study for option 1, 2 and 3.

Option 1 is not flexible, since each RAN node has to maintain a connection to one AP.

For option 2, RAN should determine where the AC function should be located at e.g. at eNB, RNC, since an AP can only be controlled by one AC. Otherwise, the CAPWAP protocol between a AC and APs should be extended to enable one AP to support multiple CAPWAP connections simultaneously which obviously indicates big impact on CAPWAP, Another limitation of option 2 is that RAN nodes and WLAN APs should be the same vendors, since the current CAPWAP protocol which is the management protocol between AC and AP is implemented with vendor-specific information.

For option 3, it’s a problem for IEEE where to document the interface to a node (AC), which does not exist in the standardization.

For option 4 and option 4a, the study will mainly be completed in 3GPP RAN, since the interface is totally specified in 3GPP specifications. And it’s enough for WLAN standard to add a reference to 3GPP specifications to support the new interworking interface. IEEE will be involved after the main work is done in 3GPP. Operators may choose to deploy of the selected architecture according to their requirements. And operators which already have many deployed APs just need to update their ACs to support the feature.

It is better that 3GPP firstly focuses on the requirement and basic design of the interface including the necessary functions and protocol stack. After the requirements are mature, a set of LSs can be sent to trigger IEEE to select the suitable endpoint, i.e. option 4 or 4a. 
Proposal 2: It is proposed to select option 4 and 4a as the baseline for the interface between RAN and WLAN.

2.3   Protocol stack of the RAN-WLAN direct interface

· Transport layer protocol selection

SCTP has been studied and chosen by 3GPP as the transport layer protocol for all network layer interface including S1, X2 interfaces since release 8.  It is natural to use SCTP to transmit the RAN application layer.
· Application protocol 

Since the scenario of 3GPP WLAN interworking in MRJC mainly focus on the stand alone scenario, that means the 3GPP RAN and WLAN APs are not placed in the same location. The interface between 3GPP RAN and WLAN should be a logical interface. And there may be no direct physical connection between 3GPP RAN and WLAN APs. Therefore, it is necessary to specify an application layer protocol (WLAN application protocol, WLANAP in figure 2) to convey the information between 3GPP RAN and WLAN.
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Figure 2: example of protocol stack between RAN and WLAN
Proposal 3: it is proposed to use the protocol stack in figure 2 for the interface between 3GPP RAN and WLAN.

3   Conclusion / Proposals
It is proposed RAN3 to discuss the direct interface between RAN and WLAN, and agree the proposals.
Proposal 1: It is proposed to define a direct interface between RAN and WLAN to facilitate the relevant RAN-WLAN interworking functions.
Proposal 2: It is proposed to select option 4 and 4a as the baseline for the interface between RAN and WLAN.

Proposal 3: it is proposed to use the protocol stack in figure 2 for the interface between 3GPP RAN and WLAN.
Proposal 4: it is proposed to capture the TPs in section 5 into the TR.
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5   Text Proposals

/**********************Text Proposals Start*********************************************/
6.2
  Issue Y:  Potential solutions for parameters exchange between RAN and WLAN

6.2.1
Descriptions

The following sections describe the possible solutions of the direct interface between RAN and WLAN for information exchange.

6.2.2
Solutions

With the assumption that an AC node always exists, the following 4 options are listed.

· Option 1: Set the endpoint at the AP.

· Option 2: Set the endpoint at the AP with AC function embodied in RAN, CAPWAP is reused if possible.

· Option 3: Set the endpoint at the AC, i.e. the Access Controller.

· Option 4: Not specify the endpoint in WLAN, and instead study the protocol stack and functions of the application protocol at the WLAN end point, then LS IEEE for a decision on the endpoint.  

· Option 4a: A logical central node is involved in RAN to coordinate with WLAN. Same as option 3 at the WLAN side. 
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Figure 6.2.2.x: Direct interface options between RAN and WLAN

6.2.3 Protocol stack of the direct interface

The example protocol stack for the direct interface between 3GPP and WLAN is shown as follows:
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Figure6.2.4.x: protocol stack between RAN and WLAN
/**********************Text Proposals End*********************************************/
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