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1. Introduction
RAN2 email discussion [87#21] [1] attempted to merge RAN2 part and RAN3 part of DC basic procedures. Specifically for SCG change procedure, the rapporteur proposes the following mapping (merge):
	MeNB triggered intra-SeNB SCG change 
(

MeNB initiated SeNB modification

SeNB triggered intra-SeNB SCG change

(

SeNB initiated SeNB modification

Inter-SeNB SCG change





( 

SeNB change


During the email discussion, the merging is performed based on the above mapping, i.e., RAN2 part were deleted and the relevant behaviors are included in RAN3 part (overall procedure part).  However since how to realize SCG change in X2 AP should be discussed by RAN3, the email discussion was concluded by adding Editor’s note that the proposed mapping is pending to RAN3 decision. 
In this paper, the use cases that necessitate SCG change procedure (which includes PSCell change, S-RLF recovery and SeNB security update) are clarified, and especially for security update case, the paper will discuss whether the presently defined X2AP procedure is aligned with RAN2 agreement. This paper also proposes to confirm the above mapping for realization of SCG change in X2AP procedure.
2. Discussion
2.1.
Realizing SCG change in X2 I/F

 “SCG change” is used in RAN2 to refer to RRC procedure where the SCG configuration in the UE is release-and-add (possibly with the same or different SCG) in one RRC message, and as a consequence, the bearer is re-established (i.e.,  PDCP and RLC entity are re-established, and MAC entity is reset).
“SCG change” can be used to performed many use cases, including PSCell change and SKeNB key update [2],[3]. The following table summarizes some of the use cases that utilize “SCG change” procedure and possible usage of X2 procedure.

Table 1: SCG change use cases

	No.
	Use case
	Radio related procedure and X2 procedure to be used

	1
	Intra SeNB PSCell change 
(e.g., due to mobility, load balancing, etc)
	MeNB or SeNB initiated SCG change utilizing X2 MeNB or SeNB initiated SeNB modification

	2
	Inter SeNB PSCell change 
(e.g., due to mobility, etc.)
	MeNB initiated SCG change utilizing X2 SeNB change 

	3
	Radio Link failure related

· S-RLF (SCG RLF, detected by UE)

· In UL (SeNB failure, detected by SeNB)
	· FFS: MeNB initiated SCG change utilizing X2 SeNB initiated SeNB modification (Scope of discussion)

· FFS: SeNB initiated SCG change utilizing X2 SeNB initiated SeNB modification (Scope of discussion)

	4
	Security ( update)

· KeNB update ( SKeNB update

· PDCP COUNT wrap around in SeNB, which triggers MeNB to perform either:

· DRB ID change

· SKeNB update
	· MeNB initiated SCG change utilizing MeNB initiated SeNB modification
· FFS (Scope of discussion in this paper).


In this paper, we assume that all related X2AP procedures (i.e., SeNB initiated SeNB modification procedure, MeNB initiated SeNB modification and SeNB change) are as depicted in agreed running stage 2 CR. The following subsections will discuss whether these procedures are adequate to support the necessary use cases/radio related procedures.

2.2.
PSCell change use case

As indicated above, in the last RAN2#87, RAN2 agreed that “PSCell change” is performed by “SCG change”.
With regard to X2-AP procedure, for intra SeNB PSCell change, since the SCG configuration change is performed within a SeNB, it would be natural to utilize a “modification” procedure in X2AP. For inter SeNB PSCell change, since RAN3 already defined “X2 SeNB Change” procedure from the beginning of DC discussion, it would be straight forward to utilize this procedure.

Therefore we think that RAN3 should confirm the following:

Confirmation 1-1: 

SCG change for MeNB initiated intra SeNB PSCell change is performed by X2 MeNB initiated SeNB Modification procedure. 

Confirmation 1-2:

SCG change for SeNB initiated intra SeNB PSCell change is performed by X2 SeNB initiated SeNB Modification procedure.

Confirmation 1-3:
     SCG change for Inter SeNB PSCell change is performed by X2 SeNB Change procedure 

2.3.
Radio Link Failure related
RAN2 discussed this issue in email discussion [87#22] [4] and majority companies indicated the following preference:
- 
for the case of UE detecting S-RLF, the UE resumes transmission  and reception when UE receives RRC Reconfiguration including SCG change.

- 
for the case of SeNB detecting SeNB failure (e.g., UL error or RLC retransmission exceeding a defined maximum number), SeNB does not need to notify this to MeNB, which means that the SeNB can trigger SCG change.

SCG change to recover the above failure is performed within the same SeNB, and therefore here also “modification” procedure should be used in X2AP. From RAN3 perspective, the following should be confirmed:

Confirmation 2-1:  
MeNB initiated SCG change for S-RLF recovery is performed by X2 MeNB initiated SeNB Modification procedure 

Confirmation 2-2:
SeNB intiated SCG change for eNB failure recovery is performed by X2 SeNB initiated SeNB Modification procedure

2.4.
SeNB security context update related

Security context update in SeNB can be triggered due to the following:
1. KeNB update (which may be due to MME or MeNB initiated KeNB update (refresh and re-key)).

KeNB update always triggers SKeNB to be updated. Based on RAN2 agreement [2], SKeNB update is performed by “SCG change”. Since the update of SKeNB is basically modifying the context in the same SCG (SeNB), we think also for this case “modification” procedure should be applied. In the last RAN3#85, this aspect was discussed and it seems that companies can agree to the following:

Confirmation 3-1:

For SeNB update due to KeNB update, SCG change is performed by MeNB initiated SeNB Modification procedure
2. PDCP COUNT wrap around

For this case, as a result of email discussion [86#27] before the last RAN2#86 meeting [5], RAN2 agreed that in the case of COUNT wrap around, the SeNB indicates to the MeNB that the COUNT is almost wrapped around, and the MeNB may then decide to update SeNB security context by either (1) Change DRB ID or (2) SKeNB update. 

However the stage3 X2AP CR[6] agreed in RAN3#85 does not seem to take into account the ability to change DRB ID when COUNT wrap around is about to occur. The agreed CR only addresses the case of SeNB initiated SKeNB refresh request.

Furthermore, referring to SA3 agreement captured in 33.401 [7], we can understand that even SA3 does not consider the case of DRB ID change, excerpt as follows.

	E.2.5
S-KeNB update triggers
…
The SeNB shall request the MeNB to update the S-KeNB over the X2-C, when uplink or downlink PDCP COUNTs are about to wrap around for any of the DRBs.
…


The following are three alternatives of how to realise SeNB security update (PDCP COUNT wrap around case).

Alt.1: 
Reusing SeNB intiated SeNB modification procedure, allowing both mechanisms (SKeNB update and DRB ID change) to be supported.

SeNB ask MeNB to decide which security update procedure to take by including “COUNT wrap around” indication. SeNB will also need to include SCG-Config RRC INM message which contains RACH configuration in X2AP SeNB Modification Required message.  Note that RACH configuration is used only if the MeNB decides to perform SKeNB update instead of DRB ID change. If MeNB decides to perform DRB ID change, assigned RACH resource would be a waste.
The updated security context will be delivered by the MeNB in X2AP SeNB Modification Confirm message. 
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Figure 1a:  Alternative 1 of SeNB security context update
Alt.2: 
Reusing SeNB intiated SeNB modification procedure, only allows SKeNB update (similar with today RAN3 agreement)
SeNB always triggers SCG change using SeNB initiated SeNB modification procedure whenever COUNT wrap around is about to occur. In this case, MeNB will assign a new KeNB and automatically SeNB security context is updated.
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Figure 2: Alternative 2 of SeNB security context update
Alt. 3: 
Defining a new procedure (possibly class 2) from SeNB to MeNB, follows by MeNB initiated SeNB modification procedure, allowing both mechanisms (SKeNB update and DRB ID change) to be supported.


In this alternative, the standard specification will provide a way for SeNB security update that allowing both mechanisms (SKeNB updates and DRB ID change) without wasting SeNB resources (i.e., RACH resources assignment although may not be used depending on MeNB decision as in alt. 1a).
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Figure 3: Alternative 3 of SeNB security context update

Looking at the above alternatives, assuming that RAN2 kept the agreement to allow both mechanisms (SKeNB refresh and DRB ID change), RAN3 needs to decide whether to adopt Alternative 1 or Alternative 3 considering the trade-off  between possibility of waste RACH resources vs. definition of new procedure.  From DCM perspective, if this is the case, we slightly prefer if the standardization support the procedure that does not result into wasting of RACH resources, i.e., alternative 3.

If RAN3 decides to keep the agreement to only support KeNB refresh for COUNT wrap around in SeNB, then automatically Alternative 3 is adopted. It should be noted that this eNB implementation will be able to use this mechanism regardless of whether alt.1a or alt.2 is adopted, unless the specification explicitly restricts the usage. If this is the case, we suggest that RAN3 inform RAN2 to confirm the direction of specification.
Proposal a: 
RAN3 to reconfirm whether only KeNB refresh for COUNT wrap around in SeNB is supported.

Proposal b: 
If RAN3 decides to keep the agreement, it is proposed for RAN3 to inform RAN2 about the agreement so that stage 2 specification alignment can be performed.

Proposal c:
If RAN3 decides to follow RAN2 agreement to support both mechanisms (SKeNB refresh and DRB ID change) for COUNT wrap around case, RAN3 is proposed to adopt alternative 3 (defining new procedure initiated by SeNB to indicate that CN should be adopted). 

2.5.
Summary of relation between CSG change use case and X2 procedure to be used

The following table summarizes the discussion above.

Table 2: Use cases for SCG change and the proposed X2 procedure usage

	No.
	Use case
	Radio procedure to be used
	X2 procedure to be used

	1
	Intra SeNB PSCell change 
(e.g., due to mobility, load balancing, etc)
	MeNB or SeNB initiated SCG change 
	X2 MeNB or SeNB initiated SeNB modification

	2
	Inter SeNB PSCell change 
(e.g., due to mobility, etc.)
	MeNB initiated SCG change 
	X2 SeNB change

	3
	Radio Link failure related

· S-RLF (SCG RLF, detected by UE)

· In UL (SeNB failure, detected by SeNB)
	· MeNB initiated SCG change 

· SeNB initiated SCG change
	· X2 MeNB initiated SeNB modification
· X2 SeNB initiated SeNB modification

	4
	Security ( update)

· KeNB update ( SKeNB update

· PDCP COUNT wrap around in SeNB, which triggers MeNB to perform either:

· DRB ID change

· SKeNB update
	· MeNB initiated SCG change 

· SCG change for KeNB update, and/or 
SCG reconfiguration for DRB ID change
	· MeNB initiated SeNB modification
· Discussion to add class1 message (to request SeNB security update) followed by MeNB initiated SeNB modification


Based on the table above, the following is proposed:

Proposal 1:

It is proposed for RAN3 to agree to the following mapping between SCG change procedure and X2AP procedure:

MeNB triggered intra-SeNB SCG change 
(

MeNB initiated SeNB modification

SeNB triggered intra-SeNB SCG change

(

SeNB initiated SeNB modification

Inter-SeNB SCG change





( 

SeNB change
3. Summary and Proposal
The paper discussed the use cases that need to be performed by SCG change procedure, i.e., PSCell change, S-RLF recovery and SeNB security update. The relation between SCG change procedure for different use cases and how it should be performed in X2 is summarized in table 2. Especially for security update case, the paper discussed whether agreement in RAN3 is aligned with RAN. The following is proposed:
Proposal 1:
It is proposed for RAN3 to agree to the following mapping between SCG change procedure and X2AP procedure:

MeNB triggered intra-SeNB SCG change 
(

MeNB initiated SeNB modification

SeNB triggered intra-SeNB SCG change

(

SeNB initiated SeNB modification

Inter-SeNB SCG change





( 

SeNB change
Proposal 2a: 
RAN3 to reconfirm whether only KeNB refresh for COUNT wrap around in SeNB is supported.

Proposal 2b: 
If RAN3 decides to keep the agreement, it is proposed for RAN3 to inform RAN2 about the agreement so that stage 2 specification alignments can be performed.

Proposal 2c:
If RAN3 decides to follow RAN2 agreement to support both mechanisms (SKeNB refresh and DRB ID change) for COUNT wrap around case, RAN3 is proposed to adopt alternative 3 (defining new procedure initiated by SeNB to indicate that CN should be adopted). 
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