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1   Introduction
In RAN3#83bis, the new E-RAB Modification Indication procedure was agreed for S1-U tunnelling switch for the SCG bearer option. However, there are still some open issues as listed in the baseline CR [1]:

· whether the EPC shall be allowed to perform an intra-SGW change of UL TEIDs within the CONFIRM message

· whether the MME shall be allowed to indicate changes of further information within the UE-Context in the CONFIRM message (so far only UE-AMBR is identified as a potential FFS)

· whether security related information shall be allowed to be exchanged via the E-RAB Modification Indication procedure.

· Whether the E-RAB Modification Indication procedure should have a negative response message.
· How to handle the E-RAB which the eNB fails to Modify.
2   Discussion
2.1   UL TEID
During X2-handover without SGW relocation, the UL TEIDs is not allowed to change as specified in the section 7.2.8 Modify Bearer Response [2]: 
	NOTE 1: 
The SGW shall use the same F-TEID IP address and TEID values for S1-U, S4-U and S12 interfaces. The SGW shall not change its F-TEID for a given interface during the Handover, Service Request, E-UTRAN Initial Attach, UE Requested PDN connectivity and PDP Context Activation procedures. 


For the Bearer Modification case e.g. PDN GW initiated bearer modification, the Update Bearer Request message is used from SGW to MME. However, there is not any IE for updating the UL TEID completely.
Since there is no special requirement identified for the Dual Connectivity compared with X2-based handover and Bearer Modification, then it no reason to support UL TEID update in Dual Connectivity.

Proposal 1: It is not allowed to change UL TEID in the E-RAB Modification Indication procedure.

2.2   UE AMBR
The MME sets the UE‑AMBR to the sum of the APN‑AMBR of all active APNs up to the value of the subscribed UE‑AMBR. During the S1-U tunnel switch, some bearers may be released due to the failed tunnel switch or other reasons, which may cause one of the APNs to be deactivated. And the UE-AMBR may be changed due to the decrease of one of APN-AMBRs.
Proposal 2: The update of UE-AMBR should be allowed.

2.3   AS Security Context
The Security Context IE includes one pair of {NH, NCC} in the in the PATH SWITCH REQUEST ACKNOWLEDGE message. The pair of {NH, NCC} is used for the forward security i.e. the vertical key derivation for the inter-eNB handover. However, during the E-RAB Modification Indication procedure the MeNB is not changed, and then the vertical key derivation is not needed.
The key used for the SeNB i.e. S-KeNB is derived based Small Cell Counter (SCC) which is not related with the {NH, NCC}. Furthermore, the value of NCC may wrap around and cause the security out of synchronization between MeNB and UE if the pair of {NH, NCC} is allowed to change in the E-RAB Modification Indication procedure.
Proposal 3: The change of Security Context {NH, NCC} is not needed
2.4   Failure Message
The reason for having PATH SWITCH REQUEST FAILURE message is:
· None of default bearers are  allowed by the target eNB during handover preparation procedure;

· CSG membership verification failure;

·  none of the default EPS bearers have been switched successfully in the core network;

· SGW relocation failure;

· …

Taking above proposals into account, the reasons for path switch failure is not likely to happen in the E-RAB Modification Indication procedure, e.g.:

·  If none of default bearers is switched successfully, the UE Context Release procedure can be used to release the UE context.
· No addition work on CSG in Rel-12;

· SGW relocation is not supported during E-RAB Modification Indication procedure.
Proposal 4: The failure message of the E-RAB Modification Indication procedure is not necessary. 
2.5   E-RABs failed to be modified
It is not clear about the eNB behaviour upon receiving the E-RAB Failed to Modify List IE in the E-RAB MODIFICATION CONFIRM message. There are two possibilities:

· Alternative 1:  the eNB keeps the E-RAB with the old path information (i.e. the TEIDs previously allocated);

· Alternative 2:  the eNB release the E-RAB indicated the E-RAB Failed to Modify List IE.

Alternative 1 needs that the SGW is involved to keep the old TEID as well, however, the common understanding is that the DC feature is transparent to the SGW. Then the alternative 1 is not appropriate from SGW point of view.
Proposal 5: The eNB shall release the E-RAB indicated in the E-RAB Failed to Modify List IE.

3   Conclusion / Proposals
In this contribution, the open issues in the E-RAB Modification Indication procedure are discussed and the proposals are made:
Proposal 1: It is not allowed to change UL TEID in the E-RAB Modification Indication procedure.
Proposal 2: The update of UE-AMBR should be allowed.

Proposal 3: The change of Security Context {NH, NCC} is not needed

Proposal 4: The failure message of the E-RAB Modification Indication procedure is not necessary. 
Proposal 5: The eNB shall release the E-RAB indicated in the E-RAB Failed to Modify List IE.
The corresponding TP to the baseline CRs are provided in [3] and [4] respectively.
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