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	First change


8.16
MME Configuration Transfer

8.16.1
General

The purpose of the MME Configuration Transfer procedure is to transfer RAN configuration information from the MME to the eNB in unacknowledged mode.

This procedure uses non-UE associated signalling.

8.16.2
Successful Operation

8.16.2.1
MME Configuration Transfer
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Figure 8.16.2.1-1: MME Configuration Transfer procedure. Successful operation.

The procedure is initiated with an MME CONFIGURATION TRANSFER message sent from the MME to the eNB.

If the eNB receives, in the SON Configuration Transfer IE, the SON Information IE containing the SON Information Request IE, it may transfer back the requested information towards the eNB indicated in the Source eNB-ID IE of the SON Configuration Transfer IE by initiating the eNB Configuration Transfer procedure. If the X2 TNL Configuration Info IE contains the eNB Indirect X2 Transport Layer Addresses IE, the eNB may use it for the X2 TNL establishment, and may transfer back the received eNB Indirect X2 Transport Layer Addresses towards the eNB indicated in the Source eNB-ID IE of the SON Configuration Transfer IE by initiating the eNB Configuration Transfer procedure.

If the eNB receives, in the SON Configuration Transfer IE, the X2 TNL Configuration Info IE containing the eNB X2 Extended Transport Layer Addresses IE, it may use it as part of its ACL functionality configuration actions, if such ACL functionality is deployed.

If the eNB receives, in the SON Configuration Transfer IE, the SON Information IE containing the SON Information Reply IE including the X2 TNL Configuration Info IE as an answer to a former request, it may use it to initiate the X2 TNL establishment. If the X2 TNL Configuration Info IE contains the eNB Indirect X2 Transport Layer Addresses IE, the eNB may use it for the X2 TNL establishment.
In case the IP-Sec Transport Layer Address IE is present and the GTP Transport Layer Addresses IE within the eNB X2 Extended Transport Layer Addresses IE is not empty, GTP traffic is conveyed within an IP-Sec tunnel terminated at the IP-Sec tunnel end point given in by the IP-Sec Transport Layer Address IE.

In case the IP-Sec Transport Layer Address IE is not present, GTP traffic is terminated at the end points given by the list of addresses in eNB GTP Transport Layer Addresses IE within the eNB X2 Extended Transport Layer Addresses IE.

In case the eNB GTP Transport Layer Addresses IE is empty and the IP-Sec Transport Layer Address IE is present, SCTP traffic is conveyed within an IP-Sec tunnel terminated at the IP-Sec tunnel end point given in the IP-Sec Transport Layer Address IE, within the eNB X2 Extended Transport Layer Addresses IE.

If the eNB is configured to use one IPsec tunnel for all S1 and X2 traffic (IPsec star topology) then the traffic to the peer eNB shall be routed through this IPsec tunnel and the IP-Sec Transport Layer Address IE shall be ignored.
If the eNB receives the SON Information IE containing the SON Information Reply IE including the Time Synchronization Info IE as an answer to a former request, it may use it for over-the-air synchronization by means of network listening.

If the eNB receives the SON Information IE containing the SON Information Report IE including the MRO information IE, it may use it as specified in TS 36.300 [14] .

	Begin of the next change


9.2.3.27
SON Information

This IE identifies the nature of the SON information transferred, i.e., a request or a reply.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	CHOICE SON Information
	
	
	
	
	
	

	>SON Information Request
	
	
	
	
	
	

	>>SON Information Request
	
	
	ENUMERATED(X2 TNL Configuration Info, …, Time synchronization Info)
	
	-
	

	>SON Information Reply
	
	
	
	
	
	

	>>SON Information Reply
	
	
	9.2.3.28
	
	-
	

	>SON Information Report
	
	
	
	
	
	

	>>SON Information Report
	
	
	9.2.3.xx
	
	YES
	ignore


	Begin of the next change


9.2.3.xx
SON Information Report

This IE contains the SON Information to be reported to the eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SON Information Report
	
	
	
	

	> MRO Information
	O
	
	9.2.3.yy
	


	Begin of the next change


9.2.3.yy
MRO information

This IE is sent by the eNB to indicate that a failure event occurred and includes the information about this failure event reported by the UE.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	UE RLF Report Container
	M
	
	OCTET STRING
	rlfReport of UEInformationResponse message as defined in TS 36.331 [16].


	Begin of the next change


9.3.4
Information Element Definitions
-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

S1AP-IEs { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (21) modules (3) s1ap (1) version1 (1) s1ap-IEs (2) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

IMPORTS


id-E-RABInformationListItem,


id-E-RABItem,


id-Bearers-SubjectToStatusTransfer-Item,

id-Time-Synchronization-Info,

id-x2TNLConfigurationInfo,


id-eNBX2ExtendedTransportLayerAddresses,


id-MDTConfiguration,


id-Time-UE-StayedInCell-EnhancedGranularity,


id-HO-Cause,


id-M3Configuration,


id-M4Configuration,


id-M5Configuration,


id-MDT-Location-Info,


id-SignallingBasedMDTPLMNList,

id-MobilityInformation,


id-ULCOUNTValueExtended,


id-DLCOUNTValueExtended,


id-ReceiveStatusOfULPDCPSDUsExtended,


id-eNBIndirectX2TransportLayerAddresses,


id-uE-HistoryInformationFromTheUE,

id-LoggedMBMSMDT,

id-SON-Information-Report, 

maxnoofCSGs,

maxnoofE-RABs,
Some text omitted
M-TMSI


::= OCTET STRING (SIZE (4))
MROInfo ::= SEQUENCE {


uE-RLF-Report-Container

UE-RLF-Report-Container,

iE-Extensions



ProtocolExtensionContainer {{ MROInfo-ExtIEs}} OPTIONAL,

...

}
MROInfo-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}
MSClassmark2
::= OCTET STRING

MSClassmark3
::= OCTET STRING

Some text omitted
SONInformation ::= CHOICE{


sONInformationRequest

SONInformationRequest,


sONInformationReply


SONInformationReply,


...,

sONInformation-Extension
SONInformation-Extension
}

SONInformation-Extension ::= ProtocolIE-SingleContainer {{ SONInformation-ExtensionIE }}
SONInformation-ExtensionIE S1AP-PROTOCOL-IES ::= {

    { ID id-SON-Information-Report
CRITICALITY ignore
TYPE SONInformationReport
PRESENCE mandatory}

}
SONInformationRequest ::= ENUMERATED { 


x2TNL-Configuration-Info,


...,


time-Synchronization-Info}
SONInformationReply ::= SEQUENCE {


x2TNLConfigurationInfo


X2TNLConfigurationInfo


OPTIONAL,


iE-Extensions




ProtocolExtensionContainer {{SONInformationReply-ExtIEs}} OPTIONAL,


...

}

SONInformationReply-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {

-- Extension for Release 9 to transfer Time synchronization information --


{ID id-Time-Synchronization-Info
CRITICALITY ignore

EXTENSION TimeSynchronizationInfo

PRESENCE optional},


...

}
SONInformationReport ::= SEQUENCE {


mROInfo


MROInfo


OPTIONAL,

iE-Extensions




ProtocolExtensionContainer {{SONInformationReport-ExtIEs}} OPTIONAL,

...

}

SONInformationReport-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}
Some text omitted
UERadioCapability ::= OCTET STRING
UERadioCapabilityForPaging ::= OCTET STRING
UE-RLF-Report-Container ::= OCTET STRING

-- This IE is a transparent container and shall be encoded as the rlfReport field contained in the UEInformationResponse message as defined in TS 36.331 [16]
9.3.6
Constant Definitions

-- **************************************************************

--

-- Constant definitions

--

-- **************************************************************

Some text omitted
id-LoggedMBMSMDT








ProtocolIE-ID ::= 197
id-UERadioCapabilityForPaging





ProtocolIE-ID ::= 198
id-SON-Information-Report






ProtocolIE-ID ::= xxx
_1295876078.doc
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