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1 Introduction

SA2 recently discussed a proposal that the MME shall select the IP version for S1-U (if both IPv4 and IPv6 are provided by the S-GW) to send to the eNB, according to the version the eNB itself uses for S1-MME [2]. This originated from a clarification agreed by RAN3, that the transport layer address signaled over S1 and X2 is either IPv4 or IPv6, but not both [3]

 REF _Ref395083620 \r \h 
[4]. In liaising RAN3 about their agreement, SA2 asks for further clarification on the selection of IPv4 or IPv6 [1]:
a. Which is the right node that should be responsible for selecting the actual IP version to be used? I.e. the MME or the eNB/HeNB/HeNB GW?

b. If the answer is “the MME”, then

1. Based on which reliable criteria is the MME expected, to perform the selection, especially if the S-GW supports both IPv4 and IPv6?

2. The selection criteria should ensure a deterministic system behavior with different combinations of (H)eNBs, with or without a HeNB GW deployed, such as:
i. Mixed deployments where some (H)eNBs support only one version for S1-U and some others support another version, connecting to the same MME; 

ii. Mixed deployments which include a HeNB GW, where some HeNBs support only one version and some others support another, connecting to the same MME. All possible combinations of IP version support (IPv4 only, IPv6 only, or both) are assumed at the HeNB GW. Such a mixed scenario would exist in case of a gradual transition of the network from IPv4 to IPv6.

c. If the answer is “the eNB/HeNB/HeNB GW”, then SA2 would expect RAN3 to consider revisiting its specifications to clarify how to support the scenarios above.

This document aims to discuss a possible reply to SA2 so that they may finalize their decision.
2 Discussion
The origin of this discussion was in RAN3 #82 [5]: it was clarified that the Transport Layer Address IE send over S1AP and X2AP messages can only contain either an IPv4 or an IPv6 address, but not both. Corresponding Rel-12 CRs to clarify this [3]
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[4] were agreed at the following RAN3 meeting.
Some companies in SA2 then looked at this issue from the perspective of the MME. It is currently possible for the MME to receive both types of addresses from the S-GW over S11 at the same time, so it seems appropriate that the MME should perform the selection in that case. This is contained in the CR discussed by SA2 [2], and it can also apply for HeNBs directly connected to the MME.
Proposal 1: If the S-GW is configured to support both IPv4 and IPv6 at the same time, it seems appropriate that the MME should select the correct one according to the version used by the (H)eNB over S1-MME.
SA2 also raises the issue of mixed deployments, where (H)eNBs which support different IP versions are connected to the same MME (e.g. when the network is being transitioned from one IP version to the other). It might be beneficial to have some input from operators on this sort of scenario.

Observation 1: Input from operators on any typical configurations of mixed and/or dual-stack IPv4/IPv6 deployments, e.g. during transition periods, might provide additional insight for this discussion.
It is worth noting that the way forward proposed above enables to support mixed deployments where some (H)eNBs support IPv4 only and some others support IPv6 only. In fact, it might even be argued that this is a better solution, since it always forces a choice to be made and it enables the operator to always be in control of network configuration. 
Observation 2: IP version selection in the MME enables to support mixed deployments where some eNBs support IPv4 only and some others support IPv6 only.
It seems SA2 would like to have further clarification on which criteria the MME should follow for selection. While internal MME behavior is out of RAN3 scope, it seems that such criteria might include a combination of taking notice of the IP version from the (H)eNB address, and/or local MME configuration. In any case, it seems best to leave these criteria to implementation precisely to enable maximum flexibility for the operator in case of mixed deployments.
Observation 3: Internal MME behavior is out of scope of RAN3.
Proposal 2: Criteria for IP version selection in the MME might include taking notice of the IP version from the (H)eNB address, and/or local MME configuration; in any case, it seems best to leave such criteria to implementation.
If a HeNB GW is deployed we can look at whether it terminates the UP or not (Figure 1 below).
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Figure 1 HeNB GW with (left) and without (right) optional UP termination.
But regardless of UP termination, the MME can still select the correct version as discussed earlier, according to the version supported by the HeNB GW.
Proposal 3: IP version selection in the MME can also take place in case a HeNB GW is deployed.

We notice that, in case of UP termination in the HeNB GW, it seems possible for the HeNB GW to support one IP version toward the HeNBs and another toward the EPC. This may also help in case of mixed deployment: the HeNB GW could select which IP version to use toward each HeNB independently of other HeNBs and of the version used toward the EPC.
Observation 4: In case of UP termination in the HeNB GW, it seems possible for the HeNB GW to support one IP version toward the HeNBs and another toward the EPC.

In case the HeNB GW does not terminate the UP, mixed deployments can be supported through local HeNB GW configuration, provided the S-GW supports both versions: HeNBs which support different IP versions can be given different S-GW address versions by the HeNB GW e.g. according to a locally configured policy.
Observation 5: In case the HeNB does not terminate UP, mixed deployments can be supported through local HeNB GW configuration.

Due to the fact that address allocation and deployment strategies may differ greatly from network to network, it seems best to leave the details to implementation.
Proposal 4: In case a HeNB GW is deployed, it seems possible to support mixed deployments via a combination of IP version selection in the MME and locally configured policy, depending on whether the HeNB GW terminates UP or not. The details are best left to implementation.
3 Conclusions and Proposals
We have discussed the questions raised by SA2 on the use of IPv4 and/or IPv6 in S1-U and S1-MME to give some input for a reply. We propose:
Proposal 1: If the S-GW is configured to support both IPv4 and IPv6 at the same time, it seems appropriate that the MME should select the correct one according to the version used by the (H)eNB over S1-MME.
Proposal 2: Criteria for IP version selection in the MME might include taking notice of the IP version from the (H)eNB address, and/or local MME configuration; in any case, it seems best to leave such criteria to implementation.

Proposal 3: IP version selection in the MME can also take place in case a HeNB GW is deployed.

Proposal 4: In case a HeNB GW is deployed, it seems possible to support mixed deployments via a combination of IP version selection in the MME and locally configured policy, depending on whether the HeNB GW terminates UP or not. The details are best left to implementation.

Proposal 5: Include the proposals above in a Reply LS to SA2. A draft is provided in [6].
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