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1   Introduction
The architecture for GCSE_LTE for Public Safety, (see TR 23.468) relies on delivery of user traffic in downlink via both unicast and eMBMS bearers. The nature of Public Safety services require that the system is able to immediately switch the eMBMS traffic to unicast when eMBMS outages occur within the same cell, or when eMBMS traffic cannot be delivered reliably (or at all), e.g.  due to bearer pre-emption, truncation, packet dropping, and/or other overload conditions, or in case of protocol errors or equipment failure. In addition, the GCSE AS may signal the source of the traffic (typically a UE transmitting in the uplink or a wired user) to stop or slow down the input traffic.
Conversely, as soon as the eMBMS service becomes available in a cell or MBSFN area, (e.g. restoration of service or end of  the situations contributing to overload) a system meeting the needs of Public Safety, should be able to deliver traffic on the eMBMS bearers serving that cell or service area. 

It has to be mentioned that Public Safety requirements with respect to eMBMS differ substantially from non-Public Safety ones, and the consequences for not meeting Public Safety requirements can be severe. Some points of difference:

· Data loss is unacceptable and needs to be prevented / corrected immediately upon occurrence. 

· System reaction time to various conditions has to be of the order of no more than a few tens to a few hundred of milliseconds

· When undesirable conditions occur it is not enough to raise alarms to the OA&M system, the conditions need to be treated in real time

· Worst-case rather than average metrics need to be used when it comes to performance measurements. Rarely occurring events need to be treated and cannot be ignored.
· It is common during PTT calls to have resources (eMBMS channels e.g. MTCHs) allocated permanently or semi-permanently but mostly inactive, with rare short spurts of activity of the order of five to twenty seconds, followed again by long periods of inactivity. The voice activity factor is sometimes only in the vicinity of 1%. 
A key functional requirement for Public Safety and Mission Critical is that the reporting of relevant changes in the eMBMS system has to occur immediately and whenever the underlying condition (that affects availability) occurs, i.e. not only when a request for resources is made, but also during operations that started based on the earlier availability of those resources. Those real-time reports need to make their way quickly to the GCSE Application Server, which is the network entity which can actually start/stop traffic and switch traffic between unicast and broadcast.

2   Prior Activity
SA2 has exchanged information with TSG RAN and its working groups RAN2 and RAN3 via liaison statements (e.g. see R2-140811 / R2-141020 and R3-140084 / R3-140460)  ) in order to provide a high level explanation of the technical issues and to assess the possibility that eMBMS conditions are reported by the UE and/or by the network to the GCSE AS. It was apparent from the responses provided to SA2 that the current specs do not support the low-latency processing necessary for Public Safety and Mission Critcal applications, nor that is there adequate support for the detection and reporting of eMBMS conditions which can materially affect the delivery of eMBMS traffic. 
Specific concerns raised about the UE potentially reporting eMBMS related conditions directly to the GCSE via unicast uplink bearers were: a) reliable detection by the UE of cessation of specific eMBMS service seemed possible only at the boundaries of MCCH modification periods, currently a minimum of 5.12s  b) no functional description or requirements on the UE to immediately process and report the first occurrence of such conditions, even when enough information to detect them is available to the UE, and c) inability of a UE to detect congestion situations, due to normally not receiving all the eMBMS subframes. 
Regarding detection and reporting via the network, RAN3’s liaison response R3-140460 states explicitly: “No functionality is currently specified to explicitly notify the BM-SC about an error/exception impacting MBMS traffic delivery.” 

In light of representations made by TSG RAN and some of its working groups of work overload for Rel-12, SA2 decided that the best way forward at this time was for interested companies to approach RAN and/or its working groups directly with proposals on how to best handle the issue. Consequently, the RAN3 focused Rel-12 work item described in RP-141035 was submitted, co-signed by 10 companies and ultimately approved at the TSG RAN#64. 
3   Technical Aspects
During on-line and off-line discussions at recent in SA2 and RAN meetings, the following eMBMS related conditions have been identified as potentially needing to be detected and reported by the network:

1) Congestion. All or almost all resources allocated to eMBMS are being currently used. 
2) Overload/ data loss. eMBMS system had to drop packets prior to transmitting them over the air, or had to significantly delay their handling in order to “fit” the transmission in the allotted  eMBMS subframes.

3) Pre-emption. Occurs when the MCE decides to replace the transmission of eMBMS traffic associated to one or more active TMGIs with traffic associated with a new TMGI. 
4) Suspension. Occurs when the automatic switching between eMBMS and unicast is enabled and the system autonomously decides to turn off eMBMS service due to not enough users in the cell. The knowledge of such event has to be made available at the application layer (i.e. the GCSE AS).
5) SYNC data transfer error. According to TS 25.446 (SYNC protocol) section 5.4.1.2 the following conditions may occur “the user data are incorrectly formatted or cannot be correctly treated” and “multiple consecutive frames loss is detected due to gaps in the sequence of the received frame numbers”. In this case, the prescribed action for the RAN, amounting to silently dropping packets,  is to “cease to provide user data to the radio interface protocol entities and wait until the next dynamic scheduling interval”; this is insufficient since the source of the data may need to be made aware. Note that since the data is transmitting sequentially based on some sequential order for various TMGIs, dropping data for a TMGI that is early in the sequence can lead to the dropping of all subsequent data belonging to other TMGIs.
6) SYNC info transfer error. According to TS 36.300 (LTE Overall description), at the bottom of section  15.3.3 item 10, “If two or more consecutive SYNC SDUs within a SYNC bearer are not received by the eNB, or if no SYNC PDUs of Type 0 or 3 are received for some synchronization sequence, the eNB may mute the exact subframes impacted by lost SYNC PDUs using information provided by SYNC protocol. If not muting only those exact subframes, the eNB stops transmitting the associated MCH from the subframe corresponding to the consecutive losses until the end of the corresponding MSP and it does not transmit in the subframe corresponding to the MSI of that MSP”. The same observations as those at 5) above apply.
7) Error conditions. Both M2 and M3 interfaces have an ERROR INDICATION message which contains the Cause information element. The “Misc” field of the Cause IE, in particular, may be indicative of conditions (e.g. “Control Processing Overload”, etc.) that could lead to the disruption of reliable delivery of the traffic data.  
It also needs to have clarified the procedures and signaling for the recovery from the conditions above.
4   Conclusion/Proposal
Proposal: RAN3 to immediately start studying and addressing the issues per RP-141035, this document and input contributions, targeting completion for the October 2014 meeting, to allow CT3 and CT4 two meetings (October and November) to complete their part within the Rel-12 timeframe. 
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