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1   Introduction
In the previous meeting, solutions for Context fetch have been discussed. Two following proposed alternatives were discussed: 
1) re-use existing procedures, where a handover request may be triggered in the last serving eNB when receiving the RLF indication from the re-establishment cell

2) use a new class 1 procedure to explicitly indicate that a context fetch is requested by the re-establishment cell with a response message to indicate whether the last serving eNB agrees to provide the UE context
This contribution intends to provide a comparison between these two solutions for Context fetch. 
2   Background
For this discussion, we use the following scenario: A UE encounters a failure in cell A handled by eNB A and sends RRC re-establishment request in cell B handled by eNB B which is not prepared for handover (has previously not received handover request form eNB A). In this scenario, eNB A may send the UE context to eNB B to enable a successful re-establishment in cell B. Based on this scenario, in this document, we analyse the two different proposed options:
Solution 1: solutions of Context fetch with implicit indication

As discussed in [1], one possible solution would be to re-use the RLF indication sent form eNB B to eNB A to trigger a handover request from eNB A to eNB B. This could be done without adding any additional signalling to the specification. This is depicted in figure 1.
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Figure 1 Solution without explicit indications
Solution 2: solutions of Context fetch with a new message
In this solution [2], a class 1 procedure is added for X2AP.
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Figure 2 Solution with explicit indications

3   Discussion
3.1   Comparison of the solutions
In the previous discussion the possible shortcomings of solution 1 can be seen in the following use case: 

a) If eNB A is not configured to support context fetch, but eNB B is configured to support context fetch
b) If eNB A is configured to support context fetch, but eNB B is not configured to support context fetch
c) If both eNBs are configured to support context fetch but eNB A decides not to send the handover request
The impact of these use cases are that handover request may unnecessarily be sent and that the rejection of an RRC re-establishment may be delayed slightly longer. We note that there is so far no technical problems identified causing IoT problems. Hence the remaining discussion is solely focusing on optimization of signalling.
Observation 1: The discussion on the need for explicit indications for context fetch is aiming at signalling optimisation.

Solution 1 would have the following impact for the above listed use cases:
a) If eNB A is not configured to support context fetch, but eNB B is configured to support context fetch
eNB B will need to wait for the timer to expire before rejecting the re-establishment request. 
Note however, that eNB B will be able to realize whether eNB A is configured for context fetch or not by checking if he receives handover requests matching the RLF indications. 
b) If eNB A is configured to support context fetch, but eNB B is not configured to support context fetch
eNB A will unnecessarily send handover requests. 
Note however, that eNB A will be able to realize whether eNB B is configured for context fetch or not by checking if he receives UE context release messages from eNB B. 
c) If both eNBs are configured to support context fetch but eNB A decides not to send the handover request to
eNB B will need to wait slightly longer for the timer (compared to a reponse message) to expire before rejecting the re-establishment request. 

On the other hand, solution 2 would have the following impact for the above listed use cases:

a) If eNB A is not configured to support context fetch, but eNB B is configured to support context fetch
eNB A will either not be able to understand the CF request or may respond with a failure message. Hence, the CF message will probably be sent only once since eNB B will be made aware that eNB A is not supporting this feature.
b) If eNB A is configured to support context fetch, but eNB B is not configured to support context fetch
eNB B will not trigger the context fetch request and can immediately reject the re-establishment. In this case, there is no issue, since eNB B will not send a context fetch request message. The context fetch procedure will never be triggered.
c) If both eNBs are configured to support context fetch but eNB A decides not to send the handover request. eNB B still need to wait for the response message (2b) before rejecting the RRC re-establishment. 

Based on the analysis we see that without configuration alignment, the drawback for solution 1 is:

· an additional delay for RRC re-establishments (until eNB A realise that eNB B is not configured to support the feature)

· some unnecessary HO requests transmitted (until eNB B realise that eNB A is not configured to support the feature) 

Observation 2: In case of a configuration misalignment, solution 1 may lead to additional delay and unnecessary signalling, but the eNB can be designed to avoid this.
3.2   Preventing configuration misalignment
In section 3.1, we analyse the impact of the configuration misalignment between eNB A and eNB B. As discussed above, there are two cases:

· If eNB A is not configured to support context fetch, but eNB B is configured to support context fetch
eNB B will need to wait for the timer to expire before rejecting the re-establishment request. 
· If eNB A is configured to support context fetch, but eNB B is not configured to support context fetch
eNB A will unnecessarily send handover requests. 
It was pointed out that for solution 1, an eNB implementation could learn whether there is a configuration misalignment or not. However, it could be easy to avoid the configuration misalignment.

First of all, one solution is to assume that the operator has a general control of the configuration in the system. If the operator is deploying a system where he prefers to use context fetch, he can enable the feature in all nodes. This kind of feature is probably anyway desirable to control (switch on/off), similar to other similar features (like MRO, MLB, ES, etc.). Hence aligning the configuration should in these cases not be more difficult than today.

Observation 3: A simple configuration for this feature should not be cumbersome and should be done independent on if we have a new stage3 mechanism or not. 
It is also possible to argue that there may be scenarios where the eNB are not homogenously configured in the same area. This may for example be due to different eNB vendors, eNB types or eNB releases, although we consider the case of mixed releases as a corner case.
In this scenario, the configuration may need to be done on a cell pair level. This is similar to the existing “no HO” configuration from OAM. In a similar way, eNB A could be configured to which eNBs he should send handover request after receiving RLF indication and eNB B could be configured for which last serving cells he should wait for context fetch.
Another advantage of such a configuration is that we can completely remove the delay for re-establishment rejections for the cases where the feature is enabled but where we know that it does not make sense to even try context fetch (e.g. if we know this is not a suitable neighbour). Hence this solution would further reduce the delay.
 Observation 4: A cell pair configuration for context fetch would be possible and would also reduce the cases where the re-establishment reject is delayed.
3.3   Impact of rejected context fetch
In addition to what was discussed in previous section, this, there is also the scenario where eNB A may choose not to allow the context fetch. These cases will lead to a slightly longer delay (message vs. timer based) where the difference in delay depends on the delay variations of the X2 interface. Simply put, this depends on the difference between the average delays for roundtrip compared to the maximum delay for roundtrip. 

This case (where eNB A does not provide the context) is however not the most typical case. Context fetch is introduced with the motivation that it is useful feature to reduce the rejected re-establishments. Hence we assume that eNB A should most often agree to send the context. In this case, however, the proposed new message in solution 2 is useless and will only lead to unnecessary signalling.

Observation 5: Solution 2 will lead to unnecessary signalling in the majority of the cases.

4   Conclusion
We observe that there is no identified IoT issue, and that solution 1 is able to provide the intended functionality. 

Regarding the need to optimise the signalling, we believe that solution 1 would be able to mitigate most identified problems by vendor specific configuration and by analysing the response from the other node. 

It may also be possible to define the functionality and configuration of solution 1 in the specification. The impact of this is discussed in [3]. 
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