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Discussion
1 Introduction 
With regard to eNB Registration, RAN3 considered 4 Alternative Options. However, during some offline discussions a compromised decision was made and as a result the X2 Setup-based Solution was considered as a Working Assumption.
This contribution questions the suitability of the Assumed Solution because of the potential drawbacks it can introduce. Based on this, this contribution argues that Option 4 needs to be adopted if we are to avoid the following:

i). differentiation of behaviour between HeNB and eNB, 
ii). requiring X2-GW to snoop into X2AP messages to figure out the message type and whether it needs to look for TNL Address OR RNL ID for further action – thus increasing X2-GW packet processing latencies
iii). Breaking Strict-Layering principles. 
iv). Different behaviour of HeNB/X2-GW depending on the message type
v). Potential Security threats by allowing a HeNB to help register an eNB

vi). Jeopardising Operators’ freedom of  Adopting Option 2 at their discretion

vii). Different behaviour of nodes at varying conditions will increase implementation complexities, 

viii). Unnecessary Standardisation effort

Further, from [3] it may appear that standards support 4 different alternatives to the same issue of how to implement eNB registration. This contribution will finally highlight that allowing four different Alternatives to the Same issue will cause confusion unless Specifications are made clear in terms of what pre-conditions need to be satisfied for different Alternatives work
2 Discussion

2.1 Alternative Options:
In RAN3 #83bis, the following Alternatives were considered for the issue of how to realise eNB Registration:
i). All mapping information are configured by OAM in X2GW: no standard impact

ii). All eNBs are configured via OAM with X2GW IP@ and all eNB register to X2GW: same as HeNB

iii). HeNB discovers eNB, HeNB triggers TNL address discovery, then HeNB sends the X2 AP Message transfer with IP@ of eNB, stored by X2GW

iv). HeNB discovers eNB, HeNB triggers TNL address discovery including its X2GW IP@, then eNB register with this IP@

Given Options 1 and 2 which have a little Standard impacts are configuration-based, the actual race is between Option 3 and 4. There is a similarity between Option 2 and 4 and 
The main reason why companies are hesitant to extend pre-registration to each eNB unlike the way it is expected for each HeNB is the configuration effort involved. However, all companies agree that without registration X2-based routing is impossible. eNBs can learn X2-GW TNL Address during the enhanced TNL Address discovery agreed already [1]. With this eNB can register with the identified X2-GW using the same registration mechanism agreed already [2].  
Existence of X2-GW is not transparent to eNB – i.e., eNB knows that X2-GW exists if they are configured to operate with an X2-GW. Further, eNBs know that they have to adopt X2AP Message Transfer mechanism if they to make use of an X2-GW. Hence, avoiding eNB impact by not introducing Registration is meaningless, further, with the introduction of X2AP Message Transfer mechanism, X2 is still maintained end-to-end and the first message will still remain to be X2 Setup/failure/response between two peers.
2.1.1 Option 3: X2 Setup-based eNB RegistrationAccording to this mechanism, whenever HeNB discovers another eNB, a source HeNB is expected to get the TNL Addresses belonging to a target by triggering S1-based TNL Address discovery procedure. Once the target address is found, the Source HeNB will trigger X2AP Message Transfer encapsulating X2 Setup Request message along with an additional TNL address in the RNL-header. This will allow X2-GW to register the target eNB. Once X2 is established, the Source is not expected to include TNL Address in subsequent X2 messages and this will not only require the source to have varying behaviour in terms of what to include in every X2AP Message Transfer but also expect X2-GW to behave differently based on the message-type traversing. This will in turn require X2-GW to sniff every X2AP message type and change its behaviour accordingly. This will unnecessarily increase packet processing latency which goes against the principle of X2AP Message Transfer adoption.
Further, Option 3 will inherently have the following drawbacks:
i). differentiation of behaviour between HeNB and eNB – different behaviours from each node and among different node types are expected. For instance, when eNB discovers HeNB the Source does ot have to include TNL Address of a target; on the other hand, TNL Address needs to be included when HeNB discovers an eNB.

ii). As explained, HeNB has to include a target eNB TNL Address only when X2 Setup Attempt is made, but not after X2 is established. This requires an X2-GW to snoop into X2AP messages to figure out the message type and whether it needs to look for TNL Address OR RNL ID for further action – thus increasing X2-GW packet processing latencies

iii). Mixing up TNL Address at RNL-Level will break long-established Strict-Layering principles. 

iv). Different behaviour of HeNB/X2-GW depending on the message type

v). Potential Security threats by allowing a HeNB to help register an eNB

vi). Jeopardising Operators’ freedom of  Adopting Option 2 at their discretion

vii). Different behaviour of nodes at varying conditions will increase implementation complexities, 

viii). Unnecessary Standardisation effort as Option 4 can be introduced with Stage-2 change Only.
2.1.2 Option 4: eNB Register On Learning X2-GW AddressThis is quite straightforward because this allows an eNB to register with an X2-GW on learning its TNL Address using the same registration mechanism devised for HeNB. An eNB can learn an X2-GW Address during eNB or HeNB initiated enhanced TNL address discovery procedure. 

While alleviating the drawbacks as discussed in Sub-Section 2.1.1, with the adoption of Option 4, Operators can readily use Option 2. 

2.1.3 AnalysisAs Seen, in the absence of any valid argument favouring Option 3, Option 4 has to be chosen. Further, with Option 4 Standardisation effort will be minimised as eNB and HeNB will use the same Registration mechanism that was already agreed. Further, there will be no change of behaviour in terms of registration between HeNB, eNB and X2-GW except the time of registration unlike different behaviours expected by all HeNB, eNB and X2-GW and these different behaviours have to be specified.
Proposal 1: RAN3 is requested to consider the Implications and drawbacks introduced by Solution 3 and to reject Option 3 for further consideration.
Further, care has to be taken to ensure that no duplicate Solutions are provided in the Specification for the Same Issue unless Specifications are clear in terms of what pre-conditions are necessitated by each of the Alternatives presented in [3]. In the absence of such an attempt, interoperability will be in question.
Proposal 2: To Avoid Ambiguities, RAN3 is requested to Standardize Option 4 Only.

3 Conclusion and proposals
This contribution questions the suitability of the Assumed Solution because of the potential drawbacks it can introduce. Based on this, this contribution makes the following proposals:
Proposal 1: RAN3 is requested to consider the Implications and drawbacks introduced by Solution 3 and to reject Option 3 for further consideration.
Proposal 2: To Avoid Ambiguities, RAN3 is requested to Standardize Option 4 Only.
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