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1
Introduction
Discussions at RAN3#83bis concluded at the feasibility of context fetch. In the present paper we provide a review of issues to be solved and candidate solutions. 

2
Discussion
Context fetch is today not described in 3GPP specifications, e.g. the feature is not considered by any of the descriptions (stage 2, stage 3) of existing X2AP signaling procedures.  This leads to the following issues needing to be solved: 
· Issue 1: Standards compliance (details provided in the annex of this paper).
· Issue 2: Avoid unnecessary signaling or delay in case of feature not supported or deactivated in one eNB.
· Issue 3: Avoid unnecessary signaling if the target eNB is overloaded

· Issue 4: Avoid unnecessary signaling and delay in case of mobility restriction, e.g. if the Handover Restriction List or other policy prevents the source eNB to send the context.

The following solutions were considered:
· Solution 1: Stage 2 specification + O&M activation/deactivation of the context fetch feature at source and target eNB.
· Solution 2: Stage 2 specification + signaling of feature support during X2 Setup and/or eNB Configuration Update.

· Solution 3: Stage 2 specification + extending the existing RLF INDICATION message with a new IE (e.g. a “context fetch request” flag).

· Solution 4: Stage 2 specification + new class 1 procedure for context fetch.

The following table indicates which issue being solved by each of these four solutions.
	
	Solution 1
	Solution 2
	Solution 3
	Solution 4

	Issue 1 (standards compliance)
	X
	X
	X
	X

	Issue 2 (feature support)
	partly (note 1)
	X
	partly (note 2)
	X

	Issue 3 (target eNB overload)
	
	
	X
	X

	Issue 4 (mobility restriction)
	
	
	
	X


Note 1: An operating mode based exclusively on O&M feature activation requires that different O&M domains are aligned and in-sync.

Note 2: Triggering of HO Preparation procedure will be avoided if context fetch is not supported by the target eNB, but the target eNB will experience unnecessary delay if the context fetch feature is not available in the source eNB.
It is also possible to combine solution 2 and 3 to solve issues 1-3; however a response message to RLF INDICATION would have been required in order to solve issue 4. On the other side it was observed at RAN3#83bis that the solution 3, based on a new flag in the RLF INDICATION message, was deemed non backwards compatible for implementations already supporting context fetch based on implicit usage of the RLF INDICATION message for this purpose.
Based on this we believe that the introduction of a new class 1 procedure for context fetch is the most suitable solution with respect to the analysed issues.

Proposal: Introduce a new class 1 procedure for context fetch (solution 4).

3
Conclusion
We have analysed issues and solutions relative to context fetch, and conclude that the introduction of a new class 1 procedure is the most suitable solution (solution 4).

Proposal: Introduce a new class 1 procedure for context fetch (solution 4).
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Annex

The "standards compliance" issue covers the following aspects:

If an eNB supports context fetch in an implementation dependent way (the typically discussed scenario is overloading the semantics of the X2 RLF INDICATION message to trigger Handover Preparation over X2), there is no guarantee that a peer eNB from a different vendor will have a similar implementation.

In stage 2 specification, context fetch may be considered as not being in line with the description in TS 36.300 section 10.1.6 Radio Link Failure:
The UE identifier used in the random access procedure for contention resolution (i.e. C‑RNTI of the UE in the cell where the RLF occurred + physical layer identity of that cell + short MAC-I based on the keys of that cell) is used by the selected eNB to authenticate the UE and check whether it has a context stored for that UE:

-
If the eNB finds a context that matches the identity of the UE, it indicates to the UE that its connection can be resumed;

-
If the context is not found, RRC connection is released and UE initiates procedure to establish new RRC connection. In this case UE is required to go via RRC_IDLE.
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