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1 Introduction 
This paper summarizes the way forward agreed after RAN3#81bis, RAN3#82, RAN3#83 and RAN3#83bis.

2 Discussion 
RAN3#81bis

1/ HeNB switch off

The point was to inform peer (H)eNBs whenever the HeNB switches off . Several solutions were proposed including among others using a new X2AP Release message sent from X2GW, using a new X2AP message sent from HeNB, reusing the eNB configuration Update message or using SCTP message.
The following agreement was reached at RAN3#81bis during the on-line session:
It is agreed to use X2AP to inform of HeNB unavailability from X2GW to relevant (H)eNBs

Considering the solutions proposed at RAN3#81bis, the remaining open issue was then to determine which precise X2AP solution to choose as part of that agreement whenever the X2GW detects that the SCTP association with the HeNB is down between: 
· the X2GW sends a new X2AP Release message,

· the X2 GW sends an eNB Configuration Update message including the Served Cell Information IE which only includes the Served Cells To Delete IE with the ECGI of the HeNB ID.

During the following offline discussion at RAN3#81bis, most companies supported the first option, and the open issue was closed and the agreement could be refined into:

It is agreed to use a new X2AP Release message to inform of HeNB unavailability from X2GW to relevant (H)eNBs.
It must be highlighted that the “relevant (H)eNBs” is an important part of the agreement. It means that the X2GW shall be able to send the new X2AP Release message only to those (H)eNBs with which the HeNB has an X2AP association with.
2/ HeNB switch on
The HeNB switch on after switch off was addressed through the peer discovery aspect (see below).
3/ hop by hop vs end to end
For the message handling principle, two main solutions were proposed at RAN3#81bis: 

· the hop by hop solution (also called full proxy) where the X2AP is fully terminated in the X2GW: there is then one X2AP connection per hop (one hop corresponding to one SCTP association). In this case, between two neighbour (H)eNB1 and (H)eNB2 there is one X2AP connection between the (H)eNB1 and the X2GW and a second X2AP connection between the X2GW and the (H)eNB2. 

· The end to end solution (also called routing proxy) where the X2AP is not terminated in the X2GW (with the exception of the generation of the X2AP Release message – see agreement here-above on HeNB switch off): there is then one end-to-end X2AP connection between two neighbour (H)eNB1 and (H)eNB2 which respectively goes over the SCTP association between the (H)eNB1 and the X2GW and the SCTP association between the X2GW and the (H)eNB2. 

It was agreed during the on-line session of RAN3#81bis to go for the second option and the following agreement was captured:
End-to-end architecture is agreed (routing proxy) i.e. we do not need to terminate the X2AP in the X2GW
4/ peer discovery
For the peer discovery the main following options were discussed among others:
· The eNB is preconfigured with the IP address of the X2GW and uses local signalling with the X2GW to know the availability of peer nodes,

· The eNB determines the IP address of the X2GW and the availability of peer nodes via enhanced TNL address discovery procedure
· The eNB receives the IP address of the X2GW during the X2 setup 

· The eNB receives the IP address of the X2GW from the existing TNL address discovery procedure instead of the IP address of the peer (change of behaviour of the SON configuration transfer)
During the on-line session of RAN3#81bis, a working assumption was taken in favour of option 2:
WA: The eNB learns the X2GW IP address via enhancement of the SON configuration transfer

The remaining open issue for RAN3#82 is now to check whether this working assumption can be turned into a final agreement and if yes precisely define the enhancement. 
RAN3#82
1/ Message Routing principles
Given the agreement reached to use the routing e2e proxy for X2 GW, three main types of solutions were discussed at RAN3#82:
· Solution 1: add RNL header in every X2AP message (RNL header contains both source eNB ID and target eNB ID)
· Solution 2: use a container in X2AP similar to tdoc R3-132088

· Solution 3: use an adaptation layer

Solution 3 requested to create a new specification and solution 1 requested X2 GW to decode all X2AP messages, therefore solution 2 was selected and agreement was made.
It was agreed to use a container in X2AP for the X2GW message handling principles (routing of all X2AP messages)
2/ TNL address discovery
2.1/ (H)eNB discovers the HeNB

When the (H)eNB discovers the HeNB, the (H)eNB must determine if the HeNB supports X2GW and, if it does, the IP address of the X2GW to which the HeNB connects.

Several solutions were discussed at RAN3#82 and agreement was reached on the following solution during the online session:

It was agreed to add a new IE for the IP address of X2-GW, in addition to the existing IE for the IP address of the target HeNB in the SON Configuration Transfer message from target HeNB to source (H)eNB

The solution works as follows: 
· If the (H)eNB supports X2GW feature and gets the new IP@ IE, it will deduce that the target HeNB supports X2 GW feature and the included new IP@ IE contains the IP@ of an X2GW to which the target HeNB has successfully registered. (H)eNB can therefore send an X2 Setup Request to that X2 GW including the target HeNB ID.

· If the (H)eNB does not support the X2GW feature, it will ignore the new IP@ IE included and use the IP@ in the existing IE to setup a direct X2 as of today. 
2.2/ HeNB discovers the eNB

This case was left open after the online session.
Three main solutions were discussed during the following offline discussion:

· Solution1: the source HeNB includes the new IE in the SON Configuration Transfer (agreed for the other use case above) in the way forward containing the IP@ of the X2GW to which it has registered. The target eNB indicates its support of the X2 GW feature by including the same IP@ (copy/paste) in the new IE in the SON Configuration Transfer that it sends back to the HeNB. Depending on target eNB reply, the source HeNB triggers direct or indirect X2 setup. 
· Solution 2: the source HeNB includes only its own IP@ in the existing IE of SON Configuration Transfer. The target eNB indicates its supports of X2GW feature by including a “special” or “dummy” IP@ in the new IE of the SON Configuration Transfer that it sends back to the HeNB. Depending on target eNB reply, the source HeNB triggers direct or indirect X2 setup.

· Solution 3: the source HeNB includes only its own IP@ in the existing IE of SON Configuration Transfer. The target eNB indicates its supports of X2 GW feature by including a “flag” (1 bit) in another new IE of the SON Configuration Transfer that it sends back to the HeNB. Depending on target eNB reply, the source HeNB triggers direct or indirect X2 setup.  
During the offline discussion, because the solution 3 has the drawback to introduce a second new IE, and the solution 2 the drawback to use a “special” or “dummy” value for the new IE, the solution 1 was preferred and an agreement was taken.
It was agreed to use the (above defined) new IE for the IP address of X2 GW, in addition to the existing IE for the IP address of the source HeNB, in SON Configuration Transfer in the request from source HeNB to target eNB. The IP address of X2 GW is echoed back by the target eNB to indicate its X2 GW support.
3/ Registration by HeNB
Three main solutions have been discussed for the registration of the HeNB:

· Registration via SCTP: the HeNB includes in the hostname of the SCTP INIT chunk its HeNB ID which the X2GW stores together with the source IP address of the SCTP INIT chunk. Two issues to select that solution remain to be verified: if the hostname must be coded in ASCII, and whether the limitations for the signalling of IP@ prevents the use of multi-homing. 
· Registration via X2 setup: When the eNB discovers the HeNB, it triggers the enhanced TNL address discovery and gets two IP@: the one of X2GW and the one of HeNB. eNB triggers X2 setup Request message to the X2 GW including the target HeNB ID and the target HeNB IP@. The X2GW stores this information as registration. This solution raised the concern by several companies that it reintroduces a flavour of G2C. 
· Registration via X2AP: an X2AP message is used for the registration procedure. Concerns were raised about the “first” X2AP message and termination of X2AP in the X2 GW. 
During the offline, given that some issues and concerns remain to be checked for the three solutions, no final agreement could be taken. This is postponed to next meeting.

RAN3#83

1/ Message Transfer
It was agreed that the CR CR618r2, TS 36.423, Rel-12, Cat. B  R3-140207 reflect the indirect transfer principle agreed and the CR will be integrated and revisited later into the BL X2-AP CR.

Besides, a first drfat of the X2AP baseline CR was provided in R3-140401.
2/ Registration by HeNB
It was agreed that registration via the registration procedure is mandatory for the HeNB supporting X2GW.

Three set of CRs were drafted to reflect the 3 solutions for this registration procedure:
· Solution 1: Registration via SCTP

· Solution 2: Registration via X2 setup* (via X2AP message transfer from eNB to X2GW including the X2 Setup message and HeNB IP@)
· Solution 3: Registration via X2AP: the HeNB registers at switch on by sending to its X2GW the X2AP Message Transfer over X2 not including the target eNB ID and the X2AP PDU.  

After offline no agreement was found on which solution to select.
3/ registration by eNB
During the offline, the following could be agreed:
Registration is optional for eNB

The way it would work is as follows: the mapping information (eNB ID, eNB IP@) shall be made available in the X2GW when used. The support of the registration procedure in the eNB is however optional because at least one of the following two options can be used to populate this mapping information in the X2GW: 
· Use of the registration procedure to register eNB,

· Configuration of the X2GW by O&M.

4/ On Friday the following compromise was proposed by the rapporteur:
· Both registration procedures (via X2AP and via X2 setup*) are standardized.

· Registration of HeNBs at switch on via the “registration via X2AP” procedure is however mandatory for HeNBs supporting X2GW. 
· Registration via X2 setup* is optional for HeNB

· No registration procedure to be supported by eNB.

With this compromise solution, registration of eNB is left to operator choice via one of the following method:

· O1: X2GW is configured with the mapping (eNB ID, IP@)
· O2: eNBs are configured with X2GW addresses: when eNB discovers first HeNB, it sends X2AP Message Transfer (X2 Setup) to X2GW towards discovered HeNB and thus gets registered in X2GW (try and failure)

· O3: no configuration and use of enhanced TNL address discovery: when eNB discovers first HeNB, it uses enhanced TNL discovery to get the X2GW IP@ then , it sends X2AP Message Transfer (X2 Setup) to X2GW towards discovered HeNB and thus gets registered in X2GW

· O4: use of registration via X2 setup*: when HeNB discovers eNB not yet registered, the HeNB uses the enhanced TNL discovery to get the eNB IP@ and then uses the registration via X2 setup* towards the eNB.
Advantages of this compromise:
· it allows limitation of use of TNL discovery

· can avoid O&M configuration if desired (if O1, O2 not used)
· eNB doesn’t need to support any registration procedures (neither via X2AP nor via X2setup*)

· X2 Setup remains the first X2AP message for the eNB

This compromise solution could however not be agreed on Friday 14th February 2014.
Therefore down-selection was performed between the three solutions proposed for HeNB registration:
A working Assumption was taken to select the “Registration via X2AP” as the registration procedure mandatory to be supported by HeNBs supporting X2GW.

The corresponding baseline CRs are provided in R3-140474, R3-140475.
RAN3#83bis
The main following topics were covered at RAN3#83bis:

1/ reactive/proactive approach

A reactive/proactive approach was proposed to reduce the use of TNL address discovery. Some support was received on the reactive approach but need further clarification. The proof of concept in terms of signalling reduction is needed.

2/ registration of HeNB
The working assumption of RAN3#83 was further refined into the following agreement:

The registration via the X2AP transfer/encapsulation is mandatory for HeNB supporting X2GW whenever they switch on or the TNL address change
3/ cause value for routing failure

It was recognized that under certain error conditions, the X2GW may not be able to route the X2AP Message Transfer. In that case an Error Indication will be generated. Whether a new specific cause value is needed for that could not be concluded. Some companies propose to reuse the “logical error” cause value instead which some other companies don’t like. Discussion can continue at next RAN3. 
4/ use of indirect routing to get ip@ of direct routing 

The proposal to provide via indirect routing in the X2 setup failure the ip@ of the target node in order to trigger a direct X2 setup without involving the MME could not be agreed during the offline. More justification is needed for the scenario.
5/ registration of eNB
The following four options were listed in order for the X2GW to have the mapping (eNB ID, eNB P@):
1) All mapping information are configured by OAM in X2GW: no standard impact

2) All eNBs are configured via OAM with X2GW IP@ and all eNB register to X2GW: same as HeNB

3) HeNB discovers eNB, HeNB triggers TNL address discovery, then HeNB sends the X2 AP Message transfer with IP@ of eNB, stored by X2GW

4) HeNB discovers eNB, HeNB triggers TNL address discovery including its X2GW IP@, then eNB register with this IP@

5.1/ Standards Impact

During the offline discussion it was clarified that the options 1, 2, 4 have no standards impact because:

· Option 1 is pure O&M,

· Option 2 and 4 use the registration procedure which has already been specified for the HeNB.
 Only option 3 has an additional standards impact because it introduces a new “registration procedure via X2 setup*” which requires to introduce the IP@ of target node in the X2AP Message Transfer.

5.2/ Evaluation
During the evaluation, a majority of companies concluded that the four options are complementary and allow flexibility of deployment for the operator:
· Option 1 and 2 if the operator make the effort to use O&M configuration (either X2GW or eNBs),
· Option 4 does not require O&M but requires the eNB vendors to provide the registration procedure,

· Option 3 does not require O&M but requires the HeNB vendors to provide the procedure “registration via X2 Setup”.   

Therefore a majority of companies agreed to have the four options enabled by 3GPP standards. The following working assumption could be taken: 
WA: a Working assumption is taken to standardize the registration via X2 setup.
3 Conclusion and proposals
It is proposed that RAN3 agrees this way forward paper corresponding to the progress and agreements achieved at RAN3#83bis. 
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