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1.
Introduction

At the RAN3#80, it is agreed to add cause code #17 Network failure and cause code #25 Not authorized for this CSG in TS 25.413 from release 11 [1], according to the CT1 LS (R3-131121) on Additional cause codes triggering redirection.
The possible backwards compatibility issue has been discussed in RAN3#81bis in [2] and further in RAN3#82, in [3].

The backwards compatibility issue has been acknowledged by the group, and there are a few solutions on the table being discussed.
In this paper we analyze the possible solutions and propose a way forward.
2.
The backwards compatibility problem

An example of an information flow for redirection in UTRAN is shown below.

In this example an attach request from a non-supporting UE is directed to three different CN operators. The first two CNs reject the attach in step 5 and step 9. 

At step 13, when the third CN rejects, the RNC finds no more MSC/SGSN to redirect. The RNC compares the cause code with cause codes from other Reroute Command messages it has earlier received for this UE. A cause code ranking is done and the "softest" cause code is chosen and the corresponding saved NAS attach reject message is returned to the UE.
In step 5, 9 and 13, the DIRECT TRANSFER messages are sent from the CN to RNC. Either Redirection Indication IE with the corresponding Reject Cause or the Redirection Complete IE shall be included.
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If the CN is pre Rel 11 who does not support redirect with Reject Cause #17 (Network Failure) or #25 (Not authorized for this CSG), when these cause code turn up it will send in DIRECT TRANSFER message the Redirection Complete IE. The RNC shall terminate the rerouting and send back the included NAS-PDU IE to the UE.

In 25.413, there is no particular description of if the Redirection Indication in the DIRECT TRANSFER arrives with unknown Reject Cause, how RNC should behave. This aspect is left totally to RAN implementation.
Now with the introduction of the two redirection cause codes, if the CN is Rel 11 who support the redirect with Reject Cause #17 and #25, when these cause code turn up, it will send in DIRECT TRANSFER message the Redirection Indication IE. The pre-Rel 11 RNC could not understand the DIRECT TRANSFER message fully. What RNC will do is not specified and therefor the deployment Rel 11 CN and Rel 10 RAN may have backwards compatibility problem.

3. 
Possible Solutions and analysis
Three solutions have been discussed during the past RAN3 meetings. 

3.1
Introduce a RNC indication for the support of the cause codes
This solution was first proposed in GERAN when they discussed the backwards compatibility problem by the way that CT1 has introduced the new cause code.

In RAN3#81bis, the proposed solution in [4] is to introduce a capability indicator for the support of the cause codes, similar to what we have between RNC and Node B when it comes to the Node B capability.
RNC indicates to the Core Network if it supports the new cause values or not, for example within the same message that includes the Redirect Attempt Flag, so that the Core Network can handle the case accordingly. RNC should send the capability indicator both to SGSN and MSC.
This solution provides a very clean way to solve the backwards compatibility problem and leave no ambiguity in the specification or in the implementation.

The original solution proposed a 16 bits container for future proof which might be over killing. What we need three codepoints for the two new Cause codes (and the combination of both). 

3.2
Let the OAM take care of the issue

Another solution is based on the assumption that OAM will be configured to take care of the backwards compatibility issue, therefore there is no need to modify the specification to handle this case.

If the CN knows about the RNCs connect to it, it will use the new cause codes towards the Rel 11 RNC, while keep the legacy behavior towards the pre-Rel 11 RNC. The backwards compatibility issue is prevented by the CN solely depended on the OAM configuration.
Two things need to be further checked if we decide to go for this solution. One is the OAM configuration effort to do it. Another is if this should be documented somewhere officially so that the issue can be prevented in the field.
3.2
Move the introduction of the new cause code to Rel 10

The third solution is originally brought up in GERAN as these two cause codes were only introduced in GERAN from Rel 10. The backwards compatibility issue in GERAN is between Rel 11 CN and Rel 10 GERAN. 

In RAN3#82, the solution [5] is to introduce the cause code in Rel 10. 

However unlike GERAN, these two cause codes have been introduced in much early releases. So the compatibility problem is between Rel 11 CN and all the Pre-Rel 11 RNC. One way to look at it, to introduce the new cause codes in Rel 10 makes the things even worse, as it expands the problem further to” between Rel 11 CN and all the Pre-Rel 10 RNC; and between Rel 10 CN and all the Pre-Rel 10 RNC.”
4.
Way forward
To solve the problem completely without any dependency, we prefer to improve the solution of introduce a support indication. The improved solution is proposed in Ref [6] and [7].

If we are going to look into the OAM configuration solution, we need to see how feasible it is as OAM solution might be a potential nightmare in deployment where several operators take part in the shared network.
We have doubt that to introduce the cause code into Rel 10 can improve the situation.
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