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1
Introduction
RAN3 has received an LS from RAN2 [1] requesting that RAN3 investigate and provide feedback on the feasibility of the context fetch procedure from a RAN point of view when it is used for the RRC Re-establishment procedure. In this contribution, we provide an analysis of context fetch requirements and the impacts to 3GPP specifications.

2
Discussion 
RAN2 has concluded that RRC connection reestablishment assisted by context fetch may reduce the number of reestablishment failures [1].  With context fetch, if a target cell receives an RRCConnectionReestablishmentRequest message but is “unprepared” (i.e. the target cell was not previously prepared for RRC Connection Reestablishment by the source cell as part of an S1AP/X2AP Handover Preparation procedure), then it can request the source cell via X2 to provide the UE context, making the target cell “prepared” and therefore enabling the RRC connection reestablishment to succeed.
In section 2.1 below, a solution for context fetch that reuses the existing Handover Preparation procedure is described.
2.1
Context fetch reusing the Handover Preparation procedure
Figure 1 illustrates a solution where the target cell sends an indication to the source cell, which triggers the source cell to initiate the Handover Preparation procedure.
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Figure 1: Context fetch – successful case
The steps of Figure 1 are described in further detail below:
Step 1:
UE declares Radio Link Failure (RLF) or Handover Failure (HOF), and initiates the RRC connection re-establishment procedure (see 5.3.11.3 and 5.3.5.6 of [2]).

Step 2:
The UE selects a suitable target cell (see 5.3.7.3 of [2]).

Step 3:
The UE starts timer T301 and sends the RRCConnectionReestablishmentRequest message to the target cell.  The message contains the UE identity in the form {PCI, C-RNTI, ShortMAC-I}.

Step 4:
The target cell receives the RRCConnectionReestablishmentRequest message but is unable to find a stored UE context associated with the UE identified by {PCI, C-RNTI, ShortMAC-I}.  Therefore, the target cell is considered “unprepared”.  According to current specifications, the target cell would send the RRCConnectionReestablishmentReject message to the UE, causing the UE to transition to RRC_IDLE state.  However, if context fetch is supported by the target cell, then it continues with Step 5.

Step 5:
The target cell sends the X2: RLF INDICATION message to the source cell identified by PCI (see 8.3.9 of [3]).  The message includes the following information:

-
Failure cell PCI, C-RNTI, and ShortMAC-I for UE context identification;
-
Re-establishment cell ECGI to identify the target cell for handover; and
-
Handover Preparation Invoke Indication (new IE) to indicate to the source cell that handover preparation is desired; this is needed to make the source cell aware that the target cell supports context fetch and that context fetch would be useful (e.g. that the RLF INDICATION message is not being sent for an RRC re-establishment attempt that was successful).
Step 6:
If context fetch is supported by the source cell, then it checks whether context fetch can be performed, e.g.:

-
Is there a UE context matching {Failure cell PCI, C-RNTI, ShortMAC-I}?

-
Is the target cell an allowed handover target, based on e.g. Handover Restriction List?

Step 7:
The source cell initiates the Handover Preparation procedure by sending the X2: HANDOVER REQUEST message to the target cell (see 8.2.1 of [3]).

NOTE: The source cell could instead send the S1: HANDOVER REQUIRED message if it determines that only S1 handover is allowed.  However, in this figure X2 handover is assumed.
Step 8:
The target cell responds with the HANDOVER REQUEST ACKNOWLEDGE message.  The Target eNB To Source eNB Transparent Container IE is ignored by the source cell.
Step 9:
The target cell now has the UE context, and is therefore considered “prepared”.  The target cell correlates the received HANDOVER REQUEST message with the pending RRC Connection Reestablishment attempt based on {PCI, C-RNTI, ShortMAC-I} in the RRC Context IE.  The target cell sends the RRCConnectionReestablishment message to the UE.
Step 10:
The UE responds with the RRCConnectionReestablishmentComplete message to the target cell.
Step 11:
Meanwhile, the source cell sends the SN STATUS TRANSFER message to the target cell (according to existing X2AP procedures) to transfer the PDCP context.
Step 12:
The target cell sends the RRCConnectionReconfiguration message to the UE to resume SRB2 and DRBs.

Step 13:
The UE responds with the RRCConnectionReconfigurationComplete message to the target cell.

Step 14-20: Same as steps 12-18 in Figure 10.1.2.1.1-1 of [4].
As shown above, for the successful case there does not appear to be any issues with reusing existing X2AP procedures for context fetch. 

However, for the unsuccessful case a problem occurs at Steps 6/7 if the source cell determines not to initiate the Handover Preparation procedure towards the target cell.  In this case, the target cell waits until a guard timer (e.g. T301) expires and then sends the RRCConnectionReestablishmentReject message to the UE.  This introduces unnecessary delay to the RRC Connection Reestablishment procedure.
In order to prevent this unnecessary delay, the source cell must be able to explicitly reject the target cell’s request for handover preparation.  There are two possible options:

-
Option 1: introduce a new class 2 procedure for source cell to reject the target cell’s request for handover preparation.
-
Option 2: introduce a new class 1 procedure for the target cell to request handover preparation to the source cell (rather than reusing the RLF Indication procedure, which is a class 2 procedure).

Option 1 is preferred since it has less impact to specifications.  Assuming Option 1, Figure 2 illustrates context fetch for the unsuccessful case.
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Figure 2: Context fetch – unsuccessful case
The steps of Figure 2 are described in further detail below:

Step 1-5:
Same as Steps 1-5 of the successful case (see Figure 1).

Step 6:
If context fetch is supported by the source cell, then it checks whether context fetch can be performed.  In this case, it cannot be performed due to e.g. context not found, handover to target cell not allowed, etc.
Step 7:
The source cell initiates the Handover Preparation Reject Indication procedure (new Class 2 procedure) by sending the HANDOVER PREPARATION REJECT INDICATION message to the target cell.  The message includes the following information:
-
PCI, C-RNTI, and ShortMAC-I for UE identification;

Step 8:
The target cell sends the RRCConnectionReestablishmentReject message to the UE.
From the above, the following observations can be made:

-
Context fetch can be supported by introducing a new Handover Preparation Reject Indication procedure as a Class 2 procedure in X2AP, along with a new IE in the RLF INDICATION message;

-
The X2AP Basic Mobility Procedures can be reused, including data forwarding and PDCP status transfer;

-
X2 handover and S1 handover are both supported;
One potential issue identified by RAN2 is that it should be ensured that UEs cannot bypass network controlled mobility or at least have no incentive to do so due to the introduction of the context fetch [1].  This can already be accomplished by the source eNB, since it is in control of the context fetch and has the option to allow context fetch only in the case where a handover procedure is ongoing for the concerned UE (e.g. timer TX2RELOCoverall is active).  This would ensure that UEs cannot attempt to perform “autonomous handovers”.  With such a restriction, context fetch would cover Handover to Wrong Cell for the following scenarios:

-
UE experiences HOF; and

-
UE does not receive the Handover Command, so it experiences RLF in the source cell.
3
Summary and Conclusion
In this paper, we have discussed a solution to support context fetch that reuses the existing Handover Preparation procedure.
This paper also discussed how the source eNB can restrict usage of context fetch in order to ensure that UEs cannot bypass network controlled mobility.

Based on the discussion and analysis in this paper, the following is proposed:

Proposal-1:
Reply to RAN2 that context fetch is feasible from a RAN point of view when it is used for the RRC Re-establishment procedure.  RAN3 recommends a solution that reuses the S1AP/X2AP Handover Preparation procedure.
Proposal-2:
In order to ensure that UEs cannot bypass network controlled mobility, a source eNB implementation could restrict context fetch to the case where handover is ongoing at the source cell for the concerned UE (e.g. timer TX2RELOCoverall is active).
Based on the above proposals, a draft LS response to RAN2 is provided in [5].
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