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1 Introduction
In [1], RAN2 asked RAN3 to investigate the feasibility of the context fetch procedure from a RAN point of view.  RAN2 will conclude whether to support context fetch assisted re-establishment functionality based on the RAN3 feedback and further evaluation in RAN2. This contribution analyzed the feasibility of the context fetch and gave the draft response LS in [2] based on the analysis.
2 Discussion
To improve user experience in HetNet scenario, RAN2 discussed the solutions of context fetch during RRC-re-establishment if the target cell is not prepared i.e. the re-establishment target cell requests the UE context from the source cell. RAN2 has concluded RRC connection re-establishment procedure assisted by UE context fetch may reduce the number of re-establishment failures. The overall signalling flow is shown in Figure 1.
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Figure 1: RRC Reestablishment procedure in non-prepared cell
The question from RAN2 is about the feasibility of step 3. The main functions for context fetch procedure are as following and given in Figure 2.
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Figure 2: UE Context Fetch procedure
Step 1: eNB2 sends Context Request message to eNB1 when eNB2 receiving RRC Connection Reestablishment Request message from the UE and there is no prepared UE context in cell2. The following parameters are needed in the message.

· PCI of cell1: for context identification and security check

· C-RNTI in cell 1: for context identification and security check

· shortMAC-I: for security check

· ECGI of cell 2: for access check. I.e. eNB1 knows the target cell from this cell identity. 
Step 2: eNB1 checks it is not a malicious UE based on the PCI, C-RNTI and shortMAC. eNB1 acquires the ECGI, PCI, TAC, broadcast PLMN IDs and Freq of eNB2 cell during X2 setup. So eNB 1 will know all the necessary info of cell 2 based on the received ECGI in step 1. Then eNB1 check the accessibility of the UE in this cell according to the HRL.
Step 3: If both security check and access check is successful, eNB1 sends the UE context to eNB2. 
Step 4: eNB2 acknowledges the context request procedure. The admitted ERAB info is informed to eNB. If data forwarding is needed, the UL/DL GTP Tunnel information is transmitted to eNB1.
From above analyse, we can see there is no blocking issue for implementing context fetch procedure in the network side. The network can still have control on the UE with the context fetch procedure. If the security check or access check failed, eNB2 can send RRC Reetablishment Failure message to the UE. So the UE will be excluded from this cell. 

Observation 1: It is feasible to define Context Fetch procedure from network point of view.  
The procedure in Figure 2 is intended for explaining the main functions for supporting context fetch. For implement context fetch in RAN3 spec, the following alternatives may be considered:

Alternative 1: Re-use RLF Indication and Handover preparation procedure.

[image: image3.emf]eNB1

eNB2

1. RLF Indication

-PCI of cell 1

-C-RNTI in cell 1

-shortMAC-I

-ECGI of cell 2

3. Handover Request

4. Handover Request Acknowledgment

2. Security check, 

Access check


Figure 3: Context Fetch Alternative 1
All the necessary IEs e.g. PCI of cell1, C-RNTI in cell1, shortMAC-I and ECGI of cell2 are included in RLF INDICATION message. Two issues need to be considered for reusing RLF Indication message to request UE context from eNB2 to eNB1.
· RLF indication is only sent to inform receiving node about RLF or HOF event e.g. eNB2 is a legacy node. Or RLF indication is sent for informing RLF or HOF event and to request context. eNB1 can not differenciate the two purpose. For solving this issue, 1 bit indicator can be added to request HO-preparation in the RLF indication message.
· RLF INDCIATION is class 2 procedure. There is no response message. In case of security check/access check failure, there is no way to inform eNB2. A response message is needed at least for the reject case. Otherwise the eNB2 would have to implement a timer and only upon its expiry would send a reestablishment reject to the UE. This would result in delayed NAS recovery.

Therefore, reusing RLF Indication procedure seems not a good approach.

Alternative 2: New procedure and re-using Handover preparation procedure.
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Figure 4: Context Fetch Alternative 2
A new class 1 procedure is defined to request context from eNB2 to eNB1. In case of security check or access check failure, eNB1 send reject message to eNB2. So eNB2 can send RRC Reestablishment Reject message to the UE timely. Otherwise, eNB1 send a ack message to eNB2, then trigger a HO preparation procedure. All the necessary UE context info are contained in Handover Request message. RRC Context in Handover Request and Target eNB To Source eNB Transparent Container in Handover Request Acknowledgment is not needed in this case.
Alternative 3: New procedures.
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Figure 5: Context Fetch Alternative 3
A new class 1 procedure is defined to request context from eNB2 to eNB1. In case of security check or access check success, eNB1 send response message to eNB2 with the UE context information included. Otherwise, eNB1 send a failure response message to eNB2, so eNB2 can send RRC Reestablishment Reject message to the UE timely. eNB2 send Context Indication message to inform eNB1 the admitted ERAB info. If data forwarding is needed, the UL/DL GTP Tunnel information is transmitted to eNB1.
Observation 2: Alternative 2 or Alternative 3 can be further considered for defining Context Fetch over X2.  
3 Conclusion
This contribution analyzed the feasiblity to support context fetch assisted re-establishment functionality and different alternatives for this functionality. Based on the discussion, we can see there is no blocking issue for defining context fetch procedure. The network can still have control on the UE with the context fetch assisted re-establishment procedure. It is proposed to reply RAN2 that it is feasible from the the network side as in [2].
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