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1 Introduction
The two proposals for supporting PCAP on Iuh that were discussed in RAN3#81bis offer slightly different approaches to the problem, either create a separate protocol (PUA) to support PCAP over SCTP providing the functions of the missing SCCP layer, or add similar functionality to RUA. Here we consider some of the advantages and disadvantages of the two approaches.
Included in Section 4 are the questions from e-mail discussion [1], [2] with the answers provided, and additional questions and answers either post e-mail discussion and some answers for unanswered late questions. 

2 Discussion
2.1 Overall summary from last meeting

From the last meeting minutes the main pros/cons:

PUA-pros (ALU) main arguments:

1) No impact on RUA

2) No dummy values or workaround ASN.1 implementation
PUA-cons (Ericsson) main arguments:

1) impact on standardization and implementation

2) increase of signalling

RUA-pros (Ericsson) main arguments:

1) Minimization of work, specification and implementation
2) Reduction of signalling

RUA-cons (ALU) main arguments:

1) An impact on existing implementations of RUA
2) Increase of signalling size in existing protocols

The summary from the minutes of RAN3#81bis is applicable to the solutions provided at the meeting. However PUA cons 2) and RUA pros 2) imply a difference in the amount of signaling required for each of the two solutions. However this is not reflected in the post meeting email updates to the stage 2 proposals for either RUA or PUA, and therefore these points can be removed from consideration. As demonstrated in the latest stage 2 proposals distributed on the reflector both solutions result in the same number of messages exchanged for any PCAP procedure.
In addition since the RUA Stage 3 wasn’t available at the time of discussion in the meeting, PUA pros 2) concerning dummy values or ASN.1 workaround is now not applicable, similarly the RUA cons 2) appears to not be directly applicable based on the Stage 3 now provided..
So the remaining  arguments are:

PUA-pros (ALU) main arguments:

1) No impact on RUA

PUA-cons (Ericsson) main arguments:

1) impact on standardization and implementation

RUA-pros (Ericsson) main arguments:

1) Minimization of work, specification and implementation
RUA-cons (ALU) main arguments:

1) An impact on existing implementations of RUA
2.2
Consideration of RUA and PUA approaches
It is our opinion that both approaches could work and would enable enhanced positioning to be supported for HNBs. However looking at the details it is possible to consider whether one approach would have some advantages over the other, both for technical correctness and for implementation ease.

In order to consider both solutions on an equitable basis it is assumed that these changes have been or will be made to the proposed RUA solution but this first needs to be confirmed by the RUA proponent company given the confusion that arose due to several last minute updates of the RUA proposal:
a) The initiation of the SCCP connection to the SAS is by HNB-GW inspection of the PCAP session ID to determine if it is a new session. The original proposal to inspect the PCAP message type is replaced by this solution. Answer to Q R3, R7, R8.
b) A disconnect message is introduced to handle the disconnection by the HNB of any connection to the SAS. Answer to Q R4
c) The PCAP messages are not related to the UE context. Answer Q R5, R8

d) The context ID will probably be removed as it is not needed at all. Answer Q R5, R15
e) A UE signalling connection is not a prerequisite for a PCAP signalling session.

Proposal 1: the RUA- proponent company to confirm that the points above can actually be considered as part of their last proposal.

On the basis that the above changes are incorporated into the stage 2 and stage 3 changes for RUA it would seem there are no difference between RUA and PUA solutions in these aspects:

i) Number of messages involved in a PCAP procedure

ii) Ability to handle all PCAP messages

Proposal 2: Agree that both proposal lead to the same number of messages involved in a PCAP procedure and both have the ability to handle all PCAP messages.
Therefore we can consider the key differences between the two solutions:
1) Support for PCAP detection  - It has been proposed that the RUA solution has an advantage in that the initiating node can detect support for PCAP in the destination node by using a class 2 message with message type criticality ‘reject’. Comments in R9, P5, P6. Class 2 messages have been added to many protocols in the past to support new features however all have criticality ‘ignore’  for the message type, so there is no established precedence for criticality of class 2 messages being used to check support (or not) of features. The purpose of PUA or RUA is to transfer the PCAP PDU, so no explicit response message is needed, nor any reject needed if not understood; the application layer will handle this. So in actual fact  the PUA approach could be considered as having an advantage in this respect in that it uses the correct layer to detect support, and is consistent with all other similar protocols, including existing RUA and RNA.
2) SCCP Connection establishment – There is a difference in the two solutions with respect to the determination of when to set up a SCCP connection from the HNB-GW to the SAS. For the proposed RUA solution this is done by the HNB-GW examining the PCAP session id received in a RUA::PCAP message from the HNB and determining if it’s a new session id or not, then potentially setting up a new connection to the SAS. For the PUA solution this is triggered on the HNB-GW by the reception of an explicit CONNECT  message. The difference here is whether the HNB-GW should use the received message type or the PCAP session id to determine when to set up an SCCP connection. It would seem a cleaner approach to use a separate message which carries the first PCAP message, rather than relying on determining if the PCAP session id is a new one or one already in use, which seems more error prone (e.g. desync on the session ids in use between the two nodes). Indeed use of a separate explicit CONNECT message that mimics the SCCP CR was considered essential when RUA was introduced, so it now seems strange to use a different approach just for PCAP.

3) Impact on RUA. The PUA has no impact on RUA, whereas RUA approach adds 3 new messages, and maybe some impact on Error Indication. It should be noted that the latest RUA proposal does not provide any error support specific to PCAP although new error conditions are created such as an SAS that is not configured or unavailable. Even though implementation of PCAP may not be required, the change will have to be considered, evaluated and maybe included in testing. 
From these considerations we consider that the PUA approach is a better approach:

a) No need to use unusual ASN.1 criticality techniques

b) More robust determination of the need for a new SCCP connection.

c) No impact on RUA, including testing of RUA
Proposal 3: PUA approach offers most advantages compared to modification of RUA.
3
Conclusion

The proposed use of PUA to support PCAP offers the best solution, and offers the most advantages compared to modification of RUA in line with the proposals.
It is proposed to move forward and agree the PUA approach.
4
Questions, Comments and Responses
4.1 Questions on PUA solution

	No.
	Question or 
Comment
	Company name
	Detail of question or comment
	Response

	P1
	Question 
	Ericsson 
	Support of PCAP over Iuh can be enabled by simply providing an adaptation layer protocol enabling PCAP messages transport over SCTP. Given that the RUA adaptation layer protocol already exists and that it provides adaptation towards SCTP, why would we need to define a new protocol?
	[ALU}Our response is as given in the meeting, the key being that it has no impact on RUA in anyway.  Secondary consideration is the operation of RANAP and PCAP are different and the requirements for the adaption layer are therefore not common to the two protocols.

[Ericsson] You can reverse the argument on impacts on RUA and state that adding 3 procedures to an existing protocol does not have a big impact if compared to definition, design and implementation of a completely new protocol. When we discussed the use of RANAP for HNBs we followed the principle that it was more efficient to add HNB specific features to the existing RANAP protocol rather than defining a new protocol. The case seems to be the same here.

When we worked on addition to RANAP for HNBs we also stated that a vendor not supporting HNB specific parts is free not to implement those parts. The same can be applied here.



	P2
	Question 
	Ericsson
	Do the proposals on PUA in R3-131641 and R3-131646 imply that the HNB and HNB GW are configured to use/not use PUA? 
	[ALU] No. 

  

	P3
	Question 
	Ericsson
	Where is it specified the behavior of a HNB GW not supporting PUA when it receives a PUA message?
	[ALU] This behaviour is not specified. As a PUA non supporting HNB-GW will not know about the PPI for PUA it cannot receive the message anyway. So it will ignore it. We could specify this somewhere in the Stage 2 if it is considered useful.  Even if it did receive the PUA message (by ignoring the PPI) it could not respond with an error indication as this would require a HNB-HNB-GW PUA connection, and this would not exist.  Hence ignoring the PUA message is the only possible behaviour. 



	P4
	Question
	Ericsson
	In order to compare the RUA and PUA based solutions, equivalent sets of CRs needs to be provided. Will the Stage 3 PUA CR be enhanced with IE descriptions?
	As attached, but not a CR of course, just a TP.


Further questions post e-mail deadline

The responses in this table are added in this contribution, and were not on the e-mail discussion.
	No.
	Question or 
Comment
	Company name
	Detail of question or comment
	Response

	P5
	Question 
	Ericsson 
	It appears strange that configuration of use of a new protocol is not needed. This would imply potential lack of interoperability with regard to when to use the protocol. For example, does an HNB tries to use PUA indefinitely even if no replies are received?    
	[ALU] Use of configuration is possible, but nothing is implied in the material provided. PUA would not retry indefinitely as all the procedures are class 2 (as in RUA) so no reply is expected. Its at the application layer that no response would be detected as class 1 procedures are used. 

	P6
	Question 
	Ericsson 
	The fact that this behaviour is not specified would create interoperability problems. For example: how can an HNB distinguish between a case where a PUA message was not received by the HNB GW due to e.g. backhaul issues such as packet loss and the case where the PUA message was received by the HNB GW but it was ignored? The latter example is very likely in light of the low quality backhaul often mentioned as a deployment option for HNBs.

Would the HNB have to send PUA messages indefinitely just because there is no certainty of whether the HNB GW received the message or not?

The fault of this behaviour is that there is no acknowledgement about whether the HNB GW supports PUA or not. 

This could be solved by configuring the HNB with knowledge of whether the HNB GW supports PUA, but your previous answer discards this option.
	[ALU]For class 2 procedures the same conditions apply for all other protocols, if the message is lost, not understood, or whatever not handled by the receiver it is just ignored. This is what happens with RUA at present, even on low quality backhaul. 

So PUA would not resend a message because it uses a class 2 procedures that have no response message. Application layer (PCAP in this case)would handle any lack of response. It is important to not mix the functions of the Adaption layer with the application layer.  This is the same behavior as in say RNSAP for new class 2 messages, the receiver may not understand them but they are ignored. 


	P7
	Question 
	Ericsson 
	The PCAP Context ID is defined as the following in Stage 3: “Context ID IE uniquely identifies a PCAP context in the HNB and HNB-GW. ” 

Would this mean that the Context ID is an identifier for the overall PCAP connection to a UE? What is the granularity of this identification?
	[ALU]Don’t really understand the question, there is no overall PCAP connection the UE, so it doesn’t identify it. It identifies the PCAP context which could be a UE context or an information exchange context.

	P8
	Question 
	Ericsson 
	The SAS Indicator IE is defined as an integer. There seem to be no standardised way to map the indicator to an SAS. Does this imply that the HNB GW needs to be configured with a mapping between the SAS Indicator value and the SAS available? 
	[ALU]It is optional, so if one SAS then not needed. Otherwise it would be configured in the HNB-GW. 

	P9
	Question 
	Ericsson 
	What is the use of the Transaction ID, where is this parameter derived, why does it have a short and long version and why is it relevant to have this notification over PUA given that it is already present in the PCAP message and given that the HNB GW will anyhow have to read and rewrite transaction IDs?
	[ALU]The transaction ID is defined in PCAP and there is has a long and short version. It is only included in the Error Indication to enable better identification of the message causing the error. 


4.2 Questions on RUA solution

	No.
	Question or 
Comment
	Company name
	Detail of question or comment
	Response

	R1
	Question
	ALU
	Is R3-131959 the proposed Stage 3 for this?
	Updated Stage 3 provided.

	R2
	Question
	ALU
	Will a stage 2 CR be available for this solution? This would help to clarify the proposed solution operation.
	Stage 2 provided.

	R3
	Question
	ALU
	Based on R3-131959 is it possible to clarify use of PCAP Session ID?
	[Ericsson]Reply to your question on PCAP session ID: this is the identifier used to identify uniquely a PCAP location request session. Namely, in SAS centric mode, this is the identifier used by the HNB GW to create a mapping between the SCCP connection towards the SAS and the PCAP signalling relative to a specific HNB and UE.

The PCAP session ID should have no role in Connectionless Mode as the only identifier for a PCAP session in this case is the PCAP transaction ID, which to our understanding would have to be coordinated by the HNB GW, unless some sort of configuration (and Transaction ID splitting) is done for each HNB via the HMS.

	R4
	Question
	Alcatel-Lucent
	On the stage 3 there is introduced a PCAP Disconnect. Our understanding is that E///s proposal is based on minimizing duplication, so why is the existing RUA Disconnect not used?
	[Ericsson]The PCAP disconnect is to let an HNB or HNB GW understand that the PCAP Session is ended. The RUA Disconnect is used to terminate an Iu signaling connection. However, termination of a PCAP Session does not imply termination of an Iu signaling connection, so the use of RUA DISCONNECT would be incorrect.

	R5
	Question
	Alcatel-Lucent
	On the stage 3 can you clarify the use of Context ID for PCAP and its relation to PCAP session ID? Is the use of Context ID the same for RANAP and PCAP messages?
	[Ericsson] The Context ID was left because so far every RUA message indicated the UE for which the message was intended by means of a unique Context ID. However, the Context ID for PCAP messages is not strictly needed and could be removed. Its inclusion is purely up to what RAN3 decides as design choice.

The Context ID is not related to the PCAP Session ID: the first identifies uniquely a UE, the latter identifies uniquely a Connection Oriented PCAP session for a certain HNB (note: there could be more than one PCAP Sessions per UE).

	R6
	Question
	Alcatel-Lucent
	On the stage 3 are PCAP Direct Transfer, PCAP Connectionless Transfer and PCAP Disconnect, the only RUA messages used in relation to PCAP operations?
	[Ericsson] Yes. Obviously the ERROR INDICATION can be used also for PCAP related procedures.

	R7
	Question
	Alcatel-Lucent
	On the Stage 2 can you clarify how the HNB-GW determines when to setup a SCCP connection to the SAS, rather than using an existing connection. How does it determine what is the first PCAP message for a PCAP session.
	[Ericsson] Each PCAP Session is identified by a Unique PCAP Session ID for a specific HNB. The HNB GW has to always monitor the PCAP Session ID in order to map the PCAP message to the appropriate SCCP connection towards the SAS. Once a RUA: PCAP DIRECT TRANSFER message from a given HNB, including a new PCAP Session ID, is received by the HNB GW, the HNB GW knows that a new SCCP connection towards the SAS needs to be established. Note that this is clearly explained in the Stage 2 CRs

	R8
	Question
	Qualcomm
	Could you verify that the new PCAP  session ID is introduced to determine new SCCP connections? In other words, instead of using a separate CONNECT message as proposed in PUA, will HNB-GW check all messages for session IDs to determine new ones? What is the advantage of doing this compared to the separate CONNECT message?
	[Ericsson] The HNB GW has to *always* check the identifier for the PCAP session, no matter if this is called Context ID (as in PUA) or PCAP Session ID (as in RUA). There is no extra effort whatsoever for the HNB GW to check this field. Once a new PCAP Session ID from a given HNB is detected by the HNB GW, a new SCCP connection towards the SAS is established. This is described in the Stage 2 CRs.



	R9
	Question
	Qualcomm
	Could you verify that the critically “reject” will be used to exchange PCAP support? If so, are there other examples in RAN3 specs using error indication after a class 2 message for a similar purpose? How can corner cases be handled, for example if the HNB-GW has ASN support but not the PCAP support?
	[Ericsson] There are plenty of cases where procedures have been added to a protocol and the understanding on whether peer nodes support such procedures is left to the criticality status. An HNB GW would either support the new procedures and IEs or it would not. There are no plausible cases in which a HNB GW does not support an IE with criticality reject without rejecting the procedures.



	R10
	Question
	Qualcomm
	Is it expected that an HNB will not need to be configured with any information regarding PCAP and SAS support by an HNB-GW? If so, how can an HNB distinguish the following error cases: (a) HNB-GW does not support PCAP, (b) HNB-GW supports PCAP but there is no SAS (c) HNB-GW supports PCAP but the SAS is temporarily not available? Depending on which of (a), (b) or (c) applies an SAS could retry positioning at some later time. When any of (a), (b) or (c) changes to PCAP support with an SAS, is it assumed that HNBs do not need to be informed?
	[Ericsson] The availability of the SAS is orthogonal to support of PCAP. 

An HNB and HNB GW supporting PCAP can exchange PCAP messages and know that the messages are exchanged successfully. When the HNB GW correctly receives a RUA: PCAP DIRECT TRANSFER PCAP message from the HNB, containing the first PCAP message of the PCAP session, a PCAP signaling connection between HNB and HNB GW is established. The HNB GW will then attempt to establish an SCCP connection with the SAS. IF the SAS is not available (permanently, temporarily, biweekly, or in any other form) the HNB GW will send a RUA PCAP DISCONNECT to the HNB. 

“Depending on which of (a), (b) or (c) applies an SAS could retry positioning at some later time.” This sentence is unclear: are you assuming that the SAS tries to perform positioning by its own will? How can this be possible if the SAS has not received the first PCAP message relative to the positioning query?

	R11
	Comment
	Qualcomm
	The exclusion of a PCAP CONNECT message is also possible with the PUA proposal – so this is not a simplification only possible with RUA. It is just a bit cleaner (with either RUA or PUA) to support an explicit CONNECT as opposed to implicit CONNECT implied by the first (PCAP) DIRECT TRANSFER message. For example, when an error occurs with the implicit CONNECT, it may be difficult to indicate to an HNB whether this was caused by an inability to establish and maintain an SCCP connection to the SAS or some problem with transferring the first PCAP message. A congested SAS may refuse new SCCP connections and an HNB can then know that a retry later may be successful but a fault with PCAP message transfer may last longer. Thus, RAN3 can decide whether a (PCAP) CONNECT is useful for these reasons and either include or exclude for either proposal.
	[Ericsson] To our understanding there will always be the need of a PUA CONNECT because for PUA, being a separate protocol, a new signaling connection and association with the underlying SCTP protocol needs to established. Given that an association with the SCTP transport layer has already been established by RUA and given that PCAP can be transported by RUA, the reuse of RUA can minimize signaling by avoiding explicit PUA CONNECT (Note: one connect per positioning request, there might be many positioning requests per UE).  

There seem to be misunderstanding about how the PUA CONNECT would work. This message will simply establish a connection between the HNB and HNB GW, independent of the SCCP connection between HNB GW and SAS. If the connection between HNB GW and SAS fails, the HNB GW will issue a PUA: DISCONNECT as explained in the PUA Stage 2. Therefore there is no relation between error cases at SAS and PUA: CONNECT procedures

	R12
	Comment
	Qualcomm
	There is no support for positioning of an HNB (which is possible with the PUA proposal with zero to PCAP or only a very minor change). This is due to reusing the UE associated context ID for RUA – which is not available when the HNB does not have a connected UE.
	[Ericsson] There is no support for HNB positioning in the group so far, so there is no mandate to enable such support currently. If such support is agreed by the group, the issue can be simply resolved by eliminating the Context ID from the PCAP related messages. In fact, the Context ID IE is not essential for PCAP message transport over RUA and it was added only to follow a design option. 

	R13
	Comment
	Qualcomm
	There is no allowance for more than one SAS connected to an HNB-GW - e.g. one SAS assigned for location of an emergency call and another for commercial location.
	[Ericsson] This was not identified as a requirement so far, so it is not addressed by the RUA based CRs. If this is agreed to be a requirement for the solution, then a simple SAS identifier can be added in the new messages for PCAP message transport. NOTE: notification of an alternative SAS for exchange of PCAP messages would imply the need of configuration at HNB/HNB GW in order to enable mapping of the SAS identifier to the transport level connection to such SAS. Such configuration would imply impacts at OAM level.

	R14
	Comment
	Qualcomm
	It seems not possible to reuse the RUA ERROR INDICATION for abnormal cases associated with PCAP transfer – e.g. inability to transfer a connection oriented or connectionless PCAP message from the HNB-GW to the SAS. To support error reporting for PCAP using RUA, new parameters would have to be added to the ERROR INDICATION (e.g. context ID, PCAP session ID) and new PCAP associated cause values would also be needed. This could complicate error indication for RANAP usage. Alternatively, a separate PCAP ERROR INDICATION message could be added.
	[Ericsson] The error indication procedure indicates protocol level errors. In the error indication procedure for the PUA protocol there is no mentioning of different error cases from those specified in RAU. Therefore the question is inconsistent.



	R15
	Comment
	Qualcomm
	The proposed PCAP DIRECT TRANSFER message is more complex than with the PUA proposal because 2 SCCP connection associated parameters are included (Context ID and PCAP Session ID) versus just one such parameter (Context ID) with PUA. This is due to reuse of the exiting UE associated Context ID for RUA.
	[Ericsson] As explained above and I the Stage 2 the Context ID is not necessarily needed and can be eliminated. The IE was added only to follow a design option.



	R16
	Comment
	Qualcomm
	Assuming the above comments were all addressed, we could end up with the proposed new PUA protocol being included instead within RUA. There would then be no simplification at all for implementation but existing RUA implementations that did not need to support PCAP could still be impacted.
	[Ericsson] It is unclear how existing RUA implementations can be impacts by the changes proposed on RUA. The use of RUA avoids the introduction, design and support of a new protocol and it minimizes signaling.
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