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Discussion
1 Introduction 
One of the open issues as identified in RAN3 #81bis is how an eNB finds out the TNL Address of a designated X2-GW of a target it has discovered if such information is not already pre-configured. This document hence analyses in terms of what could be the best way to Setup X2 when an eNB gets involved in the capacity of either a Source or a target. This analysis is based on the assumption that no eNB is pre-configured with the IP addresses of its designated X2-GWs.
The following two cases are considered:

i) A HeNB discovers a target eNB

ii) An eNB discovers a target HeNB
After noticing two clear differences, this document points out that an important but minimal change is required to the existing mechanism for the correct operation of TNL Address discovery in a network that employs X2-GWs.
2 Discussion

If eNBs are not pre-configured with designated X2-GW details, X2 Setup has to be inevitably preceded with S1-based TNL Address discovery. Unlike legacy TNL Address discovery, whenever a Routing-proxy is involved, end peers do not have to know each other’s TNL Address. This is because a routing proxy employs RNL-ID based routing. Whenever an X2-GW gets involved, another subtle difference is that before setting up X2, a source has to know which X2-GW it needs to employ and its identity.
Observation 1: In case a HeNB discovers an eNB OR an eNB discovers a HeNB where both HeNB and eNB supports X2-GW, end nodes do not have to know each other’s TNL Addresses – but they need X2-GW Address.
Considering Observation 1, one may wonder what the purposes of an S1-based TNL Address discovery under such circumstances are – the purposes are:
i). First a Source node has to determine whether a target can support X2-GW. This will further enables a Source to decide whether to employ an X2-GW for X2 Setup Or establish X2 directly with a target. For instance, in case HeNB is a Source, it needs to know whether X2 Setup to a given target eNB has to employ an X2-GW
ii). Once a Source figures out that an X2-GW needs to be employed, it needs to find out exactly which one to use. For instance, in case eNB is a Source, it has to know which X2-GW to employ on discovering a target HeNB provided both end nodes support X2-GW.
This means the current TNL address discovery cannot be employed as it is without modification. However, a care has to be taken to minimise modification to existing TNL Address discovery while considering Observation 1 as briefed in the next two Sub-Sections.
2.1 A HeNB Discovering an eNB:
From E-UTRAN Cell Identifier (ECI), a HeNB will decide whether a target is a HeNB or an eNB. If a target is a HeNB, legacy S1-based TNL Address discovery is not needed prior to X2 Setup provided a target can support X2-GW and is connected to the same X2-GW to which a source is connected as well. In case a target is eNB, conventional TNL Address discovery is needed.


Considering the subtle differences of TNL Address discovery process as outlined in Section 2, each HeNB has to rely on S1-based TNL Address discovery whenever it discovers an eNB prior to any X2 Setup. Before X2 Setup, it needs to decide whether it needs to employ an X2-GW or not. For this purpose, a Rel-12 OR post-Rel-12 HeNB has to employ a modified eNB/MME Configuration Transfer. This modified eNB/MME Configuration Transfer message needs to have a new IE that enables a Source node to indicate its X2-GW support. Given the purpose is to indicate X2-GW Support, 1-bit flag is enough. With this flag set, a Source HeNB will include the TNL Addresses of its designated X2-GW in eNB X2 Transport Layer Addresses IE of X2 TNL Configuration Info IE.  In case a receiving target is X2-GW capable eNB, it will first check whether the 1-bit flag is set. If it is, it will retrieve the TNL Address of the designated X2-GW of the Source. It will then respond to a source HeNB with the 1-bit flag set in the eNB/MME Configuration Trasfer. Also, with the retrieved X2-GW Address, a target eNB will first register with an identified X2-GW. Once a HeNB gets to know that a target eNB can support X2-GW, it will directly send X2 Setup Request to its designated X2-GW with a target RNL-ID. 
Why 1-bit flag?
In the forward direction, this enables a target eNB to decide whether the included address pertains to the TNL Address of a source HeNB or its designated X2-GW. In the backward direction, it enables a source to figure out whether a target eNB can support X2-GW or not.

Proposal 1: for nodes to determine peers’ X2-GW Support capability and for eNB to get to know the TNL Address of an involved X2-GW, eNB/MME Configuration Transfer needs to Additionally have a 1-bit flag in the form of a new IE.

2.2 An eNB Discovering a HeNB
As explained in Section 2.1, each Rel-12 OR post-Rel-12 Source eNB will set the 1-bit flag provided that it can Support X2-GW when triggering S1-based TNL Address discovery in eNB/MME Configuration Transfer. This will enable a target HeNB to determine whether a Source is X2-GW capable. If a target is too X2-GW capable, it will set the 1-bit flag and include its designated X2-GW address in the X2 TNL Configuration Info IE in its reply. With the 1-bit flag set, the source eNB will know that the included address pertains to that of a designated X2-GW of a target. It will first register with the identified X2-GW before setting up X2 through the registered X2-GW.
As soon as an eNB gets to know the TNL Address pertaining to the designated X2-GW of a HeNB, getting an eNB to register with an identified X2-GW will enable the latter to create an entry in its mapping table pertaining to the eNB so that RNL-based Routing can be hassle-free. 
Proposal 2: On learning the TNL Address, an eNB has to register with an identified X2-GW for the latter to make necessary entry in its mapping table to enable RNL-ID based Routing.

3 Conclusion and proposals
This paper first explains in terms of what situation necessitates an eNB OR HeNB to resort S1-based TNL Address discovery and how such discovery is different from legacy process. Considering these differences, it argues why a minimal but necessary modification to the legacy TNL Address discovery process is important.    Based on these, it makes the following Observations and proposals:
Observation 1: In case a HeNB discovers an eNB OR an eNB discovers a HeNB where both HeNB and eNB supports X2-GW, end nodes do not have to know each other’s TNL Addresses – but they need X2-GW Address. 

Proposal 1: for nodes to determine peers’ X2-GW Support capability and for eNB to get to know the TNL Address of an involved X2-GW, eNB/MME Configuration Transfer needs to additionally have a 1-bit flag in the form of a new IE.

Proposal 2: On learning the TNL Address, an eNB has to register with an identified X2-GW for the latter to make necessary entry in its mapping table to enable RNL-ID based Routing. 
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Fig 1. HeNB discovers an eNB – Signalling Sequence














S1: eNB Configuration Transfer (eNB-ID2, TAI2, HeNB-ID1, TAI1, New IE)





S1: MME Configuration Transfer (eNB-ID2, TAI2, HeNB-ID1, TAI1, New IE)





S1: eNB Configuration Transfer (HeNB-ID1, TAI1, eNB-ID2, TAI2,  TNL-B, New IE)





S1: MME Configuration Transfer (HeNB-ID1, TAI1, eNB-ID2, TAI2, TNL-B, New IE)
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Rel-12/post-Rel-12 HeNB1 Supporting X2-GW discovers eNB2 and trigger TNL Address discovery After Setting the New 1-bit flag (New IE) and Including its X2-GW TNL Address in the X2 TNL Configuration Info IE 








Rel-12/post-Rel-12 target eNB2 is certain that the Source HeNB can support X2-GW from the Set 1-bit flag and respond by Setting 1-bit flag to Indicate its X2-GW Support
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