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1.
Introduction

At the RAN3#80, it is agreed to add cause code #17 Network failure and cause code #25 Not authorized for this CSG in TS 25.413 from release 11, according to the CT1 LS (R3-131121) on Additional cause codes triggering redirection.
However at the meeting, the possible backwards compatibility issue was overlooked. In this paper we analyze the situation while a Rel 11 CN and a pre-Rel 11 RAN are deployed, and the possible unpredictable RAN behaviors. We also look into the possible solutions.
2.
Discussion
An example of an information flow for redirection in UTRAN is shown below.

In this example an attach request from a non-supporting UE is directed to three different CN operators. The first two CNs reject in step 5 and step 9. 
At step 13, when the third CN rejects, the RNC finds no more MSC/SGSN to redirect. The RNC compares the cause code with cause codes from other Reroute Command messages it has earlier received for this UE. A cause code ranking is done and the "softest" cause code is chosen and the corresponding saved NAS attach reject message is returned to the UE.
In step 5, 9 and 13, the DIRECT TRANSFER messages are sent from the CN to RNC. Either Redirection Indication IE with the corresponding Reject Cause or the Redirection Complete IE shall be included.
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2.1 The backwards compatibility problem

2.1.1 
Rel 10 CN network and Rel 10 RAN configuration
If the CN is pre Rel 11 who does not support redirect with Reject Cause #17 (Network Failure) or #25 (Not authorized for this CSG), when these cause code turn up it will send in DIRECT TRANSFER message the Redirection Complete IE. The RNC shall terminate the rerouting and send back the included NAS-PDU IE to the UE.

In 25.413, the handling of abnormal conditions is described as in below.  There is no particular description of if the Redirection Indication in the DIRECT TRANSFER arrives with unknown Reject Cause, how RNC should behave. This aspect is left totally to RAN implementation.
25.413 8.23.3
Abnormal Conditions

If the DIRECT TRANSFER message is sent by the RNC to the PS domain, and any of the LAI IE, RAC IE or SAI IE is missing, the CN shall continue with the Direct Transfer procedure, ignoring the missing IE.

If the DIRECT TRANSFER message is sent by the CN to the RNC without the SAPI IE, the RNC shall continue with the Direct Transfer procedure.

2.1.2
Rel 11 CN network and Rel 10 RAN configuration

If the CN is Rel 11 who support the redirect with Reject Cause #17 and #25, when these cause code turn up it will send in DIRECT TRANSFER message the Redirection Indication IE. The pre-Rel 11 RNC or RNC does not support the redirection with these codes could not understand the DIRECT TRANSFER message fully. What RNC will do is not specified and therefor the deployment Rel 11 CN and Rel 10 RAN may have backwards compatibility problem.
Some examples of the pre-Rel 11 RNC handlings when Rel 11 CN sends the Reject Cause #17 and #25.

Example 1: RNC terminates the rerouting;
Example 2: RNC redirects the UE according to the redirection procedure. It will store the reject cause code #17 or #25 for future use. When the other CN has indicated some other reject cause, in the end, the RNC will compare the Reject cause codes, among the reject cause codes RNC had stored, the unknown cause code #17 or #25. It may end up in error;
Example 3: RNC redirects the UE according to the redirection procedure. It will store the reject cause code #17 or #25 for further use. When the RNC compares the Reject cause codes, it ignores the unknown #17 and #25. The behaviour might not be wished by the CN. 

The point is that in the case like this, the pre-Rel 11 RNC behaviour is not predictable.
Proposal 1: It is proposed to discuss the pre-Rel 11 RNC unspecific behaviour.
2.2 Improvement of the existing solution

We believe that it is beneficial for the Core Network to have the same handling towards the GERAN and UTRAN network. What solution we choose in RAN3 should be synchronized with the GERAN and CT1.
2.2.1 Introduce a separate IE as GERAN proposed

GERAN has agreed the backwards compatibility problem by the way that CT1 has introduced the new cause code and sent an LS to CT1 in ref [3].
GERAN has also discussed an alternative way to introduce the new cause code, which is to introduce a separate IE, ref[4]. The Rel 11 will use both the pre-Rel 11 IE and the new IE when it comes to the new cause code, and the pre-Rel11 RNC will not understand the new IE and therefore will behave as before. 
2.2.2 Introduce an indication from RNC, similar to capability indicators on the RNC and Node B interface

Another alternative solution is to introduce a capability indicator, similar to what we have between RNC and Node B when it comes to the Node B capability.
RNC can indicate to the Core Network if it supports the new cause values or not, for example within the same message that includes the Redirect Attempt Flag, so that the Core Network can handle the case accordingly. RNC should send the capability indicator both to SGSN and MSC.
Proposal 2: It is proposed to discuss ways to improve the existing solution introduced for Rel11.

3.
Proposal
It is proposed to discuss the backwards compatibility issue with the new introduced Cause Codes in MOCN operation, and bring a way forward to improve the solution, as stated in the above section. In our opinion, it is the easiest to introduce capability bits to indicate the support for the new Cause codes. A CR to implement this solution is submitted in ref [5]. There should be alignment among CT1, RAN and GREAN. 
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