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1
Introduction
In RAN3#80 the problem of relocation of two domains with one domain failure was discussed and solutions were presented by interested companies. 
In RAN3#81 the solutions were discussed and their pros and cons analysed. This was documented in [1].

In [1] a description of the problems arising when one domain fails during a two domain UTRAN relocation was outlined. In this paper it was also explained how the solution proposed in [5] is a complete solution and tackles all the possible failure cases, while the alternative solution proposed in [4] only tackles some of the failure cases. During online discussions at RAN3#81 and in [5] it was explained that the solution described in [4] is in fact equivalent to a previous solution proposed in [3], which minimises the changes to specifications and carries no changes to ASN.1.
In this paper the solutions analysis carried out in RAN3#81 is extended and a way forward is proposed. 
2
Problem Description
For reasons of completeness, let’s remind that the specifications in [2] impose the following constraints:
“The source RNC shall not trigger the execution of relocation of SRNS unless it has received a RELOCATION COMMAND message from all Iu signalling connections for which the Relocation Preparation procedure has been initiated, except for the case where the relocation is to a target CSG cell where the UE is a non-member of the target CSG, and where there is at least one of the RABs that has a particular ARP value (see TS 23.060 [21]).”

And also:

“The target RNC shall generate and send RELOCATION REQUEST ACKNOWLEDGE messages only after all expected RELOCATION REQUEST messages are received and analysed, except for the case where the relocation is to a target CSG cell where the UE is a non-member of the target CSG, and where there is at least one of the RABs that has a particular ARP value (see TS 23.060 [21]).”

With exception for handovers to CSG cells, the text above prevents a source RNC to execute relocation in case the relocation resource allocation of one of the two relocated domains does not succeed. The text quoted also prevents relocation to succeed in case the target RNC does not receive both RELOCATION REQUEST messages. Namely, in cases where one of the RELOCAITON REQUEST message could either not be generated by target CN or could not be received by target RAN.
In [3] a procedural text correction was proposed, which lifted the requirements on relocation failures for cases where one domain relocation fails and/or the target RNC does not receive all the RELOCATION REQUEST messages. 
In Figure 1 an example of relocation for both CS and PS with change of SGSN and MSC is shown. The figure shows the case in which the requirements currently present on relocation failure for cases of PS and CS handovers are lifted, as per proposals in [3]. In this example the UE does not have an active PDP context in the target domain. In this figure the relocation preparation procedures for the CS bearers, comprising messages 1 to 6, succeed. Note that messages 4, 5 and 6 are sent immediately after reception of the RELOCATION REQUEST in message 3 because we are assuming that the target RNC does not have to wait for both RELOCATION REQUEST messages to be received before replying. 
Following successful relocation preparation the UE is de-registered from the previous (source) location and it is registered to the new (target) location (message 7, 8, 9 and 11, as per TS23.060). Message 10 (including the request and response for convenience) allows for transfer of user’s information and MM context.

In message 12 to 15 the relocation preparation of the PS domain fails due to, e.g. 

· Lack of access right of the UE to the target domain
For example: PS domain access (e.g. internet access) in target macro RNC is not included in the UE profile, but the UE is allowed PS domain access in a source enterprise RNC (e.g. at work). 

· Lack of roaming agreements between source and target operators

· Outage of the transport between target CN and target RNC

· Outage of target CN node
It was explained in [5] that the proposals in [3], detailed in the example in Figure 1, would create a number of problems such as:

1) Mismatch of domain attachment state machine between CN and UE

2) Unreachable UEs for a time duration of the order of hours
3) Lack of understanding of why the UE is unreachable 

4) Lack of statistics for possible future optimisation (e.g. retaining the UE in source RAN as much as possible)  
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Figure 1: Example of single domain failure during CS+PS handover for cases where single domain relocations are completed successfully
In the next session the two solutions presented in [4] and [5] are presented and a comparison between them is given. 
3
Proposed Solutions
Solution described in [4], allowing CN transparent exchange of information between source and target RAN

In this solution the main objective is to minimise the impact on different parts of the system. However, this solution is subject to limitations in terms of flexibility and failure cases to be resolved

The solution consists of the target RNC informing the source by means of one indication in the RELOCATION REQUEST ACKNOWLEDGE message and in the RELCATION COMMAND message via MSC that PS RABs failed. When it receives this indication via MSC, the source RNC can immeditaly execute handover and relocation of CS emergency call RABs, without the need to wait for the timer to expire or for the RELOCATION PREPARATION FAILURE message to be received. However, reception at the source RNC of the RELOCATION COMMAND message for the successful domain would anyhow be subject to the delay needed to deduce that the second domain failed (e.g. in case the second domain RELOCAIOTN REQUEST message does not reach the target RNC, the RELOCATION REQUEST ACKNOWLEDGE and the RELCATION COMMAND messages cannot be sent until a timer expires).
In order to avoid CN impacts, the solution proposes to add the indication in the Target RNC to Source RNC Transparent Container IE, which is transparently transferred from target RNC to source RNC via MSC or  SGSN.

A graphical example of the solution proposed in [4] is provided in Figure 3.
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Figure 3: Example of possible single domain indication to source RAN as per solution in [4]
In Figure 3 it is shown that the indication to be sent by the target RNC in the Source RNC to Target RNC Transparent Container can only be added if the PS domain failure is due to issues within the target RNC, e.g. due to failure of call admission control.

However, as explained in Section 2, in this condition it would simply be enough to allow the source RNC to continue with the relocation procedure of the non failed domain without incurring in any problems. Namely: no changes to the ASN.1 are needed in case of one domain failures in target RNC. 

The latter is because the target CN would anyway allow the UE to access the failed domain and therefore a RAU following the handover failure would suffice in deregister the UE from source domain and register it with target domain.

What is not addressed in the solution described in [4] is the case where the failure is due to issues in the target CN. This is the main case where simply lifting the current requirements of not letting a single domain handover continue when the other domain fails would generate problems. 
It has to be noted that a failure at the target CN is not unlikely. As pointed out in section 2, reasons for such failure could be:

· Lack of access right of the UE to the target domain
For example: PS domain access (e.g. internet access) in target macro RNC is not included in the UE profile, but the UE is allowed PS domain access in a source enterprise RNC (e.g. at work). 

· Lack of roaming agreements between source and target operators

· Outage of the transport between target CN and target RNC

· Outage of target CN node
Even if an indication was added in the Target RNC To Source RNC Transparent Container IE, indicating failure in the CN, it would not be possible to take a reliable action in the source RNC because the target RNC (not receiving the failed domain RELOCAITON REQUEST message) cannot know if the failure was due to CN issues (e.g. CN outage, lack of UE access rights) or due to non CN related issues (e.g. CN-RAN transport issues). 
Solution described in [5], allowing flexible mobility policy 

In order to mitigate the problem described above, [5] proposes a change in the RNC behaviour. 
Firstly, it is proposed to modify the behaviour of the target RNC in order to allow a single domain relocation resource allocation to complete even if not all the RELOCAITON REQUESTS are received.

Further, it is proposed to enable visibility at the source RNC of whether the partially failed relocation could result in the drawback of not being able to trace the UE. Namely, it is proposed to allow the source RNC to know whether the relocation preparation for the failed domain is purely due to issues at the target RNC or whether it is due to issues at the target CN, e.g. lack of UE’s access rights to the target domain (i.e. rejection at target CN) or due to problems at target CN preventing the other domain to relocate successfully (e.g. due to outage of target CN).

By knowing this information the following could be achieved:

1) Source RNC may be configured with an operator specific policy for cancelling/allowing handovers that may cause loss of UE traceability (i.e. the operator can choose whether to allow single domain relocations at the price of loosing the UE for a certain time duration)
2) It may be possible to collect statistics on domain relocation preparation failures, by which it is possible to detect the root cause of unreachable UE events

3) It might be possible to optimise mobility parameters in source RNC in an attempt to retain the UE in source domain as much as possible
4) In the future it would be possible to extend the solution to allow source CN domain to automatically detach the UE even if relocation in that domain failed to complete successfully. This is possible because the source CN would be aware of the reason of the failure in the failed domain and it could automatically trigger de-registration with the HLR of the UE from the failed domain.
A way to inform source RNC of whether the single domain failure may or may not cause loss of UE traceability could be to add a new IE in the RELOCATION FAILURE and RELOCATION PREPARATION FAILURE messages. This new IE may indicate whether completing relocation only for one domain may result in loss of UE traceability. 
An example of how this could be realized is shown in Figure 2. In this figure the same assumption made in Figure 1 on target RNC behaviour are taken, i.e. target RNC allows completion of relocation resource allocation even if not all RELOCAITON REQUEST messages are received. In the figure the relocation preparation for the CS domain is successful (messages 1 to 6). On the contrary, the relocation preparation for the PS domain is not successful and it is rejected by the target RNC due to e.g. CAC failure. In this case the target RNC can set a new IE, indicating that the single domain handover is possible, to “true”. 
On the basis of the information provided by the target RNC, the source RNC can take an educated decision (e.g. based on preset policies) on whether to continue with completion of single domain relocation or whether to cancel the relocation procedure.
In the figure, the source RNC decides to continue with relocation of CS domain only (messages 13 and 14). However, the decision does not result in loss of UE traceability because the UE will succeed in the RAU procedure after moving to Idle (messages 15 and 16).
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Figure 2: Example of possible single domain indication to source RAN as per solution in [5]
It should be noticed that if the PS domain relocation is failed at target SGSN, e.g. because the UE has no access rights to the target domain, then the target SGSN may set the new IE to “false”, indicating that a single domain relocation will incur in the consequences described in Section 2.  
This enhancement is important, especially in light of the possibility that operators might have differentiated billing policies, where access to PS and CS domain might be split into different subscription plans.
With this new information at hand the operator would have the capability of deciding which policy to adopt in cases of CS+PS relocation where one domain relocation preparation fails and it will be able to have visibility over the events that might cause loss of UE traceability and eventually take actions to optimise such cases.

4
Solution Evaluation

It was described in section 2 and 3 how the problem of single domain handover failure could be solved according to two solutions outlined in [3], [4] and [5]. The table below show a quick comparison of the solutions on the table so far.
	
	Does it address cases of failure in target RNC?
	Does it address cases of failure in target CN?
	Does it have impact on CN?
	Does it have ASN.1 impacts?

	Solution in [3]
Procedural text change
	Yes
	No
	No
	No

	Solution in [4]
Failure indication in transparent container
	Yes
	No
	No
	Yes

	Solution in [5]
Failure indication in Relocation messages
	Yes
	Yes
	Yes
	Yes


Table 1: Solutions comparison
It can be quickly seen that the solution in [5] is a complete solution, which addresses all the failure cases and that offers future means of optimisation, by allowing the source CN to deregister the UE at the HSS even in cases of failures in the CN.
It can be seen that the solutions in [3] and [4] are equivalent because they do not address all the failure cases, i.e. failures in the CN are not addressed properly. However, the solution outlined in [3] has no ASN.1 impacts and therefore is simpler to implement.
Conclusion1: In order to fix the all problems associated with allowing single domain handovers to complete when a second domain handover fails, a solution involving the CN (e.g. allowing the CN to notify source RAN of CN-dependent failures) shall be supported. 
Conclusion2: In case of single domain handover completion when a second domain handover fails, the simplest solution not involving the CN is to lift current constraint on source RNC to wait for reception of RELOCATION COMAND messages from all domains and on target RNC to wait for reception of RELOCATION REQUEST messages from all domains. However, this solution does not solve the problems associated with single domain relocation failures in CN.
4
Conclusion
In this contribution the problems associated with CS+PC relocation where the relocation preparation of one domain does not complete successfully are described.

The following conclusions and proposals were derived:

Conclusion1: In order to fix the problems associated with allowing single domain handovers to complete when a second domain handover fails, a solution involving the CN (e.g. allowing the CN to notify source RAN of CN-dependent failures) shall be supported. 
Conclusion2: In case of single domain handover completion when a second domain handover fails, the simplest solution not involving the CN is to lift current constraint on source RNC to wait for reception of RELOCATION COMAND messages from all domains and on target RNC to wait for reception of RELOCATION REQUEST messages from all domains. However, this solution does not solve the problems associated with single domain relocation failures in CN.
Proposal: it is proposed to accept the solution described in [5] as a way forward to address the single domain handover failure problem. Alternatively the solution in [3] should be accepted
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