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Discussion
1 Introduction 
[1] recently received a response paper [3] that tried to make some counter-arguments against G1D and question  some of the already made agreements as highlighted in Section 2. [1] simply enlisted facts and observations and based on those it tried to draw a logical conclusion. As part of this continuous logical reasoning effort, the Objective of this paper is to put forward counter Arguments in response to R3-131515.
2 Discussion
Future mobile network deployment is characterised by the following two:

a) Large number of EUTRAN nodes (because of the Addition of HeNBs);
b) Each HeNB’s on/off behaviour – each switched on peer may initiate the S1-based TNL Address discovery even when the discovered neighbours remain the same but have changed their TNL Addresses or whenever a completely new neighbour is discovered;
In [1], we clearly argued that blindly applying an existing solution with a modification to a new problem will cause serious scalability issues. With this background, the following subsections go onto detail.
2.1 EPC Load:
Issue of TNL Address discovery related signalling was identified in [6] under “Requirements Related to Scalability” as one of the design requirements and it was agreed in [7] that G2C has an impact on EPC due to frequent switch on/off behaviour of HeNBs. 
Operators in general are nowadays trying to offload their traffic as much as possible as the research shows the explosive demand for data has less incremental revenue for operators compared to that of the GSM-era. Use of small cells is one such attempt. Although scaling up MME in terms of its capacity in response to increasing number of HeNBs is technically feasible, it is not practically preferable because of its high CAPEX. MME handles a number of functions (hence, its cost) and scaling up the capacity of an MME just for the purpose of handling TNL Address discovery related signalling is not a cost-sensitive approach.

Further, there has been an increased attention in the recent past in RAN Working Groups  to minimise signalling traffic to EPC [4] resulting from inevitable small cell deployments. 
Moreover, with G1D Solution the whole TNL Address discovery can be eliminated partly or completely prior to X2 Setup.

Hence, beefing up an MME is not preferable.
2.2 Security Issues:

Knowing the identities especially of home-deployed HeNBs in priory is an additional benefit G1D Solution can enjoy, although this paper still maintains that such aspect from security perspectives is orthogonal to the TNL Address discovery issue being discussed currently.
Further, G1D Solution has another benefit of not exposing IP Addresses belonging to eNBs to HeNBs. Knowing the globally unique IP addresses of end nodes can lead to DoS and similar attacks. On top of Other Security measures that are possible, G1D can thus additionally provide security through obscurity. 
2.3 IP Scarcity:

IP addresses to HeNBs are still assigned by ISPs and not by network operators. Hence, the three arguments that appear under Section 2.3 of [3] are out of questions. This problem was slightly touched in [6] under “IP address requirements” and was agreed.
2.4 X2 Over NAT:

One operator has provided their deployment choice and preferred NAT in [3]. NAT has two important benefits: i) it can still cope with IP Address Scarcity even in the presence of “Internet of Things”, ii) it is more secure as it does not use globally unique addresses. 
As of RAN3 #80, two operators prefer G1D [5].
2.5 Discovery of X2-GW Support at target:

Finding out whether a target or source can support X2-GW is important before establishing X2. Both G1D and G2C can enable such functionalities. However, in the case of G2C, additional IE can lead to increased signalling traffic that we try to minimise OR completely avoid as mentioned in Section 2.1.
2.6 Multi-homing Support:

Description in terms of how G2C affects multi-homing was explained in [8] because of G2C behaviour to include at least a target’s TNL address in every X2AP message. This will completely break the “Strict Layering” principle as we discussed in RAN3 #80 in response to [9]. Making G2C support multi-homing can thus result in  signalling multiple addresses, getting SCTP to fetch TNL addresses from X2AP messages (thus changing the normal behaviour of SCTP) and handling TNL addresses at the X2 level.
2.7 Existing Messages VS New paradigm:

G2C modifies an existing long established S1 message while straining EPC. On the other hand, G1D does not necessarily modify X2 interface. This means HeNB pre-registration does not have to be on X2. Moreover, even if G1D necessitates pre-Registration at X2, such registration related localised signalling will still be outweighed by the benefits G1D can bring in. 
Further, G2C will break the long-established Strict Layering principles – which we explained in RAN3 #80.

3 Conclusion and proposals
This paper provided counter Arguments in response to [3] and Still it stresses that G1D is the best possible Solution choice for the reasons mentioned in Section 2.
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