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Introduction

This paper evaluates the two remaining candidates G1D and G2C and it performs the final down-selection.
Description
At RAN3#79, the seven solutions were grouped according to two different families. At RAN3#80 the down-selection started and only two solutions are left for RAN3#81: G1D and G2C.
According to the comparison matrix agreed in [3], several criteria differentiate group 1 and group 2 and therefore G1D and G2C. However  the matrix does not provide any assessment of the severity of the differences. We believe that some criteria are more important than others and that the essential differences between the two groups are covered by two points:
1. Layer mix and multi-homing

G2C performs a TNL routing function at RNL level. Without dwelling on the theoretical debate of whether that constitutes a protocol layer violation or not, this causes an issue with the competitive multi-homing functionality which is embedded in the TNL layer. Indeed, if the IP route indicated by the IP address at TNL level has a problem the multi-homing function kicks in automatically  to provide an alternative path embedded in the TNL layer (and not visible in the RNL layer).  To have an equivalent function, G2C solution should be enhanced by including several IP addresses at RNL level which would complicate further the TNL discovery.

2. Protection of HeNBs switch on/off
One of the major goals of the X2 proxy is to shield the eNode B from the impact of thousands of HeNBs switching on/off, which could happen in a small period of time e.g. in the evening when all workers go back home, or in the morning when workers leave for work.

Assuming the registration takes place as soon as the (H)eNB switches on, G1D is the only solution which can prevent a massive use of the TNL discovery procedure during such HeNBs switch on peaks period by using the following G1D implementation as an example:
· If the HeNB first detects the eNB after registering to its X2GW, it can immediately send an X2 Setup Request including the discovered eNB ID to its X2GW w/o triggering the TNL discovery,

· If the eNB first discovers the HeNB, it could retrieve, from an associated context, what was the last X2GW serving that HeNB and thus could immediately send an X2 Setup Request including the discovered HeNB ID to that X2GW w/o needing to trigger the TNL discovery as well.
Of course it could be argued that for the second case the HeNB could have been moved to another X2GW, but that could remain an unusual case, for which a limited use of TNL discovery could be done (try and failure mode). 

Some comments were made at RAN3#80 that such an G1D implementation was anyway not good enough to prevent bypassing the TNL address discovery because the TNL discovery step is anyway first needed to determine if the nodes wants to establish direct X2 setup or X2 Setup via X2GW (e.g. enhanced TNL discovery procedure needed including an indication of “preferred type of X2 connection”).

However the above-described G1D implementation could also allow the choice between direct X2 or indirect X2 by including such “preferred type of X2 connection” in the X2 Setup messages themselves.
For example if the HeNB first discovers the eNB: 

· the HeNB can include in the X2 Setup Request a source IP address field together with an indication of connection preference (direct, indirect). 

· The target eNB learns the preference of HeNB and, if it decides to use direct, it could send back X2 Setup Failure (with possibly specific cause) and setup a direct X2 instead with the received HeNB IP address. 

For example if the eNB first discovers the HeNB:
· The eNB can include in the X2 Setup Request an indication of connection preference (direct, indirect),

· If the indication says “direct” and the target HeNB  can accept it, it sends back an X2 Setup Failure including one source IP address (with possibly specific cause). 
· eNB can further setup a direct X2 instead using the received HeNB IP address.

As a conclusion, G1D allows network implementations which could bypass the massive flows of TNL address discovery, relieving the MME of that scalability burden.
Conclusion and proposals

This paper has compared G1D  and G2C and essentially explained why G1D can solve the issue of scalability of TNL address discovery for the MME.

This protection against massive switch on/off of HeNBs constitutes the key differentiating criteria to propose to select G1D.

Proposal: select G1D.
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