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Discussion and decision
1
Introduction

During RAN3#79bis, [1, 2] proposed exceptions to the relocation procedure in case of handover to a normal (non-CSG macro) cell for CS emergency call RAB + PS RAB to address the case in which the emergency call is successfully allocated in the target RAN while the PS domain allocation at target fails. Further discussions took place in RAN3#80 [3, 4].

While [3], proposed to introduce a new indication from Target RNC to Source RNC via Target SGSN and Source SGSN to inform both Source RAN and Source CN of the reason why relocation in PS domain failed, [4] proposed to impact the RAN only by introducing an indication in the transparent container exchanged among RNCs.
This paper compares the two proposals and shows why the solution in [4] should be selected as the way forward.

2
CN + RAN based solution
Figure 1 is an excerpt of [3] and describes how the solution could work.
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Figure 1: Example of possible single domain indication to source RAN based on [3]
The solution described in [3] is based on the following:
1. it mainly addresses the case of inter-CN relocation (e.g., inter-operator inter-RAN relocation or inter-operator with RAN sharing);
2. it mainly address the scenario with lack of access rights in the target CN (failure of access control);
3. to work in an proper way, it requires changes both in the CN (inter-SGSN communication; Gn interface; TS 29.060; 7.5.7 Forward Relocation Response) as well as in the RAN (TS 25.413). 
3
RAN based solution
Figure 2 and 3 show how the solution proposed in [4] could work in case of Target SGSN failure and Target RNC failure, respectively.
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Figure 2: Behavior in case of failure in Target SGSN based on [4]

[image: image3.emf]Source RNC MSC SGSN Target RNC

RELOCATION REQUIRED

RELOCATION REQUIRED

RELOCATION REQUEST

RELOCATION PREPARISON FAILURE

RELOCATION REQUEST ACK(+ Flag in Transparent Container)

RELOCATION REQUEST FAILURE

Start

T

RELOCcomplete

Start

T

RELOCalloc

Start

T

RELOCalloc

RELOCATION COMMAND

(+ Flag in Transparent Container)

Start 

T

RELOCprep

Start one 

implemented 

Timer to wait 

REQUEST 

from another 

CN

RELOCATION REQUEST

Resource 

allocation to RABs 

of SGSN failed but 

success for RAB 

of emergency call

Trigger the 

execution of 

SRNS relocation

CS emergency 

call + PS

Start

T

RELOCcomplete


Figure 3: Behavior in case of failure in Target RNC based on [4]
Solution [4] is based on the following:
1. it addresses intra-CN, inter-CN as well as lack of access rights scenarios indistinctly;
2. it requires only changes to the transparent container exchanged between RNCs.
4
Comparison of solutions
Table 1 summarizes the main differences between the two solutions.
	
	CN + RAN based solution [3]
	RAN based solution [4]

	Description
	New indication in:

1. RANAP: RELOCATION FAILURE, 
2. GTP: FORWARD RELOCATION PREPARATION FAILURE, 
3. RANAP: RELOCATION PREPARATION FAILURE, and 
4. RANAP: ENHANCED RELOCATION COMPLETE FAILURE.
	New IE in: 

1. RANAP: Target RNC to Source RNC Transparent Container IE.

	Impacted specification
	TS 29.060, TS 25.413
	TS 25.413

	Impacted groups
	CT4, RAN3
	RAN3

	Impacted nodes
	SGSN, RNC
	RNC


Table 1: comparison of impacts of solution [3] and [4]
4.1
Considerations

Both solutions [3, 4] are based on the same principle to address the issue described in [1, 2]: the target system indicates to the source system that a failure occurred in the PS domain so that the source system can allow the CS emergency call to proceed without wasting time.

A first drawback of solution [3] is its impact on the current system: as described above, while solution [4] requires only RAN changes, solution [3] requires also changes to the CN. Consequently, agreeing on solution [3] would require not only discussion in RAN3 but also in CT4.

The main argument provided by the proponents of solution [3] to justify a CN impact is the extensibility of the solution. According to them, if the source CN node knows about the reason why the PS domain allocation failed at target, this could help prevent future similar attempts (hence, reducing the chance of CS emergency calls HO experiencing delays or failures due to PS domain failures). 

However, as hinted during the discussion in RAN3#80, cause values already exist in TS 29.060 to allow the target CN node to indicate to the source CN node the of  HO failure. Examples or such cause values are “system failure”, “no resources available” and “relocation failure”. 
Even though cause values do not mandate mandatory behaviors (especially in inter-operator scenarios) we believe that a smart implementation combining such cause values with a new indication in the transparent container (as proposed in [4]) would allow:

· the Source RNC to proceed with the CS emergency call relocation in a fast way, and
· the Source SGSN to have the necessary information to prevent similar future attempts.
In addition, it can be noted that solution [4] can save more time if compared to solution [3]. By comparing Figure 1 with Figure 3 it is clear that, while in solution [3] the HANDOVER COMMAND message from source RNC to the UE has to be sent only after the failure message is received by the source RNC from PS domain, in solution [4], the same message can be sent immediately after the ACK message (RELOCATION COMMAND message) is received by the source RNC from CS domain (without the need to wait for feedback from the PS domain). In this way the chance of a successful CS emergency call relocation are further increased.
5
Conclusions and proposals
Because of the considerations above, we propose the following:
Proposal 1: Adding one indication in the Target RNC to Source RNC Transparent Container IE to inform the source RNC that the target RNC failed to establish resources for all PS (non emergency) RABs. 
Such proposal is captured in [6]. Optionally, we also propose:

Proposal 2: Adding an indication in the Source RNC to Target RNC Transparent Container IE to inform the target RNC that relocation of the RABs of a certain domain should continue even if all RABs of the other domain fail to be allocated.
A draft CR capturing the proposal above is available in [6].
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