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1 Introduction

Document [1] proposes that RAN3 should select solution G1D and presents a number of arguments in its favor. To help RAN3 to make a sound decision we would like to question some of the claims made, which we believe are misleading. We also notice that the paper seems biased, presenting only advantages for G1D and disadvantages for G2C.
2 Claims Discussed
2.1 EPC Load
It was pointed out that large numbers of nodes, many of them HeNBs switching on and off, will generate vast amounts of TNL address discovery procedures, which will unnecessarily load the MME.

TNL discovery procedures involve a node (namely the MME) which can be deployed in pools in order to scale the available capacity according to the network size. If the number of HeNBs deployed is as vast as suggested, the operator will most likely grow the CN accordingly.

By adding MMEs in pools their switching capacity can keep up with the requirements of a growing RAN without reconfiguring the RAN itself. It is worth noting that while MMEs can be pooled, HeNB-GWs (if deployed) cannot: if at some point a new HeNB-GW must be deployed, the deployed HeNBs will have to be reconfigured in order to redistribute them among all HeNB-GWs. So it might be argued that in fact scalability is more of a problem for the HeNB-GW than it is for the MME. But then, the operator has the option not to deploy a HeNB-GW.
2.2 Security Issues
It is claimed that the X2-GW can know the identity of the connected HeNBs, implying that the X2-GW can act as a sort of SeGW. The same security arguments were already presented more than a year ago [2], even suggesting that a full proxy might be better suited than a routing proxy for handling a co-located security function, and were questioned by the group. It is certainly possible that security functionality might be physically located in the X2-GW (especially if a HeNB-GW is not deployed), but the security “plane” is always orthogonal with respect to the other network functions. For this reason, exchange and verification of security certificates only relies on physical connectivity and it is therefore independent from the particular X2-GW functionality.

It is also claimed that in order to minimize security threats, it is better not to disclose the eNB IP address to HeNBs. We should note that an operator that deploys X2 between HeNBs and eNBs will do so in order to take advantage of the cooperative features enabled by X2. To achieve this, the whole RAN will require a fairly high level of integration: security aspects will be probably managed in much more effective ways than “security through obscurity”.
2.3 IP Scarcity

It is claimed that HeNB IP addresses will tend to change after a power cycle due to IP address scarcity. This should be put into perspective.

1) HeNBs are not UEs: the RAN and the UEs do not use the same address space, so speaking of “billions of connected devices” is misleading.
2) Partitioning the RAN IP addresses into subnets seems much more desirable than “gambling” with a limited number of IP addresses. If the number of RAN nodes is really so overwhelming, using IPv6 should also be considered as a possibility.
3) We see no reason why a deployed DHCP should deny any RAN node the same address it had previously, if it is available (and, given the above, it should be).
IP scarcity might be an issue, at least in principle, with residential networks, in case the end customer’s broadband router changes its IP address (e.g. after a power cycle, or after its lease expires). It is worth noting that a HeNB connected through it will not be aware of this change but will still be affected. If anything, this might be one more argument in favor of the MME (which is scalable, as discussed above) and against the HeNB-GW (which is not).
2.4 X2 over NAT

It is claimed that working with NAT is important. We should also be aware that the advantage of X2 over S1 is probably defeated in a residential NATted scenario, as mentioned a number of times, precisely due to the various network segments that have to be traversed. We believe operators should provide their input on whether they believe X2 over NAT is an advantageous scenario.
2.5 Discovery of X2-GW Support at Target

It is claimed that with G1D it is easy to discover whether the target supports an X2-GW or not. Such capability is not exclusive to G1D. In fact, the TNL discovery procedure used in G2C can contain the IP address of the discovered node, or of its X2-GW, or both. This can even be exploited to allow additional flexibility: the originating node could decide to try direct X2 setup in case of X2-GW overload or failure, if the addressing scheme allows it. This is a distinctive advantage of G2C (enabled by design); with G1D the X2-GW is a single, and hard to overcome, point of failure.
2.6 Multi-Homing Support

It is claimed that G2C cannot support multi-homing. The discovery procedure used in G2C allows signaling multiple addresses, so it is in fact possible to support multi-homing. In fact, multi-homing can even be supported for the X2-GW itself without additional effort.
2.7 Existing Messages vs. New Paradigm

It is claimed that G2C “will modify well-known S1AP messages”. G1D, in fact, modifies a well-known interface: introducing a new pre-X2-setup registration, it changes the X2 interface paradigm. A number of “optimizations” are being proposed by G1D supporters, among which the idea to make such registration procedure optional. This is is proof that if G1D “has distinctive advantages over G2C”, as claimed, this is definitely not one of them.
From the above, we can certainly say that both G1D and G2C have considerable impacts on existing standards. This is yet one more argument in favor of continuing to evaluate the foreseen advantages of the X2-GW with respect to such impacts, as suggested in [3].
3 Proposal
Proposal: RAN3 should take the above into account, and consider the claims contained in [1] cum grano salis.
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