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1 Introduction
CT4 has agreed in [1] a new work item on eMBMS restoration procedures. The purpose is to define procedures to restore the MBMS service when failure/reset happens in the BM-SC, MBMS GW, MME or MCE or on any interface between those nodes. This work includes the MCE restart scenario and the M3 path failure scenario which involve RAN3. 
CT4 has agreed corresponding CRs in [2], [3], [4] and [5] and RAN3 is mainly impacted by the work in [3] and [5]. 

RAN3 is receiving now at this RAN3#81 an LS in [6] where CT4 informs that they have mostly finalized their work and ask RAN3 to start the corresponding work in their specifications:

To RAN3 group.

ACTION: 
CT4 kindly invites RAN3 to review the stage 2 procedures, provide feedback if necessary and start the corresponding stage 3 work on M3AP/RANAP.

This paper provides an overview of the areas where RAN3 is involved and provides initial drafts of RAN CRs for stage 2 and stage 3.
2 Description 

Restoration after MCE/M3 path failure: Re-sending of MBMS Session Start messages
In the case of MCE failure and upon reception of a Reset message or M3 Setup Request message from the MCE, [3] indicates that: ‘the MME shall maintain the MBMS bearer contexts while locally deleting the MCE related information for the service information indicated in the Reset. Also “The MME should also subsequently re-establish the bearer services affected by the failure by initiating MBMS session start procedures”.
Initiating again all Session Start messages corresponding to ongoing services from the MME to the MCE is important to restart the services when they have been interrupted due to the MCE failure or the M3 path failure event. Regardless of whether the services have been interrupted or not, it is also important in order to re-establish the corresponding MBMS-service-associated logical M3-connections in order to propagate a subsequent Session Update or Session Stop received from the BM-SC involving those sessions.

Corresponding RAN3 CRs are provided in [7] and [8] for release 12 TS36.300 and TS36.444. They could either be agreed directly in RAN3 with the eMBMS_rest Work Item code from CT4 or as part of a new RAN work item to be opened in September 2013. This needs to be discussed by RAN3. Given the limited impact to RAN3 (see [7] and [8]), the first option is proposed. 
Proposal 1: RAN3 first to discuss the way forward related to the CT4 Work Item on eMBMS restoration procedures by opening [7] and [8] and agree to reuse CT4 Work Item code eMBMS_rest for the RAN3 CRs rather than opening a new RAN Work Item in September 2013.  
Proposal 2: an MCE may receive a new Session Start from the MME after a Reset/M3 Setup and should use it to restore the M3AP logical connections and re-establish the bearer services if not kept. 
Restoration after MME/Sm failure: MCE Take-Over Mechanism
In case of permanent Sm path failure, [5] has specified a new recovery mechanism whereby the MBMS GW can select another MME of the pool to be used instead. This mechanism can also be used for a non permanent Sm path failure if an MBMS Session Stop message or an MBMS Session Update message needs to be sent by the BM-SC involving the sessions affected by the failure event. 

According to [5] an MCE can thus suddenly receive an MBMS Session Start message for an ongoing MBMS session (with the same attributes) from another MME2 that is not its current serving MME1 and will need to take over.  
[5] specifies that “if an MCE receives a Session Start Request for an ongoing MBMS session from a different MME than the MME that created the first MBMS session, the MCE should accept the request from the new MME, free the M3 related resources for this MBMS service associated to the previous MME and proceed as if the MBMS session had been created by the new MME”.
This new take over mechanism in the MCE impacts RAN3 because so far receiving an MBMS Session Start with the same TMGI from another MME2 could lead to MCE rejection. Therefore, in order to be backwards compatible, the new MBMS Session Start Request message from the MME2 should include a Re-establishment IE to inform the MCE that it is a special MBMS Session Start Request that should be accepted and interpreted by the MCE as a takeover of MME nodes.
Note: in some cases, the restoration after Sm failure (or SGmb failure) can happen via the same MME. In these particular cases the MCE can suddenly receive a new MBMS Session Start message including the Re-establishment IE for an ongoing service from the MME that is serving that service. It shall accept it as well. 
Proposal 3: include a Re-establishment IE in the MBMS Session Start Request message. If the MCE receives an MBMS Session Start Request message including the Re-establishment IE for a service which is ongoing it shall accept it and if that message comes from an MME2 which was not the MME1 serving that service it shall consider that MME2 has become the new serving MME for that service.
The pending question for CT4 was then how to release the old M3AP contexts in the old MME1.
CT4 has investigated three mechanisms:

Option1: when receiving the Session Start Request from MME2, the MCE could use a new message or a Reset message with a special flag to inform MME1 of the take-over and the need to remove M3AP contexts.
Option 2: the MBMS GW could provide in the Session Start Request to MME2 an S10 IP address of MME1 to reach out MME1. MME2 can use this address to tell MME1 to remove the M3AP contexts.

Option 3: the MBMS GW, after sending the Session Start Request to MME2 (possibly followed by an Update in case the trigger from BMSC was an Session Update for a Service Area change during the transient Sm1 failure), sends a Session Stop to MME1 with a “release indication flag”. MME1 interprets this to remove MBMS contexts including M3AP contexts locally only (and not propagate the Session Stop downwards).

CT4 has decided for option 3. While option 3 seems CT4 matter it has one drawback and additional impact on M3 interface and RAN3. Indeed, in case of transient Sm1 failure, MBMS GW cannot send the Stop during the failure duration and therefore the contexts exist in both MME1 and MME2. If MCE restarts and sends Reset to both MME1 and MME2 during this failure duration it would receive two Session Starts for the same service from MME1 and MME2. MCE should then be able to determine that MME2 is the right MME thanks to the inclusion of the Re-establishment IE.  

Therefore, CT4 has decided that in case of MCE restart, the MME shall, when re-establishing sessions, include the Re-establishment IE if it has received it from the MBMS GW during a short time before, otherwise not (normal re-establishment). With this MME behavior, an MCE following proposal 3 would be able to prioritize the right MBMS Session Start Request and therefore no additional requirement is needed for the MCE.
Proposal 4: in case of MCE restart, if the MCE receives the MBMS Session Start from two different MMEs for the same service, it shall prioritize the one including the Re-establishment IE according to proposal 3 above.
Besides, RAN3 can reply to CT4 liaison. Alcatel-Lucent proposes an answer in [9] to inform about the start of our discussions.
Proposal 5: reply to CT4 LS by sending tdoc [9] to CT4.

Proposal 6: agree the CR in [7] to introduce the new function in stage 2 TS36.300 and start discussion on the stage 3 CR in [8].

3 Conclusion and Proposals 

This paper has provided an overview of the RAN3 impacts related to the new CT4 work item on eMBMS restoration procedures for which CT4 asked RAN3 to complete corresponding work in incoming liaison R3-131510 (C4-131415).
Two main impacts are foreseen concerning RAN3:

· Impact 1: re-establishment of the MBMS-service-associated logical M3-connections and of the bearer services affected by the MCE failure from the MME. 

· Impact 2: specify a takeover mechanism for MCE to “switch” the MCE from old MME1 to new MME2.

The following proposals are made at RAN3#81:

Proposal 1: RAN3 first to discuss the way forward related to the CT4 Work Item on eMBMS restoration procedures by opening [7] and [8] and agree to reuse CT4 Work Item code eMBMS_rest for the RAN3 CRs rather than opening a new RAN Work Item in September 2013.  

Alcatel-Lucent volunteers to provide the necessary CRs once this first question is solved.

Proposal 2: an MCE may receive a new Session Start from the MME after a Reset/M3 Setup and should use it to restore the M3AP logical connections and re-establish the services if not kept. 

Proposal 3: include a Re-establishment IE in the MBMS Session Start Request message. If the MCE receives an MBMS Session Start Request message including the Re-establishment IE for a service which is ongoing it shall accept it and if that message comes from an MME2 which was not the MME1 serving that service it shall consider that MME2 has become the new serving MME for that service.

Proposal 4: in case of MCE restart, if the MCE receives the Session Start from two different MMEs for the same service, it shall prioritize the one including the Re-establishment IE according to proposal 3 above.

Proposal 5: reply to CT4 LS by sending tdoc [9] to CT4.

Proposal 6: agree the CR in [7] to introduce the new function in stage 2 TS36.300 and start discussion on the stage 3 CR in [8].
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