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1 Introduction
It is RAN2’s request that RAN3 to verify whether there is a risk that Xn delivers packets in the wrong order.
In this paper, we consider there is wrong order delivery in the Xn interface.
2 Discussion
2.1 Xn interface assumption
X2 interface being the interface between neighbor eNBs and S1 interface is defined between eNB and core network, while Xn is considering being the interface between small cell and macro cell. It is nature to design Xn protocol architecture following the design principle of S1/X2. Therefore Xn interface can be further split into Xn-C (control plane) and Xn-U (User plane). Figure 1 and figure 2 show protocol stack examples for Xn control plane and user plane. For Xn-C, just like S1/X2-C, SCTP protocol is assumed to be used for reliable transmission and for Xn-U, GTP-U/UDP used for data transfer. 
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Figure 1: Xn signalling bearer protocol stack
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Figure 2: Transport network layer for data streams over Xn

2.2 Wrong delivery order possibility
Many reasons contribute to make deploy topology of small cell much complex and flexible than Macro cell. For some operate has already have its own radio network, it is straight forward to connect small cell directly to the existing node, as show in figure 3 that small cell A is connected to aggregate site like macro eNB or core network. A router device may be used between small cell and aggregate site, therefore wrong order is possible between aggregate site (Macro or Core network) and small cell, it is because different queues have different priority.
In other case, it is possible that small cell may connect indirect to the aggregate site. For the scenario where the equipment deploy on the road furniture e.g. road lamp, it is possible to have a mesh network among small cells when connected to the aggregate site, as show in figure 3 that how the small cell C to connect with aggregate site via small cell A. Indirect connections will increase possibility of wrong order delivery. 
Due to transport and deploy topology and without any mechanism for re-ordering, therefore there is possibility that wrong order delivery is possible in Xn interface.
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Figure 3 small cell deployment topology
Observation: Compare with S1/X2, wrong order delivery is possible in Xn interface due to small cell backhaul transport and deployment topology.
For Xn control plane, in sequence delivery is enforced by SCTP if used as legacy interface. For Xn user plane, wrong order delivery does not mitigate unless GTPU sequence number function is used. However as specify in [1], it is an optional function for eNB, SGW and PGW. The straightforward way to mitigate wrong order delivery is to mandate use of GTPU sequence number function in Xn interface.
Proposal: Sequence number function should mandate in Xn interface. 

3 Conclusion
Observation: Compare with S1/X2, wrong order delivery is possible in Xn interface due to small cell backhaul transport and deployment topology.
Proposal: Sequence number function should mandate in Xn interface.
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