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Discussion
1 Introduction 
At RAN3 #80, one solution per each group of solutions was chosen for further consideration to address the TNL address discovery problem. Accordingly G1D was selected in Group 1 whereas G2C was chosen for Group 2. This paper tries to analyse the pros and cons of each chosen solution and indicates NEC preferred Solution.
2 Discussion
In [1], we clearly pointed out that why blindly applying a legacy solution to a new problem can strain the CN. TNL address discovery problem will take a new dimension in future networks because of the following characteristics:

a) Large number of EUTRAN nodes (because of the Addition of HeNBs);
b) Each HeNB’s on/off behaviour. – each switched on peer may initiate the S1-based TNL Address discovery even when the discovered neighbours remain the same but have changed their TNL Addresses or whenever a completely new neighbour is discovered;
The S1-based TNL discovery worked fine in the past because either (a) or (b) has never been a problem. On the other hand, future network will contain large number of HeNBs that can easily outnumber in multiple folds the number of NBs/eNBs that a network used to possess. Given that in most HeNB residential deployment, IP addresses assigned tend to change after a power cycle due to scarce address space, any S1-based TNL Address discovery can easily strain an MME. Although each (H)eNB will discover only a few neighbours, large number of HeNBs in the deployment  can lead to serious signalling traffic towards the CN. In other words, although it is better to re-use an existing solution to a common problem, it is better not to blindly apply a similar solution to a completely different problem

The following sections will analyse each chosen solution mainly from the perspectives of the new dimension TNL Address discovery will take and how to address it.
2.1 G1D Solution Analysis:
. By adopting RNL-based routing, G1D has the ability of not requiring end nodes to know each other’s TNL Address prior to any X2 setup. This means that G1D has the ability to partially or fully eliminate the need for TNL Address discovery prior to any X2 setup through an X2-GW. This will substantially relieve MME and avoid the need for altering any well-established S1 message (e.g., eNB/MME Configuration transfer message).
G1D solution achieves this by requiring each HeNB and/or eNB to pre-register with its designated X2-GW(s). As clearly analysed in [1], such pre-registration has the following advantages:

i). X2-GW can know the identity of HeNBs that it needs to interact with and this is quite important from security perspectives.
ii). With the IP address becoming scarce with billions of connected devices, enabling NAT is important and this is quite possible with pre-registration. As a result, different network segments may be behind an NAT and hence make use of local IP Addresses that are not globally unique – under such circumstance, getting a source to get a target TNL Address that belongs to a different network segment is of no use. 

iii). It is easy for a source to check with its designated X2-GW(s) whether a discovered target can support an X2-GW or not.

iv). It is better not to divulge the Address of an eNB in case a HeNB discovers an eNB due to Security Reasons and with the registration process this security threat can be minimised. This is because in G1-based Solution nodes can work on RNL-IDs instead of TNL Addresses. 
2.2 G2C Solution:

The main intention of G2C-based solution is to take the existing legacy S1-based TNL address discovery message and to add a new IE to signal X2-GW address. Given that this is S1-based and because of (a) and (b), G2C can easily become unmanageable by the network from the perspectives of TNL Address discovery.
Further, G2C solution also suffers from the following:
i) It will break the long-established layer separation;
ii) The IP Address of a target is of no use if it is not globally unique

iii) Multi-homing inability

iv) Will modify well-defined S1 messages

Proposal 1: Because G1D Solution has distinctive advantages over G2C and there is already a clear majority in terms of support, G1D has to be chosen for further consideration.
3 Conclusion and proposals
This paper tried to high-light the new challenges a future network will pose and analyse two selected solutions in terms of their ability to address these new challenges. Based on this analysis, it makes the following proposal:
Proposal 1: Because G1D Solution has distinctive advantages over G2C and there is already a clear majority in terms of support, G1D has to be chosen for further consideration
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