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1 Introduction

At RAN3 #79bis, a comparison document was compiled with all the seven available options for the X2-GW, and the corresponding comparison table was endorsed [1]. Among the comparison criteria discussed, “RNL/TNL protocol layer separation” was included in the table.

We believe this criterion not to be relevant for the down-selection process: protocol layer separation, in our view, is more of a theoretical issue than a practical one in RAN3 specifications. There are mechanisms in RAN3 standards which involve sending TNL addresses in application layer IEs, for which protocol layer separation might appear to be broken: to do otherwise, would have resulted in an inefficient solution. Moreover, some level of protocol layer separation violation also happens with all G1x solutions, since they ultimately implement DNS functionality in the application layer instead of in the TNL layer where it belongs.
2 Discussion
G2x solutions, as far as X2 SETUP message routing is concerned, involve signaling the IP address for the X2AP endpoint by the X2AP originating node in an IE in the X2 SETUP REQUEST message. This has led RAN3 to note that for all G2x solutions, “RNL/TNL protocol layer separation” is broken.

2.1 Layer Separation in X2-GW options
If we look only at the endorsed comparison matrix [1], G1x solutions appear to be immune from this problem, since no TNL address is exchanged in any of them. The situation, in our opinion, may be different. G1x solutions actually implement a complete layer within another layer: RNL IDs (an application layer identifier) are used in the application layer to map and identify nodes against their TNL addresses. In other words, a complete duplicate DNS-like functionality is used on top of the already existing DNS functionality (available in any TCP/IP network). As already pointed out in [2], this duplication is unnecessary; the fact that it is completely contained in a protocol layer which is not the one it should be performed in, may hide the problem from a casual analysis (such as the one made at the last meeting). G1x solutions force a single-hop point-to-point connection (the RNL layer) to become a two-hop connection: this might be considered an even worse violation in this respect.
Observation 1: G1x solutions, by implementing a DNS-like functionality (a TNL layer functionality) in the application layer, also suffer from protocol layer separation violation.

Observation 2: As already observed, G1x and G2x solutions offer a “choice” between which TNL functionality to duplicate over the application layer.

2.2 Protocol Layer Separation in RAN3 Standards

There are several instances in our standards where TNL addresses are signaled over IEs in the application layer. In those instances, a “layer violation” (as implicitly defined in [1]) has been deliberately and pragmatically made in order to enable a more efficient solution. When presented with the choice between a cumbersome interaction between layers or a clever insertion of a TNL address in an S1AP or X2AP IE, in the past RAN3 has in most cases opted for the latter.
If we took layer separation to the letter (as in “We shall never transport TNL addresses over the application layer”), it would not be possible to signal GTP tunnel endpoints [3]
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[4], and this would make X2 and S1 handovers extremely clumsy. The relaying, LIPA, and SIPTO@LN functionalities would probably enjoy less efficient signaling solutions. Even SON functionality (i.e. eNB/MME configuration transfer messages) would not be possible without preliminary, and often cumbersome, DNS query/response mechanisms, to which it may provide a better alternative.

Observation 3: It seems that RAN3 has always had a wise, instead of a literal, interpretation of the protocol layer separation issue. This has resulted in a number of very efficient mechanisms in our standards.

Proposal 1: Evaluate the various X2-GW alternatives with the same pragmatic criteria, with respect to protocol layer separation, that RAN3 has always used in its work.
3 Conclusions and Proposal
For RAN3, the issue of protocol layer separation has probably more a theoretical value than a practical one. In fact, RAN3 has always followed a pragmatic approach in the past, and this has enabled some very clever (and efficient) signaling solutions which at times may require TNL addresses to be signaled in X2AP and S1AP IEs.
Proposal 1: Evaluate the various X2-GW alternatives with the same pragmatic criteria, with respect to protocol layer separation, that RAN3 has always used in its work.
We can think of this as prioritizing efficient solutions over jurisprudence.
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