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1 Introduction
As agreed during RAN3#79bis, it is beneficial to 
· describe how the agreed solution for CELL_FACH, CELL_PCH and URA_PCH mobility support between HNBs and between HNB and RNC works;
· collect the questions/answers exchanged among the relevant companies during the finalization of the related Stage 2/3 CRs.
This discussion paper presents in Section 2 an overall description of the agreed solution. In Section 3 it reports the highlights of the discussion who took place among the involved companies during RAN3#79bis and via e-mail before RAN3#80. Finally, in Section 4, some conclusions are presented and a way forward is proposed.
2 Description of the agreed solution
The agreed solution for CELL_FACH, CELL_PCH, URA_PCH is Solution 1e of Sections 6.1.1.2.2 and 6.1.1.2.3 of TR 37.803 [1]. For the reader convenience, the description of the solution is reported here:
Excerpt from TR 37.803
[bookmark: _Toc343808593]6.1.1.2.2		Target acquiring UE context from the source HNB
The solutions listed below do not consider access control/membership aspect that would be necessary in case of Inter –CSG mobility since access control/membership aspect are discussed within the scope of mobility in CELL DCH state. It is assumed that the framework for access control/membership aspect agreed for Cell DCH Mobility would be adopted for CELL FACH mobility scenario also.
[…]
Solution 1e: S-RNTI prefix based solution
U-RNTI is formed by a 12 bit long RNC-ID followed by a 20 bit long S-RNTI.
The first n bits of the S-RNTI can carry a unique Identifier to identify the HNB within a specific area (in terms of macro-cell). We will call such first n bits S-RNTI-prefix and it will occupy a flexible space in the 20 bit long S-RNTI, up to, e.g.   9 bits. This would imply that we assume a maximum number of HNBs under the HNB-GW of 512 (i.e., 2^9) and at maximum number of S-RNTIs needed per every HNB equal to 2048 (i.e. 2^11).
These S-RNTI prefixes are assigned by the HNB-GW in a unique way to every HNB under its control. In order to maximize the reuse of U-RNTI, the solution can take into account information such like the macro-cell identifier in HNB-Registration message.
The HNB-GW shall assign the S-RNTI Prefix for this HNB considering the uniqueness of the Prefix within the best-macro-cell area and optionally the HNB capacity.
Note: the description of solution 1e includes a basic and an optimized version. The optimized version takes into account macro-cell identifiers and HNB capacities. This guarantees a maximum reuse of U-RNTIs. However, in case of scenarios in which the optimized version of the solution turns out to be too complex or fails to find a feasible S-RNTI assignment, it can always fall back to the basic version of the solution that works without any macro-cell identifiers/HNB capabilities.
HNB Registration
The HNB-GW should take care of assigning the unique S-RNTI-prefix within the macro-cell area and may consider the HNB capacity.
Figure 6.1.1.2.2.10 depicts the message flow for the S-RNTI prefixes assignment by the HNB-GW during HNB Registration. Notice that Figure reports also the steps necessary for additional mapping allowing S-RNTI prefixes reuse.


Figure 6.1.1.2.2.10: Solution 1e, S-RNTI prefixes assignment at HNB registration
Cell update HNB to HNB
In case of femto to femto mobility, the HNBAP HNB Configuration Transfer will also provide the S-RNTI prefix along with other IP-Address details of the neighbour HNB.
Note: In order to support URA_PCH, the HNB-GW should also consider the uniqueness of prefix within the HNBs of same URA/overlapping URAs and, in addition, consider uniqueness if HNBs share the same macro cell coverage. With such solution, even though the URA Update is received after the UE moves across multiple HNBs or towards a macro cell, the source can be identified based on the prefix.
The target HNB obtains the S-RNTI prefix from the first n bits of the S-RNTI parto of  U-RNTI included in the Cell Update message. At this point, the target HNB can retrieve the context by routing the message towards the proper source HNB(see Steps 3 and 4 of Figure 6.1.1.2.2.11).
Note: If the Reselection is Inter-CSG, the Target HNB will have to trigger an Access Control procedure towards the CN.
Figure 6.1.1.2.2.11 below reports the message flow in case of CELL_FACH mobility across HNBs.


Figure 6.1.1.2.2.11: Solution 1e, Cell Update towards other HNB
Notice that, in case there is no Iurh interface instance previously established between the target HNB and the source HNB, the target HNB can ask to establish it via the HNB-GW. Such case is described in Figure 6.1.1.2.2.11b.
Note: Alternatively the configuration transfer could include S-RNTI prefix info of all enterprise neighbours instead of only the HNB reported neighbours. This will allow the HNB to route directly based on prefix for all deployed HNBs, instead of querying the HNB-GW at the time of forwarding the Cell-FACH message, and the message flow in Figure 6.1.1.2.2.11b would not be executed.


Figure 6.1.1.2.2.11b: Solution 1e, Cell Update towards other HNB with whom no Iurh interface instance was previously established
Cell update HNB to Macro
Finally, in case of femto to macro mobility, if the Cell Update message contains S-RNTI corresponding to the HNB-GW, then the Iurh message which forwards the Cell Update from the RNC to the HNB-GW should also include the macro-cell-id from which the cell-update is received. The HNB-GW will then use the S-RNTI-prefix (first n bits of the S-RNTI part of the U-RNTI included in the Cell Update message from the RNC) and the macro-cell-id to find the proper source HNB to route the message to. At this point the source HNB and the (target) RNC can exchange the UE Context by means of the SRNS Relocation procedure.
The procedure then ends with the RNC sending a Cell Update Confirm to the UE.
Note: In order to support URA_PCH, the S-RNTI prefix uniqueness needs to consider multiple macro-cells under the same URA/overlapping URAs. The mapping between macro cells and their URAs is done via OAM configuration.
The message flow of the femto to macro CELL_FACH mobility scenario for solution 1d is reported in Figure 6.1.1.2.2.12.


Figure 6.1.1.2.2.12: Solution 1e, Cell Update towards macro NB
[bookmark: _Toc343808594]6.1.1.2.3		Support for mixed HNB releases
Solution 1 Using extended RNC-ID
To allow for a mixed deployment of HNBs supporting central U-RNTI management and HNBs not supporting central U-RNTI management, the HNB-GW should assign an extended RNC-ID to those HNBs not supporting central management of U-RNTIs during the HNB Registration process. According to TS 25.469 clause 9.2.26 the RNC-ID could either be of traditional 12bits length or of 16 bits length (“extended RNC-ID”). The assignment of the extended RNC-ID should be done in a way to ensure that bits 1 up to 12 are identical with the RNC-ID assigned to HNBs supporting central management of U-RNTI values. In this way, bits 13 up to 16 of a specific extended RNC-ID may form a numbering space indicating that the corresponding U-RNTI was assigned by a HNB not supporting central management of U-RNTIs.
Note, that all HNBs served by the same HNB-GW share the same RNC-ID considering bits 1 to 12 only. This ensures that all HNBs served by one HNB-GW are seen as one single RNC from the Core Network or an Iur-connected macro RNC, based on the assumption that the RNC-ID known to the CN node or Iur connected macro RNCs is a 12 bit identifier.
The HNB-GW procedure assigning centrally managed U-RNTI values does not provide U-RNTI values that might be confused with those not centrally managed. In this way, the U-RNTIs allocated by HNBs not supporting central U-RNTI management are distinguishable from U-RNTIs allocated for UEs served by HNBs supporting central U-RNTI management.
The HNB-GW’s awareness of the HNBs’ support of U-RNTI management may be either based on the HNB identity or on the presence of information during HNB Registration.
End of excerpt from TR 37.803
3 Questions addressed during finalization of Stage 2/3 CRs
3.1 Initial questions provided during RAN3#79bis
The questions and related answers addressed during the finalization of the Stage 2 and Stage 3 CRs are listed below.
Q1. What sort of information needs the HNB to provide to the HNB-GW in order to allow the planning of S-RNTI prefixes?
NSN: 
The HNB can provide the HNB-GW with, e.g., the identifiers of four macro neighbours, URA identity, HNB-GW group identity. These pieces of information would allow the HNB-GW to provide the HNBs with S-RNTI-prefixes that are unique within the HNB-GW area or within the areas given by the overlapping of the HNB-GW area and its macro neighbours (the latter allowing re-using the same S-RNTI-prefixes for different HNBs under the same HNB-GW).
Huawei: 
If I understand correctly, the Macro neighbours, URA identity and HNB Group Id are all optional as optimization for the prefix planning.  We may also need discuss if we need a flexible prefix length assignment because the prefix length is also strictly linked with the number of the HNB connecting to a HNB-GW. 
Conclusion 1: URA identity and HNB Group Identity are optional. Also, flexible S-RNTI prefix length was also mentioned in TR. We can include it in Stage 3.
Q2. Could you clarify what a HNB Group Identity is? 
NSN:
The HNB Group Identity represents the group of HNBs among which Iurh connectivity is needed. This information will be used when the CONFIGURATION TRANSFER REQUEST is initiated with HNB-Group-Id to get the TNL-IP of all HNBs belonging to HNB Group Identity
Alternatively, the URA identity could be used; however this would restrict the Iurh connectivity only within URA area. 
Huawei: It is still not crystal clear to me for the Group Identity. It seems that this is only linked to Iurh connectivity, but we don’t define such ID during the introduction of Iurh between HNBs.
NSN: 
The purpose of Group Identity here is to know the HNBs of the same enterprise or of the same mobility group at HNB-GW. The HNB-GW can setup Iurh between the HNBs belonging to the same group as part of configuration transfer request.
The Group Identity was not introduced as part of Iurh introduction because Iurh is required only between immediate neighbours reported via configuration transfer request. However, in order to have CELL-FACH mobility without the need of dynamic Iurh setup, it is necessary to setup the Iurh among all the HNBs of mobility group/URA-Identity. 
Conclusion 2: The concept of HNB Group Identity described above was replaced by URA Identity and the new concept of HNB Group Identity is described below in Q3. URA Identity has been introduced in Stage 2/3 CRs as optional.
Q3. If it is the case that HNBs are grouped in a way to understand the domain within which the S-RNTI group is used, should not the “HNB Group Identity” be also configured by the HMS? If yes, should not this be specified?
Q3a. (to Ericsson): what do you mean exactly by “the domain within which the S-RNTI group is used”? What do you mean by “S-RNTI group”?
Ericsson: the Group ID identifies all the HNBs that need to share S-RNTIs within the same range, i.e. these HNBs will have to use unique S-RNTIs within a given common range. On the contrary, HNBs in a different Group ID may reuse S-RNTIs already used by HNBs in another Group ID.
Conclusion 3: This concept of HNB Group Identity has been introduced in Stage 2/Stage 3 CRs as optional.
Q4. The handling of the extended RNC ID to support legacy HNBs should not be captured in the TS 25.467 because it should be left to implementation and it could cause errors in case of UE associated messages towards the CN.
NSN: It is not clear how this problem could be solved in an implementation dependent way. Moreover, this particular method was part of the requirements and the handling of the extended RNC ID was captured as part of the solution in the TR (see excerpt of Section 6.1.1.2.3 of TR 37.803 [1]). In addition, the problem related to UE associated messages towards the CN could be solved within the HNB-GW.
A note in the Stage 2 specification should be OK for capturing this description
Huawei: A note should be fine, what I would like to recall is that the Cell fach mobility support is depending on the existing Iurh and advanced prefix knowledge.  If no Iurh and unknown prefix, the target could simple re-establish the RRC connection in the target. In addition, it is not likely a URNTI collision between HNBs. We don’t think it is necessary to consider such case, but have no strong opinion. If unfortunately happens, the extended RNCID solution can be an implementation choice. 
NSN: We have two scenarios.
1 - Femto-Femto mobility: 
it is applicable for HNBs belonging to same enterprise or mobility group. One straightforward way to resolve this is to make sure that all HNBs of same enterprise or mobility group at least belongs to same release. In this case the use of extended RNC-ID is not needed.
If HNBs belonging to the same enterprise or to the same mobility group are not in same release, the CELL-FACH mobility from pre-Rel-12 HNBs can be restricted by removing these HNBs/cells from NCL. But UE based on CSG cell search will anyhow be able to reselect such HNBs/cells even with such restriction.
The U-RNTI allocated by pre-Rel-12 HNBs will anyhow collide with U-RNTI allocated from other HNBs with S-RNTI prefix. This may result in CELL-FACH mobility failure. 
A question for clarification on “In addition, it is not likely a URNTI collision between HNBs”: are you assuming with this statement that the random assignment of U-RNTI from pre-Rel-12 HNBs will reduce such probability?
2 - Femto-Macro mobility:
As there are chances of having at the same time pre-Rel-12 and Rel-12 HNBs under the same HNB-GW, if the U-RNTI space is not unique, any mobility from pre-Rel-12 HNB to macro may result in wrong routing to HNBs supporting S-RNTI prefix assignment and the mobility will fail.
Because the U-RNTI provided by pre-Rel-l2 HNB is assigned randomly and uses the complete (32 bit or 20 bit? = does the pre-Rel-12 HNB forget about the RNC-ID when assigning the U-RNTI) space, there are chances that its first N bits correspond to S-RNTI prefix may collide with the U-RNTI allocated by Rel-12 HNB.
In summary, the impact is less and it seems it is possible to mitigate without extended RNC-ID usage for femto-femto mobility. But for femto-macro mobility the probability of collision is high and it is not possible to mitigate without U-RNTI space split between Rel-12 and pre-Rel-12 HNBs,
Conclusion 4: The optional usage of the extended RNC-ID for distinguishing HNBs supporting CELL_FACH mobility from those who do not support such type of mobility has been introduced in a note in Step 5a of Section 5.2.2 of TS 25.467.
Q5. If legacy HNBs are going to use an extended RNC ID, then is it the case that the HNB GW will be forced to use a 12 bit RNC ID? If yes, should not this be specified?
NSN: Yes, a note in the Stage 2 specification should be OK for capturing this description
Conclusion 5: Such limitation has been captured in the note mentioned above in Q4.
Q6. How is the Context Transfer carried out between HNBs?
NSN: 
There is no need to re-use a full SRNS relocation procedure for the Context Transfer from HNB to HNB. It can be optimized without having to update the RNA adaptation protocol.
Huawei:
It could reuse the mechanism in current Macro network. It is up to the source RNC to decide initiate a SRNS relocation or not. It is possible to still have the serving HNB of the UE in the source.
NSN: 
Whether we can reuse the already existing mechanism or new ones (e.g., target triggering context transfer) depends on whether CELL-FACH mobility should always result in context transfer or not.
In the macro case, the source always decides on relocation and there will be scenarios where source keeps the context and only sends cell-update-confirm.
In CELL-PCH mobility in HNB deployments it is beneficial to keep the context in the source itself and route only paging/uplink signalling via Iurh. Whenever data-transfer is needed, the source can trigger relocation towards the target. This will avoid context transfer for every mobility event within HNBs of the same mobility group.
So if context transfer is to be optional and to be decided based on UE state, it is preferred to use the full enhanced SRNS relocation. Otherwise we need to find mechanism to support both.
In addition, Qualcomm explicitly required to have (a) dynamic Iurh establishment because (b) establishing the Iurh i/f among all HNBs of a HNB Group is not robust enough and requires a precise (and delicate) HNB group configuration.
I would propose to have both scenarios (a and b) addressed in the specs.
Conclusion 6a: In case of HNB to HNB mobility, UE context transfer should be optional and based on the (macro) enhanced SRNS relocation.

Conclusion 6b: Iurh establishment among HNBs can be either (a) dynamic or (b) pre-established (e.g., based on URA Identity)
Q7. How is the Context Transfer carried our between HNB and RNC?
NSN: For Context Transfer from HNB to RNC a full enhanced SRNS relocation procedure is needed, in order not to impact the target RNC.
Huawei: we can possible check the details in TR 25.931.
Conclusion 7: In case of HNB to RNC mobility, UE context transfer should be mandatory and based on the (macro) enhanced SRNS relocation.
Q8. Is CELL_FACH, CELL_PCH, URA_PCH mobility for the inter-CSG case?
NSN: The Study Item identified that the inter-CSG case had maximum priority (see Table 5.1.1.1 of TR 37.803 [1]). It was later agreed that the studied solutions did not take into account inter-CSG (see the excerpt of Section 6.1.1.2.2 of TR 37.803 [1] reported above) and it was assumed they would have adopted the AC/MV mechanism used in CELL_DCH. So it seems that CELL_FACH, CELL_PCH and URA_PCH is supported for inter-CSG mobility.
Huawei: The cell FACH mobility is depending on the existing Iurh connection, For HNB to HNB, there is no Iurh connection in inter-CSG case. Consequently, we don’t need consider this case. For the other inter-CSG cases, we can reuse the membership verification solution for soft handover.
NSN: Since there is no Iurh HNB-HNB connectivity in case of inter-CSG, then I agree with Hauwei and I would say there is no need for the CELL_FACH/CELL_PCH/URA_PCH support in that case.
Conclusion 8: Inter-CSG CELL_FACH, CELL_PCH, URA_PCH mobility is not supported via Iurh

3.2 Further questions/comments provided via e-mail discussion (pre-RAN3#80) related to Stage 2 CR
Comment 1 by Huawei on Group Identity:
Regarding the HNB Group identity, I understand the intension. However, I think it is hard to define such group, and we may need guarantee that  there shall be no overlapping deployment between two HNB groups .
NSN: 
In my opinion it is the contrary: this would facilitate the S-RNTI-prefix assignment to the HNBs. In practice, if you want to ‘easily’ configure your HNBs you could assign them the same HNB Group Identity and that would force the HNB-GW to assign a different prefix to each HNB. The logic of assigning the HNB-Group based on macro-cells is moved to OAM system here, instead of HNB-GW.

Comment 2 by Huawei on extended RNC-ID for distinguishing HNB supporting CELL_FACH mobility from those how do not support it.
Note in section 5.2.2, “The additional 4 bits of the extended RNC-ID are internally assigned by the HNB-GW and can be used by the HNB-GW later during mobility in order to determine if a certain UE is coming from an HNB not supporting CELL_FACH/CELL_PCH/URA_PCH mobility.” Do you mean the HNB-GW determine if a UE is coming from an HNB supporting Cell_FACH mobility or not? In my understanding, it should be the target RNC/HNB, I think the text in following section reflect this. If the target RNC should do this, it means there will be some configuration in the RNC/HNB. We may need also consider the complexity of such configuration.

NSN:
This is done in two ways, depending on the target node:
HNB to RNC mobility: the RNC is able to understand the “extended RNC ID” and it realizes that the UE is coming from a source HNB who has been assigned a “special RNC ID” = non CELL_FACH capable. Therefore, the RNC will not contact the HNB-GW.
HNB to HNB mobility: the HNB cannot distinguish whether the source HNB is CELL_FACH capable or not (i.e., it cannot understand the ‘extended RNC ID’). Simply, the target HNB will not find the S-RNTI prefix in its neighbour table and will contact the GW. At the point the HNB-GW knows and will reply by asking the target to release the RRC connection and establish a new one.
Alternatively, if is acceptable to add the above mentioned 4 bit to the HNB-GW->HNB signalling, the HNB itself can decide.

Comment 3 by Huawei on HNB to HNB scenario and the case in which source HNB does not support CELL_FACH mobility (Section 5.7.x of Stage 2 CR)
On Note 1: I think there will be two solutions: one is to establish the Iurh if the target know the UE is from a CellFACH mobility capable HNB, the other one is to re-establish the RRC connection.
On Note 2: the HNB-GW is not involved in the procedure, I don’t understand how the GW determine anything.
NSN:
The HNB-GW is involved and I have to admit that the previous text + figure in Section 5.7.x were not describing properly how the procedure should work. I updated the figure (I added step 3a) and the related text to make it 

Comment 3b by Huawei on UE context transfer (Section 5.7.x of Stage 2 CR)
Step4, I don’t remember that we have agreements to have a new procedure for UE context transfer. I think we can reuse the mechanism in Macro network, either via SRNS relocation or still keep the context in the source, the target will be the drift.

NSN: 
I agree, there should be no need for a new procedure for UE context transfer (and I think the past and current text was not hinting to a new mechanism). To me the text is clear, but if you have suggestions on how to improve it, please let me know.

Comment 4 by Huawei on RNC to HNB mobility
I think we may need an extra section for Macro to HNB mobility.

NSN:
OK, a new section 5.11.y has been added.
4 Conclusions and proposals
In this discussion paper the agreed solution to support CELL_FACH/CELL_PCH/URA_PCH mobility between HNBs and between HNBs and RNCs was described in Section 2. Section 3 reports the highlights of the discussion among the involved companies and, in Nokia Siemens Networks’ view, these are the conclusions that could be drawn from the discussion:
Conclusion 1: URA identity and HNB Group Identity are optional. Also, flexible S-RNTI prefix length was also mentioned in TR. We can include it in Stage 3.
Conclusion 2: The concept of HNB Group Identity described above was replaced by URA Identity and the new concept of HNB Group Identity is described below in Q3. URA Identity has been introduced in Stage 2/3 CRs as optional.
Conclusion 3: This concept of HNB Group Identity has been introduced in Stage 2/Stage 3 CRs as optional.
Conclusion 4: The optional usage of the extended RNC-ID for distinguishing HNBs supporting CELL_FACH mobility from those who do not support such type of mobility has been introduced in a note in Step 5a of Section 5.2.2 of TS 25.467.
Conclusion 5: Such limitation has been captured in the note mentioned above in Q4.
Conclusion 6a: In case of HNB to HNB mobility, UE context transfer should be optional and based on the (macro) enhanced SRNS relocation.
Conclusion 6b: Iurh establishment among HNBs can be either (a) dynamic or (b) pre-established (e.g., based on URA Identity)
Conclusion 7: In case of HNB to RNC mobility, UE context transfer should be mandatory and based on the (macro) enhanced SRNS relocation.
Conclusion 8: Inter-CSG CELL_FACH, CELL_PCH, URA_PCH mobility is not supported via Iurh

Nokia Siemens Networks would like to ask to the interested companies to confirm or comment the above view and proposes to agree on the related Stage 2 and Stage 3 CRs in [2, 3]. 
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