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1 Introduction

At RAN3 #79bis meeting, the solutions addressing X2-GW IP address discovery at eNB and X2 setup procedure were discussed and the final comparison matrix was agreed in [1]. There are still some left-over aspects requiring evaluations due to that the issues on HeNB switches off have not been discussed yet. 
In this contribution, we will discuss the handling of switching on/off HeNB and explain our recommendations.
2 Discussion 
2.1 Switching off case
In this case, the main issue is how to notify the switching-off action to neighboring (H)eNBs. There are some solutions on the table:
Option 1: X2 interface based solution that the switching-off notification is transferred by X2 interface. This can be further subdivided into:
a): X2AP signaling
b): SCTP signaling
Option 2: S1 interface based solution that the switching-off notification is transferred by S1 interface. This can be further subdivided into:
a): S1AP signaling

b): SCTP signaling
Note that two different use cases shall be considered as below: 
· Use case 1: HeNB is switched off normally

· Use case 2: HeNB is switched off abnormally

For option 1a), in terms of routing proxy scheme, X2-GW only routes X2AP messages originated from (H)eNBs and cannot construct new message by itself. It means the X2-GW cannot initiate the notification even though it detects the SCTP association with a HeNB is torn down. Furthermore, only use case 1 is possible to be addressed by option 1a) if HeNB sends X2AP message to its connected X2-GW in order to notify that it will be switched off immediately, and then the X2-GW routes this message to all neighboring (H)eNBs of this HeNB recorded in X2-GW or indicated explicitly in the message.

On the other hand, for use case 2, there is no way for HeNB to predict the switching off operation so that it can send notification message to X2-GW before its SCTP association becomes unavailable. In addition, X2-GW cannot generate new message by itself when it only acts as routing proxy. Therefore, option 1 a) is not feasible in use case 2 in terms of routing proxy scheme.
For option 1 b), when a HeNB is switched off, the SCTP association between this HeNB and its connected X2-GW is broken. X2-GW is able to detect this disconnection and sends notification via SCTP signalling to all the other connected HeNBs, or more precisely to all the neighbors of this HeNB according to the neighbor relation table maintained in X2-GW. Therefore option 1 b) is applicable to both use cases and independent of routing mechanism. 
Observation 1: In case HeNB is switched off abnormally, it is not feasible to use X2AP signaling to notify its neighbor(s) in case X2-GW only acts as routing proxy.
Regarding option 2, taking S1AP as example, there could be 2 alternatives:

· Alt.1: HeNB sends notification message including its all neighboring (H)eNBs ID to MME right before it is switched off. MME will send notification messages to these (H)eNBs via eNB Configuration Update message or a new S1AP message. However, this alternative is not feasible in case 2 due to the same reason mentioned in the discussion of option 1 a).

· Alt.2: MME will send notification messages to all neighboring (H)eNBs of this HeNB via eNB Configuration Update or a new S1AP message after it detected the SCTP association was torn down. Thus it is necessary to maintain the neighbor relation of all HeNBs in MME, which introduces extra complexity and effort to establish and maintain the table.
Moreover, the abovementioned analysis also can be extended to SCTP signaling via S1 interface. 

Observation 2: S1 interface based solution is not preferred to notify HeNB switch-off.
Based on these observations, we propose that:
Proposal 1:  It is proposed to use SCTP signaling to notify HeNB switch-off.
2.2 Switching on case
Regarding HeNB switch-on, we need to focus on the use case whether HeNB is restarted with a different IP address.

In [1], it is mentioned that HeNB should always return its own IP address in the TNL address discovery procedure in order to setup the direct X2. It means the IP address of HeNB should be transferred no matter what the routing mechanism is.
Routing mechanism based on RNL ID
If the IP address of HeNB is not changed, it is unnecessary for X2-GW to update the mapping table. It means registration procedure could be omitted. Otherwise, the registration procedure initiated by HeNB is needed. 

If the IP address changes, HeNB will send its new IP address via eNB Configuration Transfer message so that direct X2 interface can be established if needed. However, unless TNL address discovery procedure is accomplished it is no way for neighboring (H)eNBs to know whether IP address of the restarted HeNB is changed. It means the TNL address discovery procedure is mandatory in case the restarted HeNB is discovered by its neighboring (H)eNBs no matter whether its IP address is changed or not.

Therefore, if routing mechanism based on RNL ID is used, the whole procedure shall be as following:

1) Neighboring (H)eNB2 discovered HeNB1
Step 1: HeNB1 checks whether its IP address changes once it is switched on. If yes, HeNB1 registers the new IP address to X2-GW1 it is connecting to; 
Step 2: (H)eNB2 initiates TNL address discovery procedure to HeNB1 and both IP addresses of HeNB1 and X2-GW1 are received;
Step 3: (H)eNB2 sends X2 Setup Request message including HeNB1 ID to X2-GW1.

2) HeNB1 discovered neighboring (H)eNB2
Step 1: HeNB1 checks whether its IP address changes once it is switched on. If yes, HeNB1 registers its new IP address to X2-GW1 it is connecting to;

Step 2: HeNB1 initiates TNL address discovery procedure to neighboring (H)eNB2.
Step 3: HeNB1 registers the IP address and RNL ID of its neighbor to X2-GW1 if the neighbor is an eNB;

Step 4: HeNB1 sends X2 Setup Request message including (H)eNB2 ID to X2-GW1.
Based on the analysis, we can get the observation as below:

Observation 3: If routing mechanism based on RNL ID is used, registration and TNL address discovery procedure are used to retrieve the latest IP address of HeNB. 
Routing mechanism based on IP address

If X2 Setup Request message is routed based on IP address, it means the (H)eNBs who initiate X2 setup procedure will include the IP address of the newly found HeNB in this message in order to provide routing information of target node to X2-GW. So it is necessary for (H)eNBs to retrieve the IP address of peer node. 

If routing mechanism based on IP address is used, the whole procedure includes:

1) Neighboring (H)eNB2 discovered HeNB1

Step 1: TNL address discovery procedure is initiated to retrieve the IP addresses of HeNB1 and X2-GW1 which HeNB1 is connecting to; 

Step 2: HeNB2 sends X2 Setup Request message including IP address of HeNB1 to X2-GW1.

2) HeNB1 discovered neighboring (H)eNB2
Step 1: TNL address discovery procedure is executed to retrieve the IP addresses of (H)eNB2 and X2-GW1 which HeNB2 is connecting to; 

Step 2: HeNB1 sends X2 Setup Request message including IP address of (H)eNB2.

Based on the analysis, we can get the observation and proposal as below:
Observation 4: If routing mechanism is based on IP address, X2 Setup and TNL address discovery procedure are used to retrieve the latest IP address of HeNB.
Proposal 2: Take observation 3 and 4 into consideration for down selection of routing mechanisms.

3 Conclusion

In this contribution, HeNB switch-on/off related issues are discussed. 
Observation 1: In case HeNB is switched off abnormally, it is not feasible to use X2AP signaling to notify its neighbor(s) in case X2-GW only acts as routing proxy.

Observation 2: S1 interface based solution is not preferred to notify HeNB switch-off.

Observation 3: If routing mechanism based on RNL ID is used, registration and TNL address discovery procedure are used to retrieve the latest IP address of HeNB. 

Observation 4: If routing mechanism is based on IP address, X2 Setup and TNL address discovery procedure are used to retrieve the latest IP address of HeNB.

Our proposals are summarized as follows:

Proposal 1:  It is proposed to use SCTP signaling to notify HeNB switch-off.

Proposal 2: Take observation 3 and 4 into consideration for down selection of routing mechanisms.
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