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1. Introduction
After a reminder of the different options defined at RAN3#79 for peer discovery and X2 setup, the contribution proposes a set of comparison criteria and a first comparison matrix.
2. Discussion
2.1. The different options
The seven options for X2 setup and peer discovery that have been kept at last meeting for further consideration [1] are summarised in table below:
	
	Routing
	Registration
	How (H)eNB learns the IP@ of the target
	How eNB learns the ip@ of the X2-GW(s)

	G1
	A
	RNLid
	X2 setup request
	Not needed
	 by configuration 

	
	B
	RNLid
	X2 setup request
	Not needed
	 by TNL discovery 

	
	C
	RNLid
	new message
	Not needed
	 by configuration 

	
	D
	RNLid
	new message
	Not needed
	 by TNL discovery 

	G2
	A
	target node ip@
	No registration
	TNL address discovery
	by configuration 

	
	B
	target node ip@
	No registration
	TNL address discovery
	by ipsec field of TNL discovery

	
	C
	target node ip@
	No registration
	TNL address discovery
	by new field added to TNL discovery  


In all cases, the HeNB is assumed to be configured with the IP@ of its X2-GW.

In all options, a neighbouring (H)eNB has to change the way it manages X2 interfaces for neighbours located behind an X2-GW compared to neighbours directly reachable. Hence, the X2-GW is not fully transparent to neighbouring (H)eNBs and it seems necessary that a source node is made aware whether a target node can be reached through direct X2 or via an X2-GW. This can be done e. g. by O&M, or using an enhanced TNL address discovery procedure.
2.2. Comparison criteria

In order to down-select the different options, we propose the comparison be done based on the criteria described hereafter.
X2-GW complexity:
Typically in terms of context to maintain

RNL/TNL Protocol layer separation: 
 Whether the principle of protocol layer separation is broken or not
Impact on eNBs: 
 How from protocol point of eNBs have to cope with neighbours lying behind an X2-GW
Impact on specifications:
Number of messages to modify, number of messages to add, complexity of the modifications

Protection from HeNBs' on/off switches: 
What is the impact on CN and RAN nodes when HeNBs switch on/off, including when HeNB IP address changes

Flexibility:
Architecture constraints

2.3. Comparison table
	
	G1-A
	G1-B
	G1-C
	G1-D
	G2-A
	G2-B
	G2-C

	X2-GW complexity
	Context (RNL id, IP @)
	Context (RNL id, IP @)
	Context (RNL id, IP @)
	Context (RNL id, IP @)
	No context
	No context
	No context

	RNL/TNL Protocol layer separation
	Separation kept
	Separation kept
	Separation kept
	Separation kept
	Separation broken: IP addresses included at X2-AP layer
	Separation broken: IP addresses included at X2-AP layer
	Separation broken: IP addresses included at X2-AP layer

	Impact on eNBs
	-Registration to X2-GW
- X2 setup procedure modified
	-Registration to X2-GW
- X2 setup procedure modified
	-Registration to X2-GW
- X2 setup procedure modified
	-Registration to X2-GW
- X2 setup procedure modified
	- X2 setup procedure modified
	- X2 setup procedure modified
	- X2 setup procedure modified

	Impact on specifications
	-TNL @ discovery messages not modified

-Destination RNL-Id in X2 setup request
	-TNL @ discovery messages not modified (1)

-Destination RNL-Id in X2 setup request
	-TNL @ discovery messages not modified

-Destination RNL-Id in X2 setup request
-Registration procedure

	-TNL @ discovery messages not modified (1)

-Destination RNL-Id in X2 setup request
-Registration procedure

	-TNL @ discovery messages not modified (1)
-Destination IP @ in X2 setup request


	-TNL @ discovery messages not modified (1)
-Destination IP @ in X2 setup request


	-TNL @ discovery messages modified 

-Destination IP @ in X2 setup request


	Impact on O&M
	X2-GW IP addresses configured in eNBs
	None
	X2-GW IP addresses configured in eNBs
	None
	X2-GW IP addresses configured in eNBs
	None
	None

	Protection from HeNBs' on/off switches
	No impact on CN 
	No impact on CN
	No impact on CN
	No impact on CN
	TNL address discovery procedure to be run at least when IP@ changes
	TNL address discovery procedure to be run at least when IP@ changes
	TNL address discovery procedure to be run at least when IP@ changes

	Flexibility
	Issue with several X2-GWs
	No particular architecture constraints
	Issue with several X2-GWs
	No particular architecture constraints
	Issue with several X2-GWs
	Architecture constraint with security gateway
	No particular architecture constraints


(1) Unless eNB is warned whether the X2 is direct or via a X2-GW through TNL discovery procedure rather than through configuration
In options where the eNB is configured with the IP address(es) of the X2-GW(s) and in case an eNB has neighbours connected through several X2-GWs, the eNB will have an issue to select the right X2-GW allowing it to reach a newly discovered neighbour. This concerns options G1-A, G1-C and G2-A.

G2-B option has an architecture constraint with security gateways since the IPsec address field of the TNL address discovery procedure is re-used to embed also X2-GW IP address.
Options G1-A and G1-B assume (H)eNB register to X2-GW(s) through an X2-Setup procedure. X2-GW has to distinguish this step from further X2-setup requests intended to actually set up an X2 interface to a target (H)eNB. This could be done by indicating a destination eNB-Id in X2-Setup message filled with a reserved value, for example a null value.
Most HeNBs will have a non-permanent IP address, meaning that the address allocated by the fixed access network operator is able to change from time to time, especially at HeNB reset and power up. In group 1 options, the mapping between RNL-Ids and IP addresses is maintained by X2-GW through the registration process, thus a TNL address discovery procedure has not to be started for already known neighbours popping up. In group 2 options, the mapping between RNL-Ids and IP addresses is maintained at each (H)eNB. A node having an already known neighbour popping up can't be certain the corresponding IP address in its internal table is not stalled. To refresh the mapping, a TNL address discovery procedure has to be launched again. When a large number of HeNBs will switch on / off regularly, induced signalling load to MME could become an issue.
In group 2 options, a new TNL address discovery procedure has to be done to warn all neighbours about the IP address change. For similar reasons, a
3. Conclusion
This contribution proposes in 2.2 a set of comparison criteria to help the selection of one of the seven options currently lying on the table for peer discovery and X2 Setup procedure in case of neighbour HeNBs located behind X2-GW(s). Section 2.3 proposes a first filling of the comparison matrix.
It is proposed RAN3 takes criteria proposed in 2.2 as a basis for the evaluation framework and  discuss the filled matrix of section 2.3
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