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1 Introduction 

At RAN3#79, discovery and X2 Setup options for X2-GW were discussed and it was agreed to consider the following seven feasible solutions in two groups for further down-selection in RAN3#79bis [1]:
G1A: RNLid + registration with  X2 setup request + X2GW(s) IP@ in eNB by configuration 

G1B: RNLid + registration with  X2 setup request + X2GW(s) IP@ in eNB by TNL discovery 

G1C: RNLid + registration with new message + X2GW(s) IP@ in eNB by configuration 

G1D: RNLid + registration with new message + X2GW(s) IP@ in eNB by TNL discovery 

G2A: target node ip@ + TNL address discovery + X2GW(s) IP@ in eNB by configuration 

G2B: target node ip@ + TNL address discovery + X2GW(s) IP@ learnt by ipsec field of TNL discovery

G2C: target node ip@ + TNL address discovery + X2GW(s) IP@ learnt by new field added to TNL discover  

In this contribution, we evaluate these solutions and propose to select option G1A.
2 Discussion

Per previous agreements [2], we assume the following:

1. A HeNB can connect to a peer (H)eNB using either direct X2 or through X2-GW
2. A HeNB can connect to other (H)eNB peers through only a single X2-GW.
3. The IP address of the X2-GW is configured at the HeNB.
4. Different HeNBs can connect to an eNB through different X2-GWs.
Seven options listed in [1] mainly depend on two independent procedural steps each with two options:

1. X2GW IP address at the eNB is configured or learned through modified TNL discovery.
2. X2 Setup routing is done by using RNL ID or TNL ID.
Here TNL discovery refers to the exchange of CONFIGURATION TRANSFER messages on S1 for obtaining the IP address of a peer node.
The other combinations in the seven options above are created by the “registration” mechanism if RNL ID is adopted for routing as discussed in Section 2.2.
2.1 X2GW IP Address at the eNB

It was agreed in RAN3#77 that a HeNB will be configured with the IP address of the X2-GW to which it is connected. This method can logically be extended to the eNB since it is expected that an eNB will have connections to at most a few X2-GWs. With this method, the TNL discovery messages and procedures can be used as before without any changes.
An eNB (and a HeNB) may have both eNB and HeNB neighbors. Since eNB to eNB share a direct X2 interface, and in some cases it is desirable to maintain a direct X2 interface between HeNBs (for example within a CSG), both a eNB and HeNB may have an X2 interface directly to (H)eNB neighbors and to the X2-GW. Therefore, whether to use a “direct” X2 interface or “indirect” via X2-GW needs to be configured at either or both at the “source” cell and “target” cell. Here “source” refers to the cell which initiates the X2 Setup procedure with the “target” peer cell. 
Observation 1: A (H) eNB needs to be configured whether to use a direct or indirect (via X2-GW) X2 interface with a peer node.

For flexibility, both the source and target can be allowed to select whether to use direct or indirect X2 connection. The procedure for X2-GW address determination at the eNB can be integrated with this selection. The target eNB can send its own TNL address if it wants to use a direct connection and X2-GW address otherwise. The eNB keeps a mapping between the HeNB identities and the configured X2-GWs. Here, the identity of the HeNB could be either the TNL ID obtained through the TNL discovery or PCI, or eCGI. 

As discussed in Section 2.2, if the RNL ID is used for X2 Setup routing, a “registration” mechanism is needed at the X2-GW. Knowledge of all the X2-GW addresses at the eNB has the advantage that an eNB can perform this registration immediately similar to the HeNB which is already configured with the X2-GW address.
Based on the above discussion, we can summarize the pros and cons of X2-GW address configuration as follows:

The advantages of X2-GW address configuration at the eNB are:

1. It is consistent with the agreed mechanism for HeNB.

2. The TNL discovery mechanism can be re-used without any changes.

3. It can be integrated into the selection for direct or indirect X2 connection either at the target or source (H)eNB.

4. If RNL ID is used for routing, the eNB can do the initial registration with the X2-GW immediately.

The dis-advantages of X2-GW address configuration at the eNB are:

1. Each eNB has to be configured with the neighbor X2-GW addresses and has to be updated when they change.
The TNL discovery can be modified or extended to obtain the X2-GW TNL address at the eNB. Two options were discussed in RAN3#79:

A. A new field is added to the “X2 TNL Configuration Info” to contain the IP address of the X2-GW

B. The “IP-Sec Transport Layer Address” in the “X2 TNL Configuration Info” is used for the X2-GW address.

The advantages of X2-GW address by TNL discovery are:

1. No X2-GW address configuration is needed at the eNB.

The dis-advantages of X2-GW address by TNL discovery are:
1. TNL discovery needs to be modified.
2. A separate update mechanism is still needed at the eNBs if the X2-GW addresses change.

From above, we conclude and propose that:
Conclusion 1:  The configuration option for X2-GW address is preferable since it has no impact on the specifications and can be integrated with the direct vs in-direct selection.  
Proposal 1: The TNL address for the X2-GW is determined by configuration at the eNB.

2.2  RNL or TNL ID for X2 Setup Routing
Here the problem to be solved is how the X2-GW determines the destination of a received X2 SETUP REQUEST message. There needs to be an identifier in the message which can be used for this routing. As mentioned before, the two options proposed were to use RNL ID (Cell ID or equivalent) or TNL ID (IP address).
If RNL ID is used, the X2-GW needs to know the mapping between the RNL and TNL IDs. The X2-GW needs to obtain the TNL address of the target node prior to the X2 SETUP REQUEST from a source node. This can be done via either prior communication between this source (H)eNB and the X2-GW, which is called “registration” in [1] or via configuration. Since such configuration could be quite substantial, it is preferable to do “registration” via either a new X2AP procedure or one of the current X2 messages.
The advantages of RNL ID are:

1. It is consistent with the RNL and TNL layer separation in the current specification.

2. RNL ID is already included in several X2 messages (e.g. RESOURCE STATUS REQUEST, CELL ACTIVATION REQUEST has Cell ID).
3. RNL ID is unique and allocated permanently.
4. Using RNL ID can be extended to other X2 messages for routing purposes. This is more difficult with TNL ID which can change over time.

The dis-advantages of RNL ID are:

1. A registration step is needed with the X2-GW to form the RNL and TNL ID mapping.
If TNL ID is used in the X2 Setup, the X2-GW can route the message to its destination without any look up table. Therefore, a “registration” step is also not needed. However, using TNL ID in the RNL messages is not consistent with the separation of layers principle and 3GPP specifications. In addition, TNL ID can change quite frequently over time for HeNBs which can cause problems especially if this ID is also used to route other X2 messages.
The advantages of TNL ID are:

1. The X2-GW does not need to keep a mapping between the RNL and TNL IDs.

2. A registration step with the X2-GW to update the above mapping table is not needed.

The dis-advantages of TNL ID are:

1. It violates the separation between RNL and TNL by including a TNL ID in an RNL message.
2. TNL ID can change frequently for HeNBs due to turning on and off.

Conclusion 2:RNL ID offers more advantages over TNL ID in terms of specification consistency and extensibility
Proposal 2: Use RNL ID for the routing of X2 Setup messages.
We note that the (H)eNB needs to know the X2-GW address for the “registration” procedure. Since all the HeNBs are configured with this information, they can do this before any X2 Setup procedures. An eNB can do the same if it is configured with the X2-GW address (as proposed in Section 2.1).

Observation 2: The registration can be done by an (H)eNB before any X2 Setup procedure if they are configured with the X2-GW address.
From standards impact point of view, using one of the current X2AP procedures is preferable to defining a new one unless the new one can provide other functionality. One obvious candidate for this procedure is the X2 SETUP REQUEST itself. Namely, an (H)eNB can send a X2 SETUP REQUEST to the X2-GW just for the purpose of conveying its information. This could be done in different ways: For example, if the target node ID (the RNL ID as proposed) is not included in this message, the X2-GW does not forward this message and use it to update its RNL and TNL ID mapping table. Other X2 messages can be used similarly for the same purpose. 
Proposal 3: Use the current X2 SETUP REQUEST (or another current X2AP message) for “registration” at the X2-GW.

3 Conclusions

We have compared the solutions in the agreed way forward in [1] and, based on the conclusions, propose that:

Proposal 1: The TNL address for the X2-GW is determined by configuration at the eNB.

Proposal 2: Use RNL ID for the routing of X2 Setup messages.

Proposal 3: Use the current X2 SETUP REQUEST (or another current X2AP message) for “registration” at the X2-GW.

The combination of these proposals corresponds to Option G1A in [1].
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