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1   Introduction
During RAN3#79 meeting, the way forward on IP address discovery and X2 Setup [1] is agreed and seven options for X2 Setup Routing and associated IP address discovery are captured. Meanwhile, the agreement on requirements of X2-GW is achieved in [2]. In this contribution, we analyze the key issues in case of X2-GW deployment and  make comparison on different options listed in [1] based on the requirements and assumptions in [2]. Finally, we give our proposal for the down-selection.
2   Discussion
The seven options captured in the way forward [1] are listed below.

Group 1:

G1A: RNLid + registration with X2 setup request + X2GW(s) IP@ in eNB by configuration 

G1B: RNLid + registration with X2 setup request + X2GW(s) IP@ in eNB by TNL discovery 

G1C: RNLid + registration with new message + X2GW(s) IP@ in eNB by configuration 

G1D: RNLid + registration with new message + X2GW(s) IP@ in eNB by TNL discovery 

Group 2:

G2A: target node ip@ + TNL address discovery + X2GW(s) IP@ in eNB by configuration 

G2B: target node ip@ + TNL address discovery + X2GW(s) IP@ learnt by ipsec field of TNL discovery

G2C: target node ip@ + TNL address discovery + X2GW(s) IP@ learnt by new field added to TNL discover  

2.1 Key issues

In this section, we analyze the key issues in case of X2-GW deployment. 
1) X2 setup routing

The first key issue is how the X2 SETUP (or eNB configuration update in case of hop-by-hop) message is routed in the X2-GW. 
In Group1, X2 message is routed according to the target RNL ID added in the X2 SETUP message. In this group, the X2-GW shall obtain and maintain the mapping information of RNL ID and IP address, which introduces registration procedure between (H)eNB and X2-GW. 
While in Group2, X2 message is routed based on the target IP address added in X2 message and the routing is based on the IP address. In this group, the mapping database is not required. However, the target node IP address shall be learnt by the peer node, which means that the TNL address discovery procedure is indispensable for every (H)eNB pair in bi-direction. Therefore, it will bring significant signalling overhead since there may be a large number of neighbouring HeNBs. Moreover, the application layer routing is based on the transport layer information in Group2 options, which means cross-layer operation happens or brings impact on transport layer.
Observation 1: The options of X2 SETUP routing based on target RNL ID are more preferable than the options of X2 SETUP routing based on target node ip address.
2) X2-GW address provision in eNB
The second key issue is how eNB obtain X2-GW IP address, which is a common issue for both two groups. The possible solution can be via OAM configuration or by TNL address discovery procedure.  We analyze the two solutions in detail below. 
Use case: eNB discoves HeNB cell
· Signalling overhead

At first sight, TNL address discovery signalling are reduced at the cost of operator manual configuration work by using configuration approach. However, when an eNB discovers a HeNB cell and want to send an X2 SETUP request message, the eNB can’t make sure which X2-GW the peer HeNB actually connected to because multiple X2-GW IP addresses may be configured. So the eNB needs to send each X2 SETUP message to all the connected X2-GWs, which will bring a lot of redundant signallings. 
While by TNL discovery procedure, eNB can acknowledge the X2-GW connected to the peer HeNB. So eNB only needs to initiate one X2 setup request message to the X2 GW connected to the target HeNB and redundant X2 setup request messages are avoided. On the other hand, TNL address discovery signalling can also be reduced using optimization mechanism, e.g. X2 GW passes the connected HeNBs’ relative information to the eNB. 
· Direct or X2-GW based X2?
It was agreed that X2-GW based or direct X2 connection may be established between eNB and HeNB. So the question is that which type of connection (X2-GW based or direct X2) should be established. As we know, HeNB is usually installed by the user, which may be out of control of operators, while eNBs are deployed by operator. So the most straight-forward approach is that the connection type is configured in HeNB. And it is not feasible to configure the connection type in eNB. 
As a result, if eNB obtains X2-GW address by configuration, but not theTNL address discovery procedure, the eNB may not be able to determine whether X2-GW based or direct X2 connection should be established towards the new neighbouring HeNB cell. On the contrary, by TNL address discovery, the peer HeNB can determine the type of X2 connection with eNB based on the local configuration and then notify the eNB. 
Observation 2: The options of obtaining X2-GW address by TNL address discovery is more beneficial than the options of obtaining X2 GW address by configuration.

2.2 requirements

In this section, we compare on options based on the requirements and assumptions in [2]. As listed as below, five requirements are extracted for comparison.
1) Minimized impact on (H)eNB 
According to the way forward on requirements [2], the introduction of X2-GW should have minimized impact of (H)eNB and the standardization impact should also be minimized. The (H)eNB impact is analyzed and compared for each option as below. 
a. In all the options, routing information IE is needed to be added in the X2 SETUP request message initiated by (H)eNB. 

b. For option G1C and G1D, new messages between (H)eNB and X2-GW are  needed for registration. And it will bring more standardization impact.
c. For option G2B, X2GW(s) IP@ is learnt by ipsec field of TNL discovery. However, the ipsec field is used to indicate the TNL address for IP-Sec end-point. Therefore, it may bring the misunderstanding for eNB behaviour. 

d. For option G2C, X2GW(s) IP@ is learnt by new field added to TNL discovery. New IE is needed in the eNB configuration transfer message initiated by HeNB and MME configuration transfer message initiated by MME. It will introduce impact not only on the (H)eNB side, but also on the MME side.
As we can see, option G1C, G1D, G2B and G2C will bring more impact on (H)eNB.
2) Minimized X2-GW complexity

Generally, the X2-GW complexity is relevant to role of X2-GW in the X2 connection, i.e. router in end-to-end or proxy in hop-by-hop. In end-to-end solution, X2-GW acts as a routing entity and doesn’t terminate X2 message nor memorize X2 application layer data. However, X2-GW complexity is increased with regard to HeNB switch on/off handling. And new register procedure or modified X2 SETUP procedure is needed in order to establish the mapping information of RNL ID and TNL address. While in hop-by-hop solution, the X2-GW has the X2-proxy function, which is similar as the X2 proxy function of DeNB for Relay with less modification.
It is agreed that the selected solutions should be independent of the end-to-end versus hop-by-hop general scheme and should apply in both schemes. So we can skip the requirement in current phase and left it for future discussion.
3) Requirements related to scalability 
a. SCTP scalability
The SCTP scalability means X2-GW should aggregate SCTP connections between the eNB and the X2GW since a large number of HeNBs may be deployed in the coverage of eNB. All the options can meet the SCTP requirement since eNB only needs to maintain several SCTP connections towards X2-GWs instead of each HeNB.

b. TNL address discovery scalability

As to TNL address discovery scalability, the introduction of X2-GW should be able to reduce the signalling overhead introduced by the TNL discovery process considering huge number of HeNBs may be connected to eNB. Group 1 options (G1A, G1B, G1C, G1D) can meet the requirement since the target node TNL address is not essentially needed in the source peer node. However, Group 2 options (G2A, G2B, G2C) don’t have the TNL address discovery scalability. Since the routing is based on the target node IP@, the target node IP address shall be learnt by the peer node and TNL address discovery procedure is indispensable for every (H)eNB pair.
As analyzed above, Group 2 options (G2A, G2B, G2C) can’t meet the requirements on reducing the TNL discovery process signalling overhead well.

4) Requirements related to switch-on/off
According to the way forward of requirement [2], X2-GW should be able to handle the frequent and/or unexpected switch off and also peaks of switch-on signalling. 

a. Switch on

For the peak of switch-on case, the X2-GW should be able to reduce the TNL address discovery signalling. As stated in the requirement of TNL address discovery scalability, Option G1A/B/C/D can meet the requirement, while Group 2 options (G2A, G2B, G2C) can’t.
b.Switch off

For the switch-off case, the peer (H)eNBs should be able to be aware so that avoiding useless signalling and “hanging X2AP contexts”. For all the options, X2-GW can detect the SCTP connection interruption for the switch-off HeNB, X2-GW may inform the peer (H)eNB connected to the switch-off HeNB after the SCTP interruption.
In summary, Group 2 options (G2A, G2B, G2C) can’t handle the peak of switch-on case.
5) IP address requirements
The IP address requirement is relevant to the HeNB switch on/off issue. After the switch off HeNB switch on again, the IP address of the HeNB may be changed. 
In Group 1 options (G1A,G1B,G1C,G1D), the HeNB can register on the X2-GW after switches on again, so the mapping of RNL ID and TNL address of the HeNB can be updated. The peer (H)eNB is not influenced by the change of the  HeNB IP address. 
In Group 2 options (G2A, G2B, G2C), since the target node IP@ should be added in the X2 message initiated by the peer (H)eNB  for routing, the new IP address of the HeNB should be informed to the peer (H)eNB. The HeNB shall initiate TNL address discovery signaling towards the peer (H)eNB containing the new IP address to solve the problem. However, the signaling overhead will be further increased. Otherwise, the X2-GW connected to the HeNB shall inform the new IP address to the peer (H)eNB to resolve this issue. 
As stated above, Group 2 options (G2A, G2B, G2C) have to solve the IP address change issue with additional signaling overhead or specification modification, while no IP address change issue exists in Group 1 options.
Proposal:  RAN3 is kindly requested to consider the comparison above and exclude Group 2 options for further consideration.
3   Conclusion and proposals
In this contribution, we analyze the key issues on X2-GW deployment. And then we compare on options based on the requirements proposed in previous meetings. We have the following observations:
Observation 1: The options of X2 SETUP routing based on target RNL ID are more preferable than the options of X2 SETUP routing based on target node ip address.

Observation 2: The options of obtaining X2-GW address by TNL address discovery is more beneficial than the options of obtaining X2 GW address by configuration.

And we propose:

Proposal:  RAN3 is kindly requested to consider the comparison above and exclude Group 2 options for further consideration.
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