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1. Background
In RAN3 #79 meeting, seven possible options are listed in the way forward on IP address discovery and X2 Setup [1].
This contribution provides further analysis of the solutions and gives the comparison of possible options.
2. Discussion
2.1. Comparison of Group 1
Group1: target node RNL-id in Setup message + Registration Process

In this group of solutions, when a new neighbour is found, the source (H)eNB sends an X2 Setup Request including the target RNL-id of the found neighbour and the routing of that X2 Setup Request message (or the destination of the eNB configuration Update derived from the X2 Setup Request in case of hop by hop) is based in the X2GW on this RNL-ID and the presence of a mapping database RNL-id/ip@. 
There are 4 possible solutions in this group:
G1A: RNLid + registration with X2 setup request + X2GW(s) IP@ in eNB by configuration 

G1B: RNLid + registration with X2 setup request + X2GW(s) IP@ in eNB by TNL discovery 

G1C: RNLid + registration with new message + X2GW(s) IP@ in eNB by configuration 

G1D: RNLid + registration with new message + X2GW(s) IP@ in eNB by TNL discovery 

 Two variants need to be compared:

- X2GW(s) IP@ known in eNB by configuration or by TNL address discovery

- Mapping database in X2GW built by a new message or by an “initial legacy X2 Setup Request message” 
1. X2GW(s) IP@ known in eNB by configuration or by TNL address discovery
Since the RNL id is used as routing information for the X2 setup procedure, there is no need for the (H)eNB to know the IP address of peer node, the TNL address discovery procedure to learn the IP address of peed node is not needed. Two solutions could be used by the eNB to obtain the IP address of X2-GW(s) deployed in the network. Option 1 is the eNB can be preconfigured with the IP address of X2-GW(s). Option 2 is the eNB can use TNL address discovery procedure to retrieve the IP address of X2-GW. 
For the option 2, there is no problem in case the eNB detects the HeNB cell firstly. The eNB will use the eNB Configuration transfer message to retrieve the IP address of the X2-GW and then initiates the SCTP association establishment towards the X2-GW. However, in case the HeNB detects the eNB cell and the SCTP association does not yet exist between the eNB and the X2-GW, the X2-GW can’t route the X2 Setup Request message receiving from the HeNB to the eNB.  A possible solution is the HeNB provides the IP address of X2-GW to the eNB in the eNB Configuration Transfer procedure in X2 TNL Configuration Information IE or a new IE, then the eNB could initiate the SCTP establishment towards the X2-GW. It seems option 2 will introduce more specification and implementation influence. Therefore, the option1 is preferred.
There are two possible scenarios for X2-GW(s) deployment. In case only one X2-GW is deployed in the network, The TNL address discovery procedure to learn the IP address of X2-GW is not needed because all the HeNBs connect to the same X2-GW which is preconfigured in the eNB. Solution G1A and G 1C could be applied in this case.
In case more than one X2-GWs are deployed in the network, since the eNB is connected to many X2-GWs, when the eNB detects a new HeNB and initiates the X2 Setup procedure towards this HeNB, it needs to know the specific X2-GW the HeNB connects to, thus the TNL address discovery procedure could be used by the eNB to get the IP address of the X2-GW the HeNB connects to. The HeNB can provide back the IP address of the X2-GW by sending a response eNB Configuration Transfer message via the MME. Solution G1B and Group 1D could be applied in this case.
2. Mapping database in X2GW built by a new message or by an “initial legacy X2 Setup Request message” 
In current X2-AP specification, it is said if the first message received for a specific TNL association is not an X2 SETUP REQUEST, X2 SETUP RESPONSE, or X2 SETUP FAILURE message then this shall be treated as a logical error which means the X2 setup procedure should be the first message on the X2 interface. If a new registration message is used as the first message on the X2 interface, the eNB will need a new logic to handle it. Using the X2 setup message has less specification and implementation impact on the eNB. Therefore, it seems X2 setup request message (G1A and G1B) is better suited for registration purpose.
According to the above analysis, solution G1A and G1B can be chosen for further studied.
Proposal 1: Solution G1A and G1B could be chosen for further studied. 
2.2. Comparison of Group 2
Group 2: target node ip@ in Setup message + TNL address discovery

In this group of solutions, when a new neighbour is found, the source (H)eNB sends an X2 Setup Request including the addition of the target ip@ of the found neighbour and the routing of that X2 Setup Request message is based in the X2GW on that added target ip@.
There are 3 possible solutions in this group::
G2A: target node ip@ + TNL address discovery + X2GW(s) IP@ in eNB by configuration 

G2B: target node ip@ + TNL address discovery + X2GW(s) IP@ learnt by ipsec field of TNL discovery

G2C: target node ip@ + TNL address discovery + X2GW(s) IP@ learnt by new field added to TNL discover
Since the IP address is used as routing information for the X2 setup procedure, therefore the (H)eNB needs to know the IP address of peer node.

In case only one X2-GW is deployed in the network, the IP address of X2-GW(s) could be preconfigured in the eNB. TNL address discovery procedure could be used to learn the IP address of peer node. Solution G2A could be applied in this case.
In case more than one X2-GWs are deployed in the network, the TNL address discovery procedure could be used to learn the IP address of peed node and X2-GW. Solution G2B and G2C could be applied in this case.
Solution G2B reuses IPsec field to transfer the IP address of X2-GW. This solution has the advantage of keeping the ANS.1 unchanged and less specification influence. However, this solution also has some issues. According to current S1-AP specification, the IP-Sec Transport Layer Address is designed for conveying traffic in IPsec tunnel mode, reusing this IE with a new meaning would introduce new eNB implementation and may cause security issue. Solution G2C use a new IE in eNB Configuration Transfer message to transfer the IP address of X2-GW which is more appropriate than Solution G2B.
Proposal 2: Solution G2A and G2C could be chosen for further studied.

3. Conclusion
The document gives the comparison of possible options on IP address discovery and X2 Setup for X2-GW, based on the above analysis, we propose that: 
Proposal 1: Solution G1A and G1B could be chosen for further studied. 
Proposal 2: Solution G2A and G2C could be chosen for further studied.
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