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1 Introduction 
This paper compares the various solutions proposed to address the open point of routing the X2 Setup Request message.

It shows that this open point is connected to the other point of HeNB IP address discovery and proposes a single solution for both open points.

2 Discussion

Discovery of IP Addresses:
· How the eNB learns the IP address of the X2-GW?
If the eNB detects the HeNB cell, it can use the eNB Configuration transfer message towards the HeNB via the MME. The HeNB can provide back the IP@ of the X2-GW by sending a response eNB Configuration Transfer message via the MME. This is possible based on the agreement reached at RAN3#77bis that the IP address of the X2 GW will be known by configuration in the HeNB.
· How the eNB learns the IP address of the target HeNB?
Option 1: the eNB Configuration transfer message sent by the target HeNB signals two IP@: the IP@ of the X2-GW and the IP@ of the target HeNB. Appropriate semantic description needs to be brought to TS36.413.
Option 2: the target IP@ of the peer HeNB is not learnt by the eNB and the eNB Configuration Transfer message will only contain the IP@ of the X2-GW. In that case the routing of the X2 Setup will not use the target HeNB IP @ but the target HeNB ID (see point below).
Observation 1: The solution decided for routing the X2 SETUP REQUEST message will influence the solution for target IP@ discovery.
Routing of the X2 SETUP REQUEST message
For the routing of the X2 SETUP REQUEST message in the X2-GW three options have been identified so far as per [1]:

Option1: the routing is based on the target HeNB IP@ provided by the eNB. This option requires the addition of the peer IP@ in the X2 Setup Request message and the transfer of this IP@ from the RNL layer in the X2-GW to the TNL layer to be used as destination address. It also requires the eNB Configuration Transfer message to signal two IP @.
Option 2: the routing is based on a new explicit target HeNB ID field provided by the eNB in the X2 Setup Request message. This option requires the addition of this HeNB ID field in the X2 Setup Request message. This option requires a mapping in the X2-GW between the HeNB ID and the corresponding IP@. 
Option 3: the routing is based on the target HeNB ID derived from the Neighbour Cell Information IE already contained in the X2 Setup Request message. This option requires the X2-GW to fully terminate X2AP protocol. Then it requires the X2-GW to have permanent storage of all cells of the eNB and of all neighbour cells of each cell of the eNB. Then it requires decoding for each cell of the eNB the full list of neighbour cells and compare this list with the one stored. If an additional cell is found, the X2-GW shall extract that new neighbour cell ID and use it as a target HeNB ID. Finally this option also requires a mapping in the X2-GW between the HeNB ID and the corresponding IP@ that can be built by memorizing the HeNB IP@ for each HeNB when it sets up the X2 with the X2-GW. 
As can be seen from the description above, both options 2 and 3 require maintaining a mapping table in the X2-GW translating the HeNB ID into an IP@. Even worse, option 3 requires abuse of the Neighbour Cell Information IE to trigger an SCTP establishment when a new neighbour cell is added to the NRT (Neighbour Relation Table), regardless of whether the node that detected the new neighbour cell wishes to actually establish an X2 connection to that cell or not. The latter issue is deeper elaborated in [2].
Option 1 appears therefore superior to options 2 and 3. It requires the simple addition of a Target Node Identifier field in the X2 SETUP REQUEST message (containing the peer HeNB IP@) and is cleaner than reusing and deviating existing IEs.

Proposal 1: It is proposed to select option 1 whereby the routing of the X2 SETUP REQUEST message is based on the target HeNB IP@ IE added to the X2 SETUP REQUEST message.

Solution for discovery of HeNB IP@
As explained at the beginning of section 2, this choice implies that the source eNB needs to determine in advance of setting up the X2 connection, the target HeNB IP@. It can do so by sending an eNB Configuration Transfer message via the MME to the target HeNB as currently allowed and having the target HeNB reply with two IP@: the IP@ of the X2GW, and its own IP@. The X2 TNL Configuration Info IE in TS36.413 already allows “multiple” eNB X2 Transport Layer Addresses (TLA) to be included so we could simply specify that if “multiple” TLAs are received from an HeNB, the first TLA is the X2-GW address and the second TLA is the HeNB address. 
Proposal 2: It is proposed that the eNB learns the IP@ of the target HeNB by having the HeNB return in the eNB Configuration Transfer message both its HeNB IP@ and the IP@ of the X2GW. 
3 Conclusion and proposals
This paper has shown the link between the solution to the issue of “target HeNB IP@ discovery” and the solution to the issue of “routing of the X2 SETUP REQUEST message. It has then reviewed 3 possible options and made the following two proposals consistent for solving the 2 issues together:
Proposal 1: It is proposed to select option 1 whereby the routing of the X2 SETUP REQUEST message is based on the target HeNB IP@ IE added to the X2 SETUP REQUEST message.

Proposal 2: It is proposed that the eNB learns the IP@ of the target HeNB by having the HeNB return in the eNB Configuration Transfer message both its IP@ and the IP@ of the X2GW.
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