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1 Introduction

Current specification [4] mandate that a payload CRC to be calculated and included in SYNC PDUs to enable error detection by the receiving eNB. However, eNBs using the payload CRC in most network architectures will lower the performance in the network compared to ignoring it. This paper further explains the benefits of introducing the option to make the CRC optional in addition to [2] and [3].
2 Concerns raised at RAN3#77
According to [1] the following concern was raised at RAN3#77
“This approach will not work if there are different releases employed within the BM-SC area.”
This concern assumes that an eNB which detects a payload error based on the CRC discards the data. However, the standard does not mandate the eNB behavior when the CRC indicates that payload data is changed.

If there are different releases deployed within the BM-SC area the operator is aware of this. During a network upgrade the CRC calculation may be kept active until the work is completed. If there are remaining nodes which the operator missed they may discard the data or transmit the data depending on implementation. The eNBs discarding data are likely to generate a payload CRC warning to the operator identifying which eNBs were not properly updated.
Note that there are other changes between the releases which make a unified release in the network preferable. 
Conclusion 1: Introduction of the functionality for the receiving eNB to ignore the payload CRC does not cause problems which can not be avoided during the upgrade of the network.
3 Analysis of the impact of CRC 
So far we have claimed that discarding data based on the CRC does not provide any benefit. Here it is shown that if the eNB takes the decision based on the CRC to discard data it will also impact the eMBMS performance negatively.

3.1 Introduction of probability model of the BM-SC to eNB data transfer
The data transferred from the BM-SC to the eNB is modeled in two steps as illustrated in Figure 1.
Step 1: Data from BM-SC to the last router following the same path in the multicast tree. 

Step 2: Data transferred from the last router to the eNBs in the MBSFN area.
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Figure 1: Illustration of the two step model introducing the probability PA describing the probability for correct payload transfer to the last router before the eNB and PB describing the probability for successful transfer between the last router and the eNB.

The probability that step 1 is successful for a PDU is PA and in step 2 PB. The probability for successful data delivery to an eNB becomes PAPB assuming that the probability for errors between the BM-SC and the last router are independent of the probability for errors between the last router and the eNB.
Data can be changed in following three ways between the BM-SC and eNB:
Case 1: Data is changed in step 1 but not in step 2. The probability is (1-PA)PB
Case 2: Data is changed in step 2 but not in step 1. The probability is (1-PB)PA
Case 3: Data is changed in step 1 and step 2. The probability is (1-PA)(1-PB).

In order to avoid interference in the MBSFN area the optimal strategy used in the eNB is:

Discard data: When payload CRC indicates changed data and the error occurred between the last router and the eNB discard data (case 2 and 3 above).

Send data: When the payload CRC indicates changed data and the error occurred between the BM-SC and the last router do not discard data (case 1 above).

Of course, the eNB does not know where the error occurred and always discard or send data. The probability that received data in the eNB has been changed between the last router and the eNB and should be discarded is:
P(Data should be discarded) = PA(1-PB)+(1-PA)(1-PB)=1-PB
P(Data should be sent) = PB(1-PA)

Further extend the model with several (N-1) routers between the BM-SC and eNB and that the probability for successful transfer on each branch is P and that errors occur independently between every pair of routers. PA consists of N-1 steps. PB consists of 1 step and the probability for successful transfer for this last transfer is also P. The probabilities P(Data should be discarded) and P(Data should be sent) become:
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Figure 2: The two step model extended to include N-1 routers where the probability for successful transfer between two nodes is P.
P(Data should be sent)=PB(1-PA)=P(1-PN-1);

P(Data should be discarded) = 1-PB = 1-P

The ratio between the probabilities for the two events becomes:

P(Data should be sent)/P(Data should be discarded) = P(1-PN-1)/(P-1) = P(PN-2+PN-3+…+P+1)
Observation 1: P(Data should be sent)/P(Data should be discarded) = P(PN-2+PN-3+…+P+1)
3.2 Analysis of network deployments
Assume a small network where only two or three routers are deployed between the BM-SC and the eNB. In this model used the value N=3 or N=4 shall be used (number of routers = N-1). The expressions become:
Inserting N=3 in the expression P(PN-2+PN-3+…+P+1) = {N=3} = P(P+1)
Inserting N=4 in the expression P(PN-2+PN-3+…+P+1) = {N=4} = P(P2+P+1)
Figure 3 shows the two expressions for values on P between 0.8 and 1.
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Figure 3: Probability that the PDU is impacted on the common path in the multicast tree compared to that it is impacted on the path between the last router and the eNB.
Observation 2: For networks using more than two routers between the BM-SC and eNB it is more likely that the error occurs between the BM-SC and the last router compared to that the error occurs between the last router and the eNB.
Since payload data containing errors is sent over radio instead of being dropped more data is sent but some data is incorrect. However, handling bit errors is essential for telecommunications and higher layers have functionality to handle these errors. 
Observation 3: Functionality to handle the errors exists in higher layers.

Conclusion 2: In networks with two or more routers it is likely that an error detected by the CRC in the eNB is between the BM-SC and the last router. Since no interference is caused in that case it is better for an eNB to broadcast data in order to avoid discarding the complete payload data received in the PDU Type 1.
4. Benefits of introducing optional CRC
As shown in section three it is not advantageous to use the payload CRC in networks with two ore more routers between the BM-SC and eNB. This means that the system today provides functionality that
1. Increases the complexity and computational load in the eNB without providing any benefit

2. Increases the complexity and computational load in the BM-SC without providing any benefit

By introducing the indicator as proposed in [5], the computational load is reduced in both the eBM-SC and the eNB.

Proposal 1: It shall be possible to indicate at least in the Type 1 PDU that the CRC can be ignored.
Proposal 2: Agree CR in [5].
4 Conclusions and Proposal
When sending SYNC PDUs over M1, the BM-SC is required to calculate the payload CRC for every packet sent. We have shown that the benefit of having such payload CRC is very limited or even bad for the performance in most deployments. For this reason, we believe it is beneficial for the network to have the option of not using this functionality, at least for SYNC PDUs of Type 1 which carry UP traffic.

Proposal 1: It shall be possible to indicate at least in the Type 1 PDU that the CRC can be ignored.
Proposal 2: Agree CR in [5].
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