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1 Introduction

RAN3 is progressing in the definition of requirements for a standardized X2-GW. As of today, there have been a set of agreements in different meetings. General requirements were agreed in RAN3 #76 [1], some additional requirements on address discovery and down-selection of options were agreed in RAN3 #77bis [2], and connectivity requirements were agreed in RAN3 #78 [3].
We believe the question to be answered next is how to set up the X2 interface when the X2-GW is involved. Shall it be hop-by-hop, envisaging a full “DeNB-style” proxy, or end-to-end, envisaging a routing proxy? We will discuss both options, also with respect to message routing, and to their consistency with the already agreed requirements.
2 X2 Setup Options
The network architecture is shown in Figure 1 below. For our discussion, it does not matter whether X2 setup is initiated by the eNB or by the HeNB: we assume that both cases use the same signaling, in particular for address discovery [4] (with the only obvious difference that the HeNB is already configured with the X2-GW address, as agreed in [2]). In fact, it is shown in [4] that it is possible to convey the addresses of both the X2-GW and of the end node in the existing signaling, thereby making this aspect orthogonal to the various options for X2 setup and message routing.

We also assume that the address discovery phase completed successfully, so the initiating node knows the addresses of both the other peer and the X2-GW immediately before initiating X2 setup.
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Figure 1 Network architecture for the X2-GW; the optional HeNB-GW is also shown.

2.1 Hop-by-Hop X2 Setup
In this case, two X2 instances are set up: first between the initiating node and the X2-GW, and then between the X2-GW and the end node.  As mentioned also in [5], the X2-GW fully terminates the two X2 instances, toward both endpoints. The X2 setup message received by the X2-GW from the initiating node is terminated at the X2-GW.

This corresponds to the full “DeNB-style” proxy.
2.2 End-to-End X2 Setup
In this case, the X2-GW does not terminate X2AP, so the initiating node only sees the end node as its peer. The X2 setup message received by the X2-GW from the initiating node is only decoded to determine the destination address (provided by the originating node), and then forwarded to the appropriate destination.

This corresponds to the routing proxy.

2.3 Routing Options

In order to fully discuss the X2 setup issue, it is necessary to consider how the X2 message routing (in particular the X2 setup message) is performed by the X2-GW. Three options have been identified so far [5] for routing of the X2 setup message:
1. Based on the address of the target node, included by the originating node in the X2 SETUP REQUEST message itself;

2. Based on the (H)eNB ID of the target node, included by the originating node in the X2 SETUP REQUEST message itself;
3. Based on the (H)eNB ID of the target node, derived from the neighbor cell information included by the originating node in the X2 SETUP REQUEST message itself.
In theory, these three routing options might be seen as orthogonal with respect to X2 setup; in reality, they are not. For example, Option 3 requires fully decoding the X2 SETUP REQUEST message and additional processing to obtain the (H)eNB ID, so it seems better suited for the full proxy option, which calls for X2AP termination in the X2-GW. Options 1 and 2 only require reading the address or ID of the target node from a single IE without decoding all the other IEs in the message, so they seem better suited for the routing proxy. On the other hand, they require a new IE to be added to the message, unlike option 3. Options 2 and 3 require the X2-GW to look up the TNL address starting from the (H)eNB ID and to maintain an appropriate table, so they are more complex than option 1 in terms of X2-GW implementation. Options 1 and 2 could be also be used with the full proxy option (as discussed in [6] as “option 3a”), possibly resulting in a slightly simpler X2-GW implementation at the price of adding a new IE to the X2 SETUP REQUEST message.
We could also envisage a fourth option. If the X2-GW incorporates an IP routing function, the originating node can send the X2 SETUP REQUEST message to the destination IP address, to which it will be routed by the X2-GW. With respect to options 1 and 2, no additional X2AP IE is needed because all the necessary functionality resides in the IP layer. Notice that this option can work with both hop-by-hop and end-to-end X2 setup.
2.4 X2 Setup vs. Message Routing Options
The following table summarizes the relationship between message routing options and X2 setup options.
	
	1. Routing based on target TNL address, included in separate IE in message
	2. Routing based on target (H)eNB ID, included in separate IE in message
	3. Routing based on target (H)eNB ID, derived from neighbor cell info included in message
	4. Routing based on target TNL address, by internal IP routing functionality in the X2-GW

	Hop-by-hop X2 setup
	(
	(
	(
	(

	End-to-end X2 setup
	(
	(
	(
	(


Table 1 Applicability of message routing options to X2 setup options.

From Table 1 we can already see that all routing options can be used in all X2 setup options except option 3, which is arguably the most complex of the three. In fact, it would bring unnecessary complexity to the hop-by-hop X2 setup option with only the benefit of not requiring a new IE (thereby going against the agreement to minimize the complexity of the X2-GW). For this reason, we propose not to further consider it in our evaluation.
Proposal 1: Routing option 3 (based on the (H)eNB ID of the target node, derived from the neighbor cell information in the X2 SETUP REQUEST message) shall not be considered for further analysis.

Let us now continue our analysis of options 1 and 2. They are equivalent in terms of standards impact: they both require a single new IE to be added to the X2 SETUP REQUEST message (and this is the only standards impact they have). They are not equivalent in terms of signaling: option 1 requires signaling 32 bits in case of IPv4 and 128 bits in case of IPv6, while option 2 requires signaling a 28-bit (H)eNB ID in all cases. In principle option 2 seems more advantageous in this respect, although the difference in the number of bits is not a big problem. Suitable techniques can be used to compress and encode the IP address included in the X2AP message in order to mitigate this issue. But if we consider the impact on X2-GW implementation (arguably a more relevant issue), we see that option 2 requires more processing from the X2-GW to look up the address, build and maintain a mapping table, but option 1 does not.

	
	1. Routing based on target TNL address, included in separate IE in message
	2. Routing based on target (H)eNB ID, included in separate IE in message
	4. Routing based on target TNL address, by internal IP routing functionality in the X2-GW

	New IE required in X2 SETUP REQUEST message
	yes
	yes
	no

	Size of new IE (uncoded)
	32 bits (IPv4)
or
128 bits (IPv6)
	28 bits
	/

	X2-GW needs to look up IP address
	no
	yes
	no

	X2-GW needs to maintain mapping table
	no
	yes
	no


Table 2 Comparison between routing options 1 and 2.

From Table 2 above, routing option 4 seems to be the one which minimizes X2-GW complexity. 
Proposal 2: Routing option 4 (based on target TNL address, performed by internal IP routing functionality in the X2-GW) should be considered as a working assumption for further analysis.
2.5 Overall Comparison
Let us now consider the two X2 setup options in light of the routing option down-selection we proposed above, i.e. assuming to use routing option 1 for both X2 setup options. The comparison is shown in the table below.

	
	Hop-by-hop X2 setup
(full proxy)
	End-to-end X2 setup
(routing proxy)

	Termination of X2AP
	yes
	no

	Need to decode the complete X2 SETUP REQUEST message and store all contained information
	yes
	no

	Needs to maintain routing table
	yes
(needed to route UE-associated X2AP procedures)
	no


Table 3 Overall comparison between the X2 setup options.

In light of the above, the end-to-end X2 setup option (routing proxy) seems more promising for further consideration.

Proposal 3: The end-to-end X2 setup option (routing proxy) should be considered as a working assumption for further analysis.
3 Conclusions and Proposal
In this paper we have analyzed the various options for X2 setup and message routing in light of the current RAN3 agreements, with some emphasis on foreseen X2-GW node complexity, standards impact, and possible differences in required signaling. We have presented further evidence with respect to previous documents (especially [7]).We have considered the message routing options and down-selected what seemed to be the least promising, then deriving some criteria for X2 setup options. 

Proposal 1: Routing option 3 (based on the (H)eNB ID of the target node, derived from the neighbor cell information in the X2 SETUP REQUEST message) shall not be considered for further analysis.

Proposal 2: Routing option 4 (based on target TNL address, performed by internal IP routing functionality in the X2-GW) should be considered as a working assumption for further analysis.

Proposal 3: The end-to-end X2 setup option (routing proxy) should be considered as a working assumption for further analysis.
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