3GPP TSG-RAN WG3 Meeting #79                                                                   R3-130164
Malta, 28th January – 01st February 2013
Agenda item:
10
Source:
Alcatel-Lucent 
Title:
Correction of HeNB Verification 
Document for:
Approval 
1 Description 
The HeNB ID verification feature was introduced at RAN3#77, based on requirements from SA3, by the RAN3 CR against TS36.300 in R3-121969.

However there are two valid options to perform the required verification:

Option 1/ the HeNB GW (resp. MME) checks both the indicated Access Mode and CSG ID whenever it receives any S1 message completing the access control (i.e. any Initial UE Message, Path Switch Request, Handover Request Acknowledge message). 

Option 2/ the HeNB GW (resp. MME) initially checks the access mode when receiving the S1 Setup Request message, and then subsequently only checks the CSG ID whenever it receives a S1 message completing the access control (i.e. any Initial UE Message, Path Switch Request, Handover Request Acknowledge message).

The CR agreed in R3-121969 corresponds to option 1. 

However, as pointed out in [1], the verification of identities is primarily intended for closed mode HeNBs. This understanding was confirmed again at RAN3#77bis to align with the SA3 requirements in section 5.4 of TS33.320:

The H(e)NB-GW shall verify that all UE associated messages from H(e)NBs operating in closed access mode, as specified in TS 22.220 [31], can be mapped to a specific CSG id and that this CSG id is allowed for the identity of the originating H(e)NB (cf. clause 4.4.9).  In the absence of a HeNB-GW, the MME shall perform this CSG id verification.
Verifying identities for open and hybrid HeNBs is additionally performed only to prevent the case that an HeNB pretends to be an open or hybrid cell in S1 messages involved in access control, in order to try and bypass this access control.

Considering this, option 2 would allow checking the access mode of the HeNB once and for all at the time it connects with the S1 Setup Request message to the HeNB GW (respectively MME). Then once closed HeNBs have been thus identified and checked, the remaining check of the CSG ID, to be done later on all S1AP messages involved in the access control, could therefore be limited to only those HeNBs determined as closed access.  
Even if the two options are valid, Option 2 seems to be more optimal than option 1 and better aligned with the requirements expressed in TS33.320 section 5.4.
2 Conclusion and Proposal
This paper has analysed another option to implement the HeNB verification requested by SA3. 

It is proposed to discuss the replacement of option 1 agreed at RAN3#77 by option 2 which seems more optimal than option 1 and better aligned with the requirements in TS33.320.

If RAN3 decides to go with option 2 instead of option 1, then the stage 2 CR against TS36.300 is available in tdoc R3-130165. 
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