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Discussion
1 Introduction 
During 3GPPRAN3#77 and 3GPPRAN3#77bis, it was proposed to modify the intra-LTE failure detection mechanisms [1], [2]. To be precise, the detection mechanisms for Too Early Handover and Handover to Wrong Cell for UEs that do not make RRC re-establishment attempt, are enabled; a cell that might have been appropriate to serve the UE, instead of the cell where RLF is detected, at the moment near the failure, is inferred among the cells whose measurements are in the RLF Report. Note that in case a UE attempts RRC re-establishment, the above mentioned cell is assumed to be the cell where a UE makes RRC re-establishment attempt. However, during the online and offline discussions in the two meetings, it has been concluded that it is not proper to have the modified intra-LTE detection mechanism in the text. In this paper, rationales for the conclusion are specified and change in the text entailed by the conclusion is proposed.
2 Discussion
2.1 Rationales

Let us consider the case where a UE does not attempt RRC re-establishment after failure. Three types of failure are taken into account in the intra-LTE failure detection [3]:

· HOF occurring during the handover procedure;

· RLF occurring after a UE has stayed for a long period of time in a cell; and
· RLF occurring shortly after a successful handover.

A HOF-experienced UE always attempts RRC re-establishment [4]. Thus, the first bullet is ruled out. Besides, it is generally valid to assume that AS security is activated in a UE that has stayed for a long period of time in a cell or has just been successfully handed over.

Several corner cases can be considered; e.g. AS security in a UE is broken as soon as or right before RLF is detected. During the discussions, however, it was pointed out that such cases are way too rare and resort to coincidence, which makes reflection of the modified mechanism in the text inadequate.
Another rationale is that even if we consider the corner cases seriously, there is no mean to distinguish afterwards whether such corner cases have occurred due to failure in the radio link or security problem. In other words, it is hard to differentiate e.g. the case where AS security in a UE is broken as soon as RLF is detected from the case where RLF is detected because AS security is broken.
Thus, enabling the failure detection mechanism for a UE without RRC re-establishment attempt has not been accepted.
2.2 Change in the Text

On the other hand, we have the following description regarding the detection of the failure after RRC connection setup [3]:

In case the RRC re-establishment fails or the UE does not perform any RRC re-establishment, the UE makes the RLF Report available to the eNB after reconnecting from idle mode.
The statement itself may be true. However, we currently do not have any failure detection mechanism for a UE not performing RRC re-establishment after failure and furthermore, it has been concluded not to have the detection mechanism for such UEs in the text. Therefore, the RLF Report of a UE which does not perform any RRC re-establishment after failure is not exploited for the intra-LTE failure detection. There is no need to have an expression which is not only unnecessary but also fog-raising; it makes, if not all, readers of the text expect that there may be a detection mechanism using the RLF Report of the UE not performing any RRC re-establishment. Hence, it is proposed:

Proposal 1: To eliminate unnecessary expression in [3] by agreeing R3-122646 [5].
3 Conclusion
In this paper, the conclusion in the discussion of the recent two meetings has been dealt in detail and based on the conclusion, it is proposed:
Proposal 1: To eliminate unnecessary expression in [3] by agreeing R3-122646 [5].
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